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Defence

Towards a more competitive and efficient defence and security sector

Communication from the Commission to the European Parliament, the Council, the European Economic and Social Committee and the Committee of the Regions

Brussels, 24 July 2013, CESE 4413/2013

“The world needs a Europe that is capable of deploying military missions to help stabilise the situation in crisis areas .... We need to reinforce our Common Foreign and Security Policy and a common approach to defence matters because together we have the power, and the scale to shape the world into a fairer, rules based and human rights’ abiding place.”

President Barroso, State of the Union Speech, September 2012

“The Council reiterates its call to retain and further develop military capabilities for sustaining and enhancing the CSDP. They underpin the EU’s ability to act as a security provider, in the context of a wider comprehensive approach (and) the need for a strong and less fragmented European defence industry to sustain and enhance Europe’s military capabilities and the EU’s autonomous action.”

Foreign Affairs Council, 19 November 2012, Conclusions

1. European Commission’s contribution to strengthening Europe’s defence and security sector

This Communication builds on the work of the Commission’s Defence Task Force established in 2011 with the objective to strengthen the defence sector by mobilising all relevant EU policies. The EEAS and EDA have been fully associated to the work of the Task Force and in the preparation of this Communication.
1.1. Introduction

The strategic and geopolitical environment is rapidly and constantly evolving. The world’s balance of power is shifting as new centres of gravity are emerging and the US is rebalancing its strategic focus towards Asia. In this situation, Europe has to assume greater responsibilities for its security at home and abroad. To punch its weight, the EU needs to develop a credible CSDP. This evolution must be fully compatible with NATO and its principles.

The security challenges we are facing today are numerous, complex, interrelated and difficult to foresee: regional crises can occur and turn violent, new technologies can emerge and bring new vulnerabilities and threats, environmental changes and scarcity of natural resources can provoke political and military conflicts. At the same time, many threats and risks spread easily across national borders, blurring the traditional dividing line between internal and external security.

These security challenges can only be tackled in a comprehensive approach combining different policies and instruments, short and long-term measures. This approach must be underpinned by a large range of civil and military capabilities. It is increasingly unlikely that Member States can bear this burden in isolation.

This is the case in particular for defence, where new equipment is often technologically complex and expensive. Today, Member States encounter difficulties to equip their armed forces adequately. Recent operations in Libya have highlighted important European shortfalls in key military capabilities.

The crisis in public spending induces cuts in defence budgets which exacerbates the situation, in particular, because they are neither co-ordinated nor implemented with regard to common strategic objectives. From 2001 to 2010 EU defence spending declined from €251 billion to €194 billion. These budget cuts are also having a serious impact on the industries that develop equipment for our armed forces with cutbacks in existing and planned programmes. They affect in particular the investment in defence R&D that is crucial for developing capabilities of the future. Between 2005 and 2010 there was a 14% decrease in European R&D budgets down to €9 billion; and the US alone spends today seven times more on defence R&D than all 27 EU Member States together.

Defence budgets are falling, and the cost of modern capabilities is rising. These cost increases come from the long-term trend of growing technological complexity of defence equipment, but also from the reduction of production volumes which are due to the reorganisation and downsizing of European armed forces since the end of the Cold War. These factors will continue to shape defence markets in Europe regardless of budget levels.
This situation has knock-on effects for an industry that plays a crucial role in the wider European economy. With a turnover of €96 billion in 2012 alone, it is a major industrial sector, generating innovation and centred on high-end engineering and technologies. Its cutting-edge research has created important indirect effects in other sectors, such as electronics, space and civil aviation and provides growth and thousands of highly skilled jobs.

Defence industry in Europe directly employs about 400,000 people and generates up to another 960,000 indirect jobs. It is, therefore, a sector that is essential to retain if Europe is to remain a world-leading centre for manufacturing and innovation. This is why action to strengthen the competitiveness of the defence industry is a key part of the Europe 2020 Strategy for smart, sustainable and inclusive growth.

At the same time, the importance of this industry cannot be measured only in jobs and turnover. The European Defence Technological and Industrial Base (EDTIB) constitutes a key element for Europe’s capacity to ensure the security of its citizens and to protect its values and interests. Europe must be able to assume its responsibilities for its own security and for international peace and stability in general. This necessitates a certain degree of strategic autonomy: to be a credible and reliable partner, Europe must be able to decide and to act without depending on the capabilities of third parties. Security of supply, access to critical technologies and operational sovereignty are therefore crucial.

Currently defence companies are surviving on the benefits of R&D investment of the past and have been able to successfully replace falling national orders with exports. However, this often comes at the price of transfers of technology, IPRs and production outside the EU. This in turn has serious implications for the long-term competitiveness of the EDTIB.

The problem of shrinking defence budgets is aggravated by the persisting fragmentation of European markets which leads to unnecessary duplication of capabilities, organisations and expenditures. Cooperation and EU-wide competition still remains the exception, with more than 80% of investment in defence equipment being spent nationally. As a result, Europe risks losing critical expertise and autonomy in key capability areas.

This situation necessitates a reorientation of priorities. If spending more is difficult spending better is a necessity. There is significant scope to do so. In spite of cuts, in 2011 EU Member States together still spent more on defence than China, Russia and Japan together. Budgetary constraints must therefore be compensated by greater cooperation and more efficient use of resources. This can be done via supporting clusters, role specialisation, joint research and procurement, a new, more dynamic approach to civil-military synergies and more market integration.
1.2. The Commission’s strategy

Defence is still at the heart of national sovereignty and decisions on military capabilities remain with Member States. However, the EU does have a significant contribution to make. It has policies and instruments to implement structural change and it is the best framework for Member States to maintain collectively an appropriate level of strategic autonomy. With Member States having amongst themselves around 1.6 million soldiers and annual defence budgets of €194 billion the EU has the capacity to be a strategic actor on the international stage, in line with its values.

The European Council, in its Conclusions of 14 December 2012, therefore called upon “…the High Representative, notably through the European External Action Service and the European Defence Agency, as well as the Commission, (…) to develop further proposals and actions to strengthen CSDP and improve the availability of the required civilian and military capabilities…”.

The ultimate objective is to strengthen European defence to meet the challenges of the 21st century. Member States will be in lead on many of the necessary reforms. The European Defence Agency (EDA) has as its mission to support them in their effort to improve the Union’s defence capabilities for the CSDP. The Commission can also make an important contribution, and it has already started to do so. As President Barroso has stressed: “The Commission is playing its part: we are working towards a single defence market. We are using our competences provided under the Treaty with a view to developing a European defence industrial base.”

With these objectives in mind, the Commission has put forward the two Directives on defence and sensitive security procurement (2009/81) and transfers (2009/43), which constitute today the cornerstone of the European defence market. Moreover, it has developed industrial policies and specific research and innovation programmes for security and space. The Commission has also developed policies and instruments supporting both internal and external security in areas such as protection of external borders, maritime surveillance, civil protection, or crisis management, which have numerous technological, industrial, conceptual and operational similarities and links with defence.

The present Communication consolidates this acquis and develops it further within the scope of its competencies as defined in the Treaty of Lisbon. It tries, in particular, to exploit possible synergies and cross-fertilisation which come from the blurring of the dividing line between defence and security and between civil and military.
To achieve these objectives, the Commission intends to take action in the following strands:

- Further deepen the internal market for defence and security. This means first of all to ensure the full application of the two existing Directives. Based on this *acquis*, the Commission will also tackle market distortions and contribute to improving security of supply between Member States;

- Strengthen the competitiveness of the EDTIB. To this end, the Commission will develop a defence industrial policy based on two key strands:
  - Support for competitiveness – including developing ‘hybrid standards’ to benefit security and defence markets and examining the ways to develop a European certification system for military airworthiness.
  - Support for SMEs – including development of a European Strategic Cluster Partnership to provide links with other clusters and support defence-related SMEs in global competition.

- Exploit civilian military synergies to the maximum extent possible in order to ensure the most efficient use of European tax payers’ resources. In particular by:
  - concentrating its efforts on possible cross-fertilisation between civil and military research and the dual-use potential of space;
  - helping armed forces reduce their energy consumption and thereby contribute to the Union’s 20/20/20 targets.

- In addition, the Commission suggests actions which aim at exploring new avenues, driving the strategic debate in Europe forward and preparing the ground for more an deeper European cooperation. In particular by:
  - Assessing the possibility of EU-owned dual-use capabilities, which may in certain security areas complement national capabilities and become effective and cost-efficient force multipliers;
  - Considering launching a preparatory action for CSDP-related research focusing on those areas where EU defence capabilities are most needed.

The Commission invites Heads of State and Government to discuss this Communication at the European Council in December 2013, together with the report prepared by the High Representative of the Union for Foreign Affairs and Security Policy.
Action Plan

2. Strengthening the internal market for defence

2.1. Ensure market efficiency

With the Defence and Security Procurement Directive 2009/81 being fully transposed in all Member States, the regulatory backbone of a European Defence Market is in place. For the first time specific Internal Market rules are applicable in this sector to enhance fair and EU-wide competition. However, defence remains a specific market with a longstanding tradition of national fragmentation. The Commission will therefore take specific measures to ensure that the Directive is correctly applied and fulfils its objective.

Action:

- The Commission will monitor the openness of Member States’ defence markets and regularly assess via the EU’s Tenders Electronic Daily (TED) and other specialised sources how the new procurement rules are applied. It will coordinate its market monitoring activities with those of the EDA in order to exploit potential synergies and avoid unnecessary duplication of efforts.

In times of budget constraints, it is particularly important to spend financial resources efficiently. Pooling of demand is an effective way of achieving this objective. The Directive contains specific provisions on central purchasing bodies which enable Member States to use the new rules also for joint procurement, for example via the EDA. Member States should use this tool as much as possible to maximise economies of scale and take full benefit of EU-wide co-operation.

Certain contracts are excluded from the scope of the Directive, since the application of its rules would not be appropriate. This is particularly the case for cooperative programmes, which are an effective means to foster market consolidation and competitiveness.

However, other specific exclusions, namely those of government to government sales and of contract awards governed by international rules, might be interpreted in a way undermining the correct use of the Directive. This could jeopardize the level playing field in the internal market. The Commission will therefore ensure that these exclusions are interpreted strictly and that they are not abused to circumvent the Directive.
2.2. Tackle market distortions

In order to further develop the Internal Market for defence and work towards a level playing field for all European suppliers, the Commission will tackle persisting unfair and discriminatory practices and market distortions. It will in particular mobilise its policies against offsets, i.e. economic compensations required for defence purchases from non-national suppliers. Offset requirements are discriminatory measures which stand in contrast to both EU Treaty principles and effective procurement methods. They can therefore not be part of the internal market for defence.

Action:

- The Commission will ensure the rapid phasing out of offsets. Since the adoption of the defence procurement directive, all Member States have withdrawn or revised their national offset legislation. The Commission will verify that these revisions comply with EU law. It will also ensure that these changes in the legal framework lead to an effective change in Member States’ procurement practice.

The Commission has extensively applied the merger control rules to the defence sector. Those cases allowed the Commission to guarantee effective competition control, contributing to an improved functioning of the market for defence. Concerning state aid, and in line with the Communication on the Modernisation of State Aid policy, public spending should become more efficient and better targeted. In that respect, state aid control has a fundamental role to play in defending and strengthening the internal market, also in the defence sector.

Member States have an obligation, under the Treaty, to notify to the Commission all state aid measures, including aid in the pure military sector. They may only derogate from that obligation if they can prove that non-notification is necessary for reasons of essential security interests under Article 346 TFEU. Therefore, if a Member State intends to rely on Article 346, it must be able to demonstrate that the concrete measures in the military sector are necessary and proportionate for the protection of their essential security interests and that they do not go beyond what is strictly necessary for that purpose. The burden of proof that these conditions are fulfilled lies upon Member States.
Action:

- The Commission will ensure that all necessary conditions are fulfilled when Article 346 TFEU is invoked to justify state aid measures.

2.3. Improve Security of Supply

Security of supply is crucial to ensure the functioning of the internal market for defence and the Europeanisation of industrial supply chains. Most security of supply problems are the responsibility of Member States. However, the Commission can develop instruments which enable Member States to improve the security of supply between them. Directive 2009/43 on intra-EU transfers is such an instrument, since it introduces a new licencing system which facilitates the movement of defence items within the internal market. Member States should now fully exploit the possibilities of this Directive to enhance security of supply within the Union.

Actions:

- The Commission, together with the EDA, will launch a consultative process aimed at bringing about a political commitment by Member States to mutually assure the contracted or agreed supply of defence goods, materials or services for the end-use by Member States’ armed forces.

- The Commission will optimise the defence transfer regime by: (a) supporting national authorities in their efforts to raise awareness of it with industry; (b) establishing a central register on general licences and promote their use; and (c) promoting best practices in managing intra-EU transfers.

Security of supply depends also on the control and ownership of critical industrial and technological assets. Several Member States have national legislation for the control of foreign investment in defence industries. However, the more international industrial supply chains become, the more can a change of ownership of one company (also at lower tiers) have an impact on the security of supply of other Member States’ armed forces and industries. It is also an issue affecting the extent of the autonomy Europe has, and wishes to retain, in the field of military capacity, as well as the general question of control of incoming foreign investment in that sector. A European approach may be needed to cope with this challenge.
**3. Promoting a more competitive defence industry**

The creation of a genuine internal market for defence requires not only a robust legal framework but also a tailored European industrial policy. The future of the EDTIB lies in more co-operation and regional specialisation around and between networks of excellence. A further reinforcement of their civil-military dimension can foster more competition and contribute to economic growth and regional development. Moreover, in an increasingly globalised defence market it is essential that European defence companies have a sound business environment in Europe to enhance their competitiveness worldwide.

**3.1. Standardisation – developing the foundations for defence co-operation and competitiveness**

Most standards used in EU defence are civilian. Where specific defence standards are required they are developed nationally, hindering co-operation and increasing costs for the industry. Therefore, the use of common defence standards would greatly enhance cooperation and interoperability between European armies and improve the competitiveness of Europe’s industry in emerging technologies.

This highlights the need for creating incentives for the Member States to develop European civil-military standards. Clearly, these should remain voluntary and there must be no duplication with the standards-related work of NATO and other relevant bodies. However, much more could be done to develop standards where gaps and common needs are identified. This concerns particularly standards in emerging technologies, such as in Remotely Piloted Aircraft Systems (RPAS) and in established areas, such as in camp protection, where markets are underdeveloped and there is a potential to enhance the industry’s competitiveness.
Actions:

- The Commission will promote the development of ‘Hybrid Standards’, for products which can have both military and civilian applications. It has already issued a standardisation request for such a “hybrid standard” in 2012 for Software Defined Radio. The next candidates for standardisation requests could deal with Chemical Biological Radiological Nuclear & Explosives (CBRNE) detection and sampling standards, RPAS, airworthiness requirements, data sharing standards, encryption and other critical information communication technologies.

- The Commission will explore options with the EDA and European Standardisation Organisations for establishing a mechanism to draft specific European standards for military products and applications after agreement with Member States. The main purpose of this mechanism will be to develop standards to meet identified needs while handling sensitive information in an appropriate way.

- The Commission will explore with the EDA new ways of promoting existing tools for selecting best practice standards in defence procurement.

3.2. Promoting a Common Approach to Certification – reducing costs and speeding up development

Certification, as with standards, is a key enabler for industrial competitiveness and European defence co-operation. The lack of a pan-European system of certification of defence products acts as a major bottleneck delaying the placing of products on the market and adds substantially to costs throughout the life-cycle of the product. There is a need for better arrangements in the field of the certification so that certain tasks currently performed at national level should be carried out in common.

In particular, in military airworthiness, according to the EDA, this is adding 50% to the development time and 20% to the costs of development. Moreover, having a set of common and harmonised requirements reduces costs by enabling cross-national aircraft maintenance or training of maintenance personnel.

Ammunition is another example. The lack of a common certification for ground launched ammunition is estimated to cost Europe €1.5 billion each year (out of a total of €7.5 billion spent on ammunition each year).
Action:

- Building on the civil experience of EASA, its experience gained by certifying the Airbus A-400M (in its civil configuration) and the work of the EDA in this area, the Commission will assess the different options for carrying out, on behalf of the Member States, the tasks related to the initial airworthiness of military products in the areas specified by the EDA.

3.3. Raw Materials – tackling supply risks for Europe’s defence industry

Various raw materials, such as rare earths elements, are indispensable in many defence applications, ranging from RPAS to precision guided munitions, from laser targeting to satellite communications. A number of these materials are subject to increased supply risks, which hamper the competitiveness of the defence sector. A key element of the EU overall raw materials strategy consists of a list of raw materials that are considered to be of critical importance to the EU economy. The current list of critical raw materials at EU level is expected to be revised by end 2013. Although these are often the same materials that are important for civil and defence purposes, there would be a clear value-added if this work would take into account the specific importance of raw materials to Europe’s defence sector.

Action:

- The Commission will screen raw materials that are critical for the defence sector within the context of the EU’s overall raw materials strategy and prepare, if necessary, targeted policy actions.

3.4. SMEs – securing the heart of Europe’s defence innovation

The defence directives on procurement and transfers offer new opportunities for SMEs to participate in the establishment of a European defence market. This is the case in particular for the subcontracting provisions of the procurement directive which improves access to supply chains of non-national prime contractors. Member States should therefore actively use these provisions to foster opportunities for SMEs.

Further steps are necessary, in particular in the area of clusters. These are often driven by a prime company that works with smaller companies in a supply chain. Moreover, clusters are often part of networks of excellence bringing together prime contractors, SMEs, research institutes and other academic sectors.
Clusters are therefore particularly important for SMEs, as they offer them access to shared facilities, niches in which they can specialise, and opportunities to cooperate with other SMEs. In such clusters, companies can combine strengths and resources in order to diversify into, and create new markets and knowledge institutions. They can also develop new civilian products and applications based on technologies and materials initially developed for defence purposes (e.g. internet, GPS) or vice versa, which is an increasingly important trend.

Actions:

- The Commission will explore with industry – taking a bottom-up approach - how to establish a European Strategic Cluster Partnership designed to support the emergence of new value chains and to tackle obstacles faced by defence-related SMEs in global competition. In this context, the Commission will use tools designed to support SMEs, including COSME, for the needs of defence-related SMEs. To this end the use of European Structural and Investment Funds may also be considered. This work will include clarifying eligibility rules for dual use projects.

- The Commission will also use the Enterprise Europe Network (EEN) to guide defence-related SMEs towards networking and partnerships, internationalisation of their activities, technology transfers and funding business opportunities.

- The Commission will promote regional networking with the objective of integrating defence industrial and research assets into regional smart specialisation strategies particularly through a European network of defence-related regions.

3.5. Skills – managing change and securing the future

The defence industry is experiencing profound change to which Member States and industry must adapt. As the European Council in December 2008 stated: “restructuring of the European defence technological and industrial base, in particular around centres of European excellence, avoiding duplication, in order to ensure its soundness and its competitiveness, is a strategic and economic necessity”.

The restructuring process is mainly the responsibility of industry but there is a complementary role for the Commission, national governments and local authorities. The Commission and Member States have a range of European tools available that foster new skills and tackle the impacts of restructuring. These should be deployed with a clear understanding of the capabilities and technologies critical to the industry. The
Commission will encourage Member States to make use of labour flexibility schemes to support enterprises, including suppliers, that suffer from temporary slump in demand for their products and to promote an anticipative approach to restructuring. In this context, Member States can use the support that can be provided by the European Social Fund (ESF) and in certain cases of mass redundancies also by the European Globalisation Adjustment Fund. An important foundation of this work will be to map existing skills and identify skills needed for the future, possibly on the basis of a European Sector Skills Council for Defence under the leadership of the sectors’ representatives.

Actions:

• The Commission will promote skills identified as essential to the future of the industry including through the “Sector Skills Alliances” and “Knowledge Alliances” programmes currently being trialled.

• The Commission will encourage the use of the ESF for workers’ retraining and re-skilling, in particular for projects addressing skills needs, skills matching and anticipation of change.

• The Commission will take into account the potential of the European Structural and Investment Funds to support regions adversely affected by defence industry restructuring, especially to help workers to adapt to the new situation and to promote economic reconversion.

4. Exploiting dual-use potential of research and reinforcing innovation

Since a range of technologies can be dual in nature, there is growing potential for synergies between civil and military research. In this context, there is an on-going coordination between the Security Theme of the 7th Framework Programme for Research and Technological Development and European defence research activities. Work has so far concentrated on CBRNE and has recently also addressed cyber defence in the context of CSDP and its synergies with cyber security. A number of activities in this regard are announced in the EU’s Cyber Security Strategy, designed to make the EU’s online environment the safest in the world. Furthermore, the SESAR Joint Undertaking has launched research activities on cyber security in the field of Air Traffic Management.

Within Horizon 2020, the areas of “Leadership in Enabling and Industrial Technologies” including the “Key Enabling Technologies” (KETs) and “Secure Societies” (Societal Challenge), offer prospects of technological advances that can trigger innovation not only for civil applications, but also have a dual-use potential. While the research and innovation activities carried out under Horizon 2020 will have an exclusive focus on civil
applications, the Commission will evaluate how the results in these areas could benefit also defence and security industrial capabilities. The Commission also intends to explore synergies in the development of dual-use applications with a clear security dimension or other dual-use technologies like, for example, those supporting the insertion of civil RPAS into the European aviation system to be carried out within the framework of the SESAR Joint Undertaking.

Defence research has created important knock-on effects in other sectors, such as electronics, space, civil aviation and deep sea exploitation. It is important to maintain such spill-over effects from defence to the civil world and to help defence research to continue feeding civilian innovation.

The Commission also sees the potential benefits of additional possibilities for CSDP-related research outside the scope of Horizon 2020. This could take the form of a Preparatory Action on defence capabilities critical for CSDP operations seeking synergies with national research programmes. The Commission will define content and modalities together with Member States, EEAS and the EDA. In parallel Member States should maintain an appropriate level of funding for defence research and do more of it co-operatively.

**Actions:**

- The Commission intends to support a pre-commercial procurement scheme to procure prototypes. The first candidates for these could be: CBRNE detection, RPAS and communication equipment based on software defined radio technology.

- The Commission will consider the possibility to support CSDP-related Research, such as through a Preparatory Action. The focus would be on those areas where EU defence capabilities would be most needed, seeking synergies with national research programmes where possible.

**5. Development of capabilities**

The Commission is already working on non-military capability needs supporting both internal and external security policies, such as civil protection, crisis management, cyber security, protection of external borders and maritime surveillance. Up until now, these activities have been limited to co-funding and coordination of Member States’ capabilities. The Commission intends to go one step further in order to ensure that Europe disposes of the full range of security capabilities it needs; that they are operated in the most cost-efficient way; and that interoperability between non-military and military capabilities is ensured in relevant areas.
Actions:

- The Commission will continue to enhance interoperability of information service sharing between civilian and defence users as piloted by the Common Information Sharing Environment for Maritime Surveillance;

- Building on existing EU networks, the Commission will explore together with Member States the establishment of a civil-military cooperation group in the areas of (a) detection technologies, and (b) methods to counter improvised explosive devices, man-portable air defence systems (MANPADs) and other relevant threats, such as CBRNE threats;

- The Commission will work with the EEAS on a joint assessment of dual-use capability needs for EU security and defence policies. On the basis of this assessment, it will come up with a proposal for which capability needs, if any, could best be fulfilled by assets directly purchased, owned and operated by the Union.

6. Space and defence

Most space technologies, space infrastructures and space services can serve both civilian and defence objectives. However, contrary to all space-faring nations, in the EU there is no structural link between civil and military space activities. This divide has an economic and political cost that Europe can no longer afford. It is further exacerbated by European dependence on third country suppliers of certain critical technologies that are often subject to export restrictions.

Although some space capabilities have to remain under exclusive national and/or military control, a number of areas exist where increased synergies between civilian and defence activities will reduce costs and improve efficiency.

6.1. Protecting space infrastructures

Galileo and Copernicus are major European space infrastructures. Galileo belongs to the EU, and both Galileo and Copernicus will support key EU policies. These infrastructures are critical as they form the backbone for applications and services that are essential for our economy, our citizens’ well-being and security. These infrastructures need to be protected.

Space debris has become the most serious threat to the sustainability of our space activities. In order to mitigate the risk of collision it is necessary to identify and monitor satellites and space debris. This activity is known as space surveillance and tracking (SST),
and is today mostly based on ground-based sensors such as telescopes and radars. At present there is no SST capability at European level; satellite and launch operators are dependent on US data for anti-collision alerts.

The EU is ready to support the emergence of a European SST service built on a network of existing SST assets owned by Member States, possibly within a trans-Atlantic perspective.

These services should be available to public, commercial, civilian, military operators and authorities. This will require the commitment of Member States owning relevant assets to cooperate and provide an anti-collision service at European level. The ultimate objective is to ensure the protection of European space infrastructures with a European capability.

Action:

- The Commission has put forward a proposal for EU SST support programme in 2013. Building on this proposal, the Commission will assess how to ensure, in the long-term, a high level of efficiency of the SST service.

6.2. Satellite Communications

There is a growing dependence of military and civilian security actors on satellite communications (SATCOM). It is a unique capability which can ensure long-distance communications and broadcasting. It facilitates the use of mobile or deployable platforms as a substitute for ground-based communication infrastructures and to cater for the exchange of large quantities of data.

Commercial SATCOM is the most affordable and flexible solution to meet this growing need. Since the demand for security SATCOM is too fragmented pooling and sharing SATCOM acquisition could generate significant cost savings due to economies of scale and improved resilience.

Commercial SATCOMs cannot fully substitute core governmental/military satellite communications (MILSATCOM) which are developed individually by some EU Member States. However, these communications lack capacity to cater for the needs of smaller entities, most notably military aircraft or Special Forces in operation.

Furthermore, by the end of this decade, current Member States’ MILSATCOM will come to the end their operational life. This key capability must be preserved.
Actions:

- The Commission will act to overcome the fragmentation of demand for security SATCOM. In particular, building on the EDA’s experience, the Commission will encourage the pooling of European military and security commercial SATCOM demand;

- The Commission will explore the possibilities to facilitate, through existing programmes and facilities, Member States’ efforts to deploy government-owned telecommunications payloads on board satellites (including commercial) and develop the next generation of government-owned MILSATCOM capability at European level.

6.3. Building an EU satellite high resolution capability

Satellite high resolution imagery is increasingly important to support security policies including CSDP and CFSP. EU access to these capacities is crucial to perform early warning, timely decision making, advanced planning and improved conduct of EU crisis response actions both in the civilian and military domains.

In this field several national defence programmes are being developed. Some Member States have also developed high resolution dual systems to complement defence-only national programmes. These dual systems have allowed new forms of collaboration among Member States to emerge for the exploitation of satellite imagery whereby the acquisition takes place either on the market or through bilateral agreements. This successful approach, combining civil and defence user requirements, should be pursued.

As the need for high resolution imagery continues to grow, in order to prepare the next generation of high resolution imagery satellites which should be deployed around 2025, a number of technologies must be explored and developed such as hyper-spectral, high resolution satellites in geostationary orbit or advanced ultra-high resolution satellites in combination with new sensor platforms such as RPAS.

Action:

- The European Commission together with EEAS and EDA will explore the possibility to develop progressively new imaging capabilities to support CFSP and CSDP missions and operations. Also the European Commission will contribute to developing the necessary technologies for the future generations of high resolution imagery satellites.
7. Application of EU energy policies and support instruments in the defence sector

Armed forces are the biggest public consumers of energy in the EU. According to the EDA, their combined annual expenditures for electricity alone sum up to an estimated total of more than one billion euros. Moreover, fossil fuels remain the most important source to meet these energy needs. This implies sensitive dependencies and exposes defence budgets to risks of price increases. Therefore, to improve security of supply and reduce operational expenditures, armed forces have a strong interest in reducing their energy footprint.

At the same time, armed forces are also the largest public owner of free land and infrastructures, with an estimated total of 200 million square metres of buildings and 1% of Europe’s total land surface. Exploiting this potential would enable armed forces to reduce their energy needs and cover a considerable part of these needs from their own low-emission and autonomous sources. This would reduce costs and dependences and contribute at the same time to accomplishing the Union’s energy objectives.

In the research field, the Commission has developed the Strategic Energy Technology (SET) Plan to promote innovative and low-carbon energy technologies which have better efficiencies and are more sustainable than existing energy technologies. Given its important energy needs, the defence sector could be a frontrunner in the deployment of the emerging energy technologies of the SET-Plan.

Actions:

- The Commission will set up a specific consultation mechanism with Member States experts from the defence sector by mid-2014, based on the model of the existing Concerted Actions on renewables and energy efficiency. This mechanism will focus on (a) energy efficiency, particularly in building sector; (b) renewable energy and alternative fuels; (c) energy infrastructure, including the use of smart grid technologies and will:

  - Examine the applicability of the existing EU energy concepts, legislation and support tools to the defence sector.
  - Identify possible objectives and focus areas of action at EU level for a comprehensive energy concept for armed forces.
  - Develop recommendations for a guidebook on renewable energies and energy efficiency in the defence sector with a focus on the implementation of the existing EU legislation, innovative technologies’ deployment and the use of innovative financial instruments.
- Exchange information with the SET-Plan Steering Group on a regular basis.

- The Commission will also consider developing a guidance document on implementation of Directive 2012/27/EU in the defence sector.

- The Commission will support the European armed forces GO GREEN demonstration project on photovoltaic energy. Following its successful demonstration, the Commission will also help to develop GO GREEN further, involving more Member States and possibly expanding it to other renewable energy sources such as wind, biomass and hydro.

8. Strengthening the international dimension

With defence budgets shrinking in Europe, exports to third countries have become increasingly important for European industries to compensate for reduced demand on their home markets. Such exports should be authorised in accordance with the political principles laid down in Common Position 2008/944/CFSP, adopted on 8 December 2008, and in accordance with the Arms Trade Treaty adopted on 2 April 2013 by the General Assembly of the United Nations Organisation. At the same time, Europe has an economic and political interest to support its industries on world markets. Lastly, Europe needs to ensure a coherent approach to the monitoring of incoming foreign investment (as set out in section 2.3 on ownership and security of supply).

8.1. Competitiveness on third markets

Whereas defence expenditure has decreased in Europe, it continues to increase in many other parts of the world. Access to these markets is often difficult, depending on political considerations, market access barriers, etc. The world’s biggest defence market, the United States, is basically closed for imports from Europe. Other third countries are more open, but often require offsets which put a heavy burden on EU companies. Finally, on many third markets, several European suppliers compete with each other, which makes it difficult from a European perspective to support a specific EU supplier.

Action:

- The Commission will establish a dialogue with stakeholders on how to support the European defence industry on third markets. With respect to offsets on third markets, this dialogue will explore ways of mitigating possible negative impacts of such offsets on the internal market and the European defence industrial base. It will also examine how EU institutions could promote
European suppliers in situations where only one company from Europe is
competing with suppliers from other parts of the world.

8.2. Dual Use Export Controls

Dual-use export controls closely complement arms trade controls and are key for EU
security as well as for the competitiveness of many companies in the aerospace, defence
and security sectors. The Commission has initiated a review of the EU export control
policy and has conducted a broad public consultation, whose conclusions are presented
in a Commission Staff Working Document issued in January 2013. The reform process
will be further advanced with the preparation of a Communication which will address
remaining trade barriers that prevent EU companies from reaping the full benefits of
the internal market.

Action:

As part of the ongoing export control policy review, the Commission will present an
impact assessment report on the implementation of Regulation (EC) 428/2009 and will
follow up with a Communication outlining a long-term vision for EU strategic export
controls and concrete policy initiatives to adapt export controls to rapidly changing
technological, economic and political conditions. This may include proposals for legis-
late amendments to the EU export control system.

9. Conclusions

Maintaining and developing defence capabilities to meet current and future challenges
in spite of severe budget constraints will only be possible if far-reaching political and
structural reforms are made. Time has come to take ambitious action.

9.1. A new framework for developing civil/military co-operation

Civil/military co-operation is a complex challenge with numerous operational, politi-
cal, technological and industrial facets. This is particularly true in Europe, where dis-
tribution of competences and division of work adds another layer of complexity. This
Communication provides a package of measures that can help to overcome these chal-
lenges and incentivise co-operation between Member States. In this context, our objec-
tive is to develop an integrated approach across the civ-mil dividing line, with a seamless
transition throughout all phases of the capability life cycle, i.e. from the definition of
capability needs to their actual use on the ground.
As a first step towards this objective, the Commission will review its own internal way of dealing with security and defence matters. Based on the experience of the Defence Task Force, it will optimise its mechanisms for cooperation and coordination between its own services and with stakeholders.

9.2. A call to Member States

This Communication sets out an Action Plan for the Commission’s contribution to strengthening the CSDP. The Commission invites the European Council to discuss this Action Plan in December 2013 together with the report prepared by the High Representative of the Union for Foreign Affairs and Security Policy on the basis of the following considerations:

- Decisions on investments and capabilities for security and defence should be based on a common understanding of threats and interests. Europe therefore needs to develop, in due course, a strategic approach covering all aspects of military and non-military security. In this context, a wider political debate on the implementation of relevant provisions of the Lisbon Treaty should be held;

- The Common Security and Defence Policy is a necessity. To become effective, it should be underpinned by a fully-fledged Common European Capabilities and Armaments Policy as mentioned in Article 42 of the TEU;

- To ensure coherence of efforts, CSDP must be closely coordinated with other relevant EU policies. This is particularly important in order to generate and exploit synergies between the development and use of defence and civil security capabilities;

- For CSDP to be credible, Europe needs a strong defence industrial and technological base. To achieve this objective, it is crucial to develop a European Defence Industrial Strategy based on a common understanding of the degree of autonomy Europe wants to maintain in critical technology areas;

- To maintain a competitive industry capable of producing at affordable prices the capabilities we need, it is essential to strengthen the internal market for defence and security and to create conditions which enable European companies to operate freely in all Member States;

- Facing severe budget constraints, it is particularly important to allocate and spend financial resources efficiently. This implies *inter alia* to cut back operational costs, pool demand and harmonise military requirements;
9.3. Next Steps

On the basis of the discussions with Heads of State and Government, the Commission will develop for the areas defined in this Communication a detailed roadmap with concrete actions and timelines.

For the preparation and implementation of this roadmap, the Commission will set up a specific consultation mechanism with national authorities. The mechanism can take different forms, depending on the policy area under discussion. The EDA and the External Action Service will be associated to this consultation mechanism.

**Statement by EU High Representative Catherine Ashton on her final report on the CSDP**

Brussels, 15 October 2013, 131015/01

The High Representative of the European Union for Foreign Affairs and Security Policy and Vice President of the Commission, issued the following statement today:

“I was asked by the European Council in December 2012 to present proposals to further strengthen the Common Security and Defence Policy (CSDP), ahead of a discussion by leaders in December of this year. I presented an interim report in July and I am now issuing the final report.

This debate among leaders comes at an opportune moment. The EU needs to protect its interests and promote its values, and it needs to be able to act as a security provider both in its neighbourhood and at the international level. To be credible, this requires capabilities and a strong industrial base. This is both a challenge and an opportunity. Defence cooperation is never straightforward, but there is certainly scope for further enhancing cooperation among the Member States to develop and deploy capabilities. In addition, the defence industry can be a driver for jobs, growth and innovation.

The report sets out proposals and actions in three areas:

- Strengthening CSDP: the Union needs to be able to respond rapidly to security challenges - cyber, space, energy, maritime and border security. To act as a security provider we need to be able to engage with partners, and to build the
capacity of partner organisations and third states, using all the tools of our external action. This is the idea of our comprehensive approach.

- Enhancing European defence capabilities: cooperation has become essential to the maintenance of capabilities and to the success of CSDP. It allows Member States to develop, acquire, operate and maintain capabilities together, making best use of potential economies of scale.

- Reinforcing Europe’s defence industry: a strong and healthy industrial base is a prerequisite for developing and sustaining defence capabilities and securing Europe’s strategic autonomy. The European Commission put forward a Communication ‘Towards a more competitive and efficient European defence and security sector’ in July. The proposals in my report complement the Commission’s work.”

Preparing the December 2013 European Council on Security and Defence: Final Report by the High Representative/Head of the EDA on the Common Security and Defence Policy

Brussels, 15 October 2013

“I would say there are three cases for security and defence. The first is political, and it concerns fulfilling Europe’s ambitions on the world stage. The second is operational: ensuring that Europe has the right military capabilities to be able to act. And the third is economic: here it’s about jobs, innovation and growth.”

HRVP/Head of the Agency speech at the European Defence Agency (EDA) annual conference, Brussels 21 March 2013

I. The strategic context

The debate on capabilities, military or civilian, needs to flow from an understanding of the strategic context, building on the solid basis of the 2003 European Security Strategy and its 2008 implementation report. This first part of my report sets out the strategic context, puts forward priorities, and assesses the state of play of Common Security and Defence Policy (CSDP) against this overall background, in accordance with the tasking by the European Council in December 2012.
Europe’s strategic environment today is marked by increased regional and global volatility, emerging security challenges, the US rebalancing towards the Asia-Pacific and the impact of the financial crisis.

The world as a whole faces increased volatility, complexity and uncertainty. A multipolar and interconnected international system is changing the nature of power. The distinction between internal and external security is breaking down. Complex layers of governance and new patterns of interdependence empower new players and give rise to new challenges. As a result, state power is becoming more fragile. Among the drivers for this are: changing demographics and population growth, embedded inequalities, and new technologies.

Intra-state conflict, with the potential to transcend national boundaries, has become more commonplace. This is particularly true in the EU’s neighbourhood, where, in particular to the south, the Arab uprisings while full of promise have also led to increased instability and conflict. To the east, frozen conflicts remain, the most recent outbreak of open conflict having occurred in August 2008. In the Western Balkans, and in spite of remarkable progress over the last decades including the recent breakthrough in the EU-facilitated Belgrade-Pristina dialogue, unfinished business remains. Increasingly also the “neighbours of the neighbours” are being affected, e.g. in the Sahel or in the Horn of Africa, two regions where the Union is conducting five crisis management missions.

In addition to long-standing threats – proliferation of weapons of mass destruction, terrorism, failed states, regional conflict and organized crime - there are also new security threats, such as cyber attacks, as well as new risks such as the consequences of climate change, and increased competition for energy, water and other resources both at a national and international level.

To address these challenges, the transatlantic relationship remains essential. The renewed emphasis by the US on the Asia-Pacific region is a logical consequence of geostrategic developments. It also means that Europe must assume greater responsibility for its own security and that of its neighbourhood. European citizens and the international community will judge Europe first on how it performs in the neighbourhood.

Recent military operations have demonstrated that Europeans lack some of the necessary capabilities, in particular in terms of strategic enablers such as air-to-air refuelling, strategic airlift, intelligence and surveillance. In addition, the financial crisis continues to squeeze defence budgets while elsewhere defence spending is increasing. According to a recent report by the Stockholm International Peace Research Institute, global defence spending is shifting “from the West to the rest”. Europe needs to develop the full range of its instruments, including its security and defence posture, in the light of its interests and these geostrategic developments.
At the same time, the European defence market is also feeling the effects of the financial crisis. Europe’s defence industries are not only important for our security, by providing capabilities for our armed forces, but also for jobs, growth and innovation. Yet, the European defence market remains fragmented in terms of demand and supply. The question is whether this is sustainable in view of today’s economic and budgetary realities.

In sum, Europe faces rising security challenges within a changing strategic context while the financial crisis is increasingly affecting its security and defence capability. These developments warrant a strategic debate among Heads of State and Government.

Such a debate at the top level must set priorities. I wish from the outset to set out my view on priorities:

- The Union must be able to act decisively through CSDP as a security provider, in partnership when possible but autonomously when necessary, in its neighbourhood, including through direct intervention. Strategic autonomy must materialize first in the EU’s neighbourhood.

- The Union must be able to protect its interests and project its values by contributing to international security, helping to prevent and resolve crises and including through projecting power. The EU’s call for an international order based on rule of law and its support for effective multilateralism need to be backed up by credible civilian and military capabilities of the right type, when required.

- The ability to engage with partners is crucial in any crisis. The EU must build regional and bilateral partnerships to be able to both cooperate in crisis management and help build the capacity of partner organisations and third states.

- In a context of increased volatility and new threats, there is a particular need to improve the ability to engage rapidly. Drawing as necessary on military capabilities, the EU should be able to engage all 5 environments (land, air, maritime, space and cyber). In addition to our traditional yet increasing dependence on security at sea, we have become increasingly dependent on space assets – indispensable in today’s operations – and on the ability to operate in cyberspace.

- The comprehensive approach – the use of the various instruments at the disposal of the Union in a strategically coherent and effective manner - must also apply to capability development, to make best use of scarce resources.

We need to place CSDP within this overall context, and against these priorities.
There have been many positive achievements during the 15 years since St. Malo and the Cologne European Council. The EU has created structures, procedures, decision-making bodies for CSDP and has acquired considerable operational experience, having deployed close to 30 missions and operations in three continents. It has developed partnerships with the UN, NATO and the African Union. Following the Treaty of Lisbon, the ambition to “preserve peace, prevent conflicts and strengthen international security” has become an explicit objective of the Union (article 21 TEU).

The Union is currently deploying, through CSDP, more than 7,000 civilian and military personnel. More importantly, the engagement of our men and women in the field is producing results: the EU’s maritime operation ATALANTA has drastically reduced the scourge of piracy off the coast of Somalia, and security in Somalia has greatly improved thanks to the training provided by EUTM Somalia to 3,000 Somali recruits and the EU funding of AMISOM. EUPOL Afghanistan has trained up to 5,000 Afghan police officers, and EULEX Kosovo plays a key role in accompanying implementation of the recent Belgrade-Pristina agreement. In the Sahel, the Union is deploying a military mission (EUTM Mali) and a civilian mission (EUCAP Niger Sahel), both of which contribute to stabilizing the region. The impact of CSDP has raised interest among many partners (the US, Asia, Middle-East,...). In short, the EU is becoming an effective security provider, and is increasingly being recognized as such.

But CSDP also faces challenges: there is no agreed long-term vision on the future of CSDP. Decision-making on new operations or missions is often cumbersome and long. And securing Member States’ commitment to supporting missions and operations, especially when it comes to accepting risk and costs, can be challenging, resulting in force generation difficulties. CSDP also faces recurrent capability shortfalls, either due to a lack of commitment or because the capabilities are not available, as well as various legal and financial constraints resulting in difficulties to act rapidly.

Recent trends include:

- CSDP is becoming part of a wider, more comprehensive approach, i.e. part of a strategically coherent use of EU instruments.
- A tendency towards capacity-building missions in support of conflict prevention, crisis management, or post-conflict management: indirect action to complement direct action.
- CSDP is increasingly an integral part of bilateral relationships with third countries and with international and/or regional organisations. Concrete cooperation has resulted in an increased number of security and defence dialogues with partners.
The combination of expanding security challenges and contracting financial resources points toward growing interdependence within the Union to effectively provide security for its citizens, now and in the long term. No Member State alone can face all of the security challenges; nor do they have to. Doing more in common, to cooperate and coordinate more, is increasingly essential.

And in this context, there is a need to address the question of overall defence budgets, imbalances in defence spending across Member States (including between investment in personnel and equipment), as well as capability gaps and duplication among Member States.

The peace and security of Europe has always been a prerequisite for its economic welfare; we now need to avoid Europe’s economic difficulties affecting its capacity to deal with security and defence challenges. For the EU to live up to its role as security provider means that European citizens and the international community need to be able to trust and rely on the EU to deliver when the situation demands. We must move from discussion to delivery.

The following paragraphs contain suggestions and proposals to that effect.

II. Proposals and actions to strengthen CSDP

Cluster 1: Increase the effectiveness, visibility and impact of CSDP

1. Further develop the comprehensive approach to conflict prevention, crisis management and stabilisation

The Union has at its disposal many external relations policies and tools – spanning diplomatic, security, defence, financial, trade, development and humanitarian aid, as well as the external dimension of EU internal policies – to deliver the end result that Member States and the international community seek. This is the EU’s main strength at the international level. To better communicate this approach, work on a Joint (High Representative/Commission) Communication on the Comprehensive Approach is in hand. It can build on successful concrete examples, e.g. in the Horn of Africa or the Sahel.

CSDP crisis management instruments pursue short-term objectives, whereas development instruments are by nature oriented to the long term. Whilst objectives and decision-making procedures are different, this allows for natural synergies and complementarities enabled by an early and intense dialogue between the respective players, and a better alignment is needed.

More concretely, the revised Suggestions for Crisis Management Procedures were endorsed by PSC at the end of June. They aim at streamlining the CSDP decision-making
procedures, whilst at the same time ensuring joined-up EU action principally by using **shared awareness and joint analysis** across the EU, thereby establishing synergies and complementarity from the outset. Individual tools can then deliver within their own decision-making processes the activity required to reach the shared objective. In addition, a proposal for a revised **Exercise Policy** will be put forward in the autumn.

A joined-up approach will enhance the overall impact and deliver enduring results. A number of **regional or thematic strategies** are in place or under development to ensure such an approach, in addition to the existing Horn of Africa and Sahel strategic frameworks. This is also valid for the Western Balkans, which are moving closer to the EU, and where a variety of EU tools and instruments is being used.

**Way forward:**

- put forward a Joint Communication on the EU Comprehensive Approach, a policy document to lock in progress achieved and provide the basis for further concrete work;
- endorse and give renewed impetus to the EU Comprehensive Approach;
- strengthen further a regional perspective and ensure close cooperation and alignment between the different CSDP missions and operations in a region (Sahel, Horn of Africa, Western Balkans), as well as political/development activities to increase their impact, effectiveness and visibility;
- continue elaborating or updating regional security strategies (for instance as regards the Sahel, the Horn of Africa, the Gulf of Guinea; Afghanistan/Pakistan);
- strengthen further the EU’s engagement with the Western Balkans and its overall coherence.

2. Working with partners

The European Union is firmly committed to working in close collaboration with partners: working with partners is an integral part of a comprehensive approach; **the Common Security and Defence Policy is an open project**. Partnerships can build upon the knowledge, expertise and specific capabilities of our partners, while also drawing them closer to the EU.
The UN, NATO and the AU

The UN stands at the apex of the international system. The long standing and unique co-operation between the EU and the United Nations spans many areas, and is particularly vital when it comes to crisis management. At the operational level, cooperation with the UN is dense and fruitful. Recent theatres include Mali, where a joint assessment team examined the needs for supporting the Malian police and counter-terrorism, and Libya, where the EU cooperates closely with UNSMIL. The considerable experience gained in working together in different theatres is accompanied by a regular high level dialogue. In addition, work on the EU-UN Plan of Action to enhance CSDP support to UN peace keeping is being carried forward, to further maximize the potential of the EU-UN relationship.

Strong, coherent and mutually reinforcing cooperation between the EU and NATO remains as important as ever. There are regular meetings between the High Representative and the NATO Secretary General. Staff to staff contacts and reciprocal briefings at all levels facilitate and support that high-level dialogue and cooperation. Operating side by side in a number of theatres, the EU and NATO share an interest in jointly delivering effect. In developing capabilities, we remain committed to ensuring mutual reinforcement and complementarity, fully recognising that the Member States who are also NATO Allies have a single set of forces. In this regard, capability development within the Union will also serve to strengthen the Alliance. Taking stock of earlier EU suggestions to help further improving relations, we should continue to strive to remove remaining impediments for formal cooperation, including with regard to the exchange of documents, and consider jointly addressing new security threats.

Progress was made on the three dimensions of the peace and security partnership between the EU and the African Union: strengthening the political dialogue, making the African peace and security architecture (APSA) fully operational and providing predictable funding for the AU’s peacekeeping operations. In light of the EU’s reaffirmed commitment to enabling partners, further impetus could be given at the occasion of the EU-Africa summit in April 2014.

Participation in CSDP missions and operations

Non-EU NATO Allies and candidate countries are among the most active contributors to CSDP activities and good cooperation continues in various fora and informal gatherings as well as bilaterally. In addition, the European Union has signed an increasing number of Framework Participation Agreements with third countries, to facilitate and foster their participation in CSDP missions and operations. Twelve such agreements are in force, two more are ready for signature (Australia, Bosnia and Herzegovina).
and for three countries (South Korea, Chile, Georgia) negotiations have reached an advanced stage. In addition, and following a decision by the PSC, the Union regularly invites third countries to participate in specific CSDP missions and operations, with partners providing key assets, expertise and knowledge.

Security and defence dialogues

Many active dialogues in the field of CSDP have been developed with countries and organisations beyond the signatories of an FPA. CSDP is systematically raised in the EU’s political dialogue with third parties as well as in relevant counterterrorism dialogues. Such dialogues with partners in the neighbourhood in particular could also address security and law enforcement sector reform and democratic control over the armed forces. The newly created Panel on CSDP of the Eastern Partnership (EaP) opens new opportunities for dialogue and cooperation between the EU and EaP countries.

One size does, however, not fit all: a tailor-made approach is of benefit in better adapting such cooperation to the EU’s and partners’ respective expectations and interests.

Building the capacity of partners

The support to capacity-building of local and regional partners, for instance in Niger, Mali and Somalia or through actions in support of the Africa Peace and Security Architecture (such as AMANI Africa etc) is becoming a core capability. We should support partners – individual countries and regional organisations – to increasingly take the responsibility for preventing crises and managing them on their own.

The EU is already well engaged in supporting regional or sub-regional organisations. Building on the lessons learned from Somalia and Mali, we need to improve our ability to engage directly with the countries concerned. Training national security forces – which represent the essential building block of any regional or sub-regional force – is a key element of building the African peace and security architecture. This might imply developing tools similar to those at our disposal to support the African Union and the sub-regional organisations.

Further efforts should aim at better synchronising and coordinating the use of different instruments, fully recognising the nexus between security and development and enhancing our collective ability – the EU and its Member States – not only to train and advise but also to equip partners. Today, the EU can train but often it cannot equip. In this context there are lessons to be learned from the experience with bilateral support through the Member States, clearing house mechanisms, trust funds and project cells in missions.
Way forward:

- continue to develop the partnerships with the UN and NATO focusing on stronger complementarity, cooperation and coordination;

- further encourage and facilitate contributing partners’ support to CSDP, with a focus on non-EU European NATO Allies, strategic partners and the partners from the EU’s neighbourhood;

- operationalize the Panel on CSDP under the Eastern Partnership taking into account the results of the upcoming EaP Vilnius Summit;

- explore the use of available instruments to assist in progress towards international standards of transparency and accountability of security and defence institutions of partner countries;

- focus increasingly on concrete deliverables in the dialogue with partners, recognising their specificities, sensitivities and possible added value;

- address capacity building of partners from a more holistic and comprehensive angle, including the specific “train and equip” challenge;

- reinforce the peace and security partnership with the African Union and continue strong support to the African Peace and Security Architecture, notably through the support provided to the AMANI cycle of military and civilian exercises;

- search for complementarities and synergies between CSDP operations and other community instruments with a view to developing an EU comprehensive strategy;

- agree that appropriate instruments (concept, organisation, funding) be developed to engage in supporting national security services.

3. Respond to upcoming security challenges (‘networked security’)

The importance of networks in today’s globalized world cannot be overestimated. Satellite navigation; communications and imagery, the ubiquity of computers, access to energy: these affect the daily life of citizens. Accordingly, the security of space and cyber networks is crucial for modern societies, as is energy security.

Progress in these various areas is unequal, but they are being addressed:
A joint Commission-High Representative Cyber Security Strategy has been published and endorsed by the Council. The strategy emphasizes achieving EU-wide cyber resilience by protecting critical information systems and fostering cooperation between the public and private sector, as well as civilian and defence authorities. It recommends focusing on enhanced EU-wide cooperation to improve the resilience of critical cyber assets, as well as on training, education, technologies, crisis management procedures, cyber exercises and the industry and market dimension. To implement its objectives, the EU could develop a Cyber Defence Policy Framework, focusing on capability development, training education and exercises. Additionally, Member States have agreed the EU Concept for Cyberdefence in EU-led military operations.

The EU and its Member States need to protect their space assets (e.g. Galileo). As the EU role in space evolves, so too will the security and CFSP dimensions of the European space policy. Space must be considered in all its aspects, encompassing technology, innovation and industrial policy, and must ensure strong civil-military coordination. The EU continues strongly to promote a Code of Conduct for outer space activities.

Energy security is a key objective of the EU energy policy. Foreign Ministers have been discussing how foreign policy can support EU energy security. The European Defence Agency and the EU Military Staff are addressing this further as regards capability development aspects as well as measures to improve energy efficiency by the military.

Way forward:

- recognize the importance of cyber and space networks and energy security for European security;

- ensure that cyber infrastructure becomes more secure and resilient within critical infrastructure in the EU. To increase the resilience of the communication and information systems supporting Member States’ defence and national security interests, cyber defence capability development should concentrate on detection, response and recovery from sophisticated cyber threats.

- consider developing an EU Cyber Defence Policy Framework, defining also the division of tasks between the Member States and CSDP structures to (1) promote the development of EU cyber defence capabilities, research and technologies with the EDA Cyber Defence Roadmap; (2) protect networks supporting CSDP institutions, missions & operations; (3) improve Cyber
Defence Training Education & Exercise opportunities for the Member States; (4) strengthen cooperation with NATO, other international organisations, the private sector and academia to ensure effective defence capabilities; (5) develop early warning and response mechanisms and to seek synergies between civilian and defence actors in Europe in responding to cyber threats.

• take the necessary steps to ensure the integrity, availability and security of space systems. The EU will play its part in establishing the European Space Situational Awareness (SSA) capability, based on assets from Member States and in cooperation with partners. The EU needs to prepare for its role in space-related crisis management to be able to address threats to its space assets;

• further incorporate energy security into foreign policy considerations.

• call for increasing energy efficiency and environmental responsibility in CSDP missions and operations.

4. Increase our ability to address maritime and border challenges

**Europe’s maritime security is an integral part of its overall security.** It is a crucial domain. Modern economies depend heavily on open sea lanes and the freedom to navigate (90% of European trade is by sea): strategic stockpiles are now based at sea, across the globe, on route from supplier to customer. In the near future, new sea lanes could open up with important geostrategic implications. The Arctic in particular will require increasing attention in terms of maritime safety, surveillance and environmental protection.

The EU has **strategic maritime security interests** around the globe and needs to be able to safeguard them against significant maritime risks and threats - ranging from illegal migration, drug trafficking, smuggling of goods and illegal fishing to terrorism, maritime piracy and armed robbery at sea as well as territorial maritime disputes and acts of aggression or armed conflict between states.

To be a credible and effective partner, the EU needs a strategic, coherent, functional and cost-effective approach to maritime security. We can build on the successes of EU NAVFOR Operation ATALANTA, the EU’s first naval operation, and on a significant number of other maritime security related EU initiatives to internal and external capacity building. The purpose of a **European Union Maritime Security Strategy** is to bind all these together.
**Border security** is an integral part of the EU’s security. Terrorism, weapons dissemination, illicit trafficking (drugs and humans in particular), illegal immigration and organized crime affect the direct interests of the EU’s Member States. It is therefore in the EU’s interest to help **build the capacities of third States** to control their own territory, manage flows of people and goods and address their respective security challenges, while also fostering economic prosperity.

The EU has a **variety of suitable instruments** at its disposal in this regard: Common Security and Defence Policy (CSDP) missions, the European Neighbourhood and Partnership Instrument, FRONTEX, the Instrument for Stability (IfS), as well as other EU external cooperation instruments. The most recently established mission – EUBAM Libya – is the first CSDP mission fully devoted to border management.

There would be merit in developing a more joined-up **approach to capacity building of Third States and regions**. The first objective could be to facilitate, starting e.g. in the Sahel, EU support for the financing of infrastructures and equipment for border management forces, and improve and better coordinate the advisory and training actions.

**Way forward:**

- put forward a joint HR/Commission Joint Communication containing elements for an EU Maritime Security Strategy on maritime security and build upon it to foster concrete progress in the areas of joint awareness and collective response;
- develop a joined-up EU approach to helping Third States and regions better manage their borders (e.g. in the Sahel).

5. Allow for the deployment of the right assets, timely and effectively on the whole spectrum of crisis management operations

The world faces increased **volatility, complexity and uncertainty. Hence the ever increasing strategic value of rapid response**: the Union needs to be able to swiftly assess crises and mobilize its various instruments; speedy assessment and deployment can make the difference.

**Rapid deployment of civilian CSDP missions**

Over the past few months a **broad consensus** has emerged on the need to further improve the planning, conduct and support of civilian CSDP missions, and in particular to expedite their deployment.
A **roadmap** has been established to tackle shortcomings in the setting up of civilian CSDP missions, concerning *inter alia* financial rules, logistics, and staff selection. It puts forward proposals concerning **ownership, political buy-in, sustainability, rapidity of deployment, financing, and mission support**. Work on these various strands needs to be taken forward between now and December, and further impetus may be required at the level of the European Council.

Meeting the logistic needs of new civilian CSDP missions, in particular during start-up, will be further facilitated by the **permanent CSDP Warehouse** that became operational in June 2013. The Warehouse has the capacity to store strategic equipment primarily for the effective rapid deployment of 200 personnel into the area of operation of a newly-launched mission within 30 days of the approval of the Crisis Management Concept by the Political and Security Committee. The Warehouse was used for providing equipment to EUBAM Libya. There has been progress in the creation of dedicated instruments and tools (e.g. goalkeeper software) to **improve the recruitment and training of civilian personnel for CSDP**. As regards mission support, a feasibility study on the creation of a **shared services centre** has been launched.

The revision of the Crisis Management Procedures should allow improved access to funding for civilian CSDP missions, and thus facilitate quicker deployment. This would mean an earlier presence of the core team in the theatre of operations. The Head of Mission should also be appointed at an earlier stage and thus be fully involved in the build-up of the mission. In the interests of the more efficient operation of civilian CSDP missions, there is also scope to review relevant provisions in the Financial Regulation and as regards procurement rules (as also set out in the EEAS review).

**Military rapid response**

With regard to **military rapid response**, the case for highly capable and interoperable forces, available at very short notice for EU operations, is stronger than ever.

Within the broader area of rapid response, Battlegroups continue to be the **flagship military tool**. At their April meeting this year, Defence Ministers highlighted the need to improve the effective employment of the **EU Battlegroups (EU BGs)** and their operational relevance. EU BGs have been and are still instrumental for helping reinforce the interoperability and effectiveness of Member States’ military forces, but they have yet to be deployed.

Work is under way to increase the Battlegroups’ usability in the field, while maintaining the level of ambition and sticking to the common commitment of all Member States to the sole military capabilities on stand-by for possible EU rapid response operations. While efforts should intensify to mitigate the persistent gaps in the EU BG roster, a
number of avenues are being considered to make BGs more usable. With discussions still on-going, these include:

- developing Battlegroups’ “modularity” would allow incorporating the modules provided by the Member States most interested in a given crisis, avoiding a too rigid and prescribed composition of the EU BGs, and allowing for more proportionate contributions according to Member States’ means.

- enhancing further the “exercises” and “certification” dimension of EU BGs would lead to greater interoperability, readiness and operational effectiveness of Member States’ forces. Efforts to seek synergies with NATO - notably in the context of its Connected Forces Initiative – should allow ensuring coherence and mutual reinforcement.

- improving advanced planning on the most likely crisis scenarios requiring the use of an EU rapid reaction.

The future of the EUBGs is but one part of the wide Rapid Response concept that provides capabilities fit for all environments either in support of a land based response or separately utilising the advantages of either European Air or Maritime capabilities or both. The challenge of Rapid Response is the need to adapt to a range of scenarios – this means flexibility and adaptability.

In addition, there would be value in further developing its rapid response toolbox. This would reinforce our ability to react to the wide range of possible crises rapidly, but also flexibly, mobilising the required capabilities possibly in combination with other instruments including civilian ones. This could include the means to assess crises and possible responses by the development of structured civil-military rapid reaction assessment teams.

In parallel, cost sharing or common funding, while being sensitive issues, must be addressed to foster Member States’ involvement and help find consensus on EU BGs or other Rapid response assets’ deployment.

Crisis management structures

The effectiveness of EU security and defence policies also relates to appropriate structures and processes. The revised Crisis Management Procedures have further improved the fast track procedure. The present CSDP system raises a number of questions in terms of the positioning and reporting lines of the relevant EEAS departments in relation to the HR/VP and relations with other parts of the EEAS and the speed and effectiveness of decision-making, in particular in crisis situations. While the debate on structures is part of the overall discussion on CSDP, concrete progress is to be taken forward in the context of the EEAS review.
The Lisbon Treaty

There is an unused potential of the Lisbon Treaty in terms of rapid deployment. The Treaty provides for a Start-Up Fund made up of Member States’ contributions for CSDP tasks which are not, or cannot be, charged to the Union budget. However, so far there appears to be no consensus on creating such a Fund.

Secondly, Article 44 opens up the possibility for the Council to entrust the implementation of a task to a group of Member States that are willing and have the necessary capability for such a task. This article could be used in the context of rapid reaction, when consensus exists, and a group of Member States is willing to provide capabilities and take action on behalf of the Union. This offers benefits in terms of flexibility and speed of action. Its application would be ad hoc, when a situation arises, but its potential scope of application should be further explored with the Member States. In a way, the case of Mali, with one Member State deploying quickly with others providing niche support such as strategic transport, prefigured such an approach.

Way forward:

- implement the roadmap on rapid deployment of civilian missions, for stock-taking in December and further impetus if required; consider reviewing the financial regulation as applying to civilian CSDP;
- Ministers to endorse in November a new approach to the EU’s military Rapid Response, including the Battlegroups;
- discuss with Member States their willingness to address the issue of an increase of common funding areas of application and enhanced Member State support for CSDP missions and operations;
- consider improvements in terms of structures and processes in the context of the EEAS review;
- consider the relevant Lisbon Treaty articles, in particular article 44 TEU.

6. Increase the focus on conflict prevention and post-conflict management

Conflict is cyclical. 90% of violent conflicts occur in places that have previous experience in the past thirty years. It is therefore often difficult to neatly sequence conflict prevention and peace-building actions. In this regard, however, all CSDP missions and operations may be seen as directly or indirectly contributing to conflict prevention, and some have this objective at the core of their mandate.
More generally, conflict analysis is a key requirement for exploring options available to the EU for prevention, crisis management and peace-building, on the basis of a shared understanding of the causes and dynamics of violent conflict. Furthermore, an early warning system is also being developed to analyse short- and long-term risks of violent conflict more generally and identify early response options. This system has already been piloted in the Sahel region and is about to be rolled-out further. Finally, the crisis preparedness component of the Instrument for Stability continues to fund the training of civilian and police experts to participate in stabilization missions.

With regard to post-conflict management, conflict sensitive programming is essential in order to ensure that, to the extent possible, EU actions avoid negative impacts and maximise positive impacts on conflict dynamics, thereby contributing to conflict prevention, peace building and long-term sustainable development.

A joined-up approach, including through joint efforts or joint programming of EU assistance with EU Member States has the potential to further strengthen the EU’s impact and its contribution to conflict prevention and sustainable development. In joint programming EU and its Member States (and possibly other donors) conduct a joint analysis of the country situation leading to a joint response strategy and a division of labour across sectors. In addition, indicative multi-annual allocations will be provided. In more than 40 countries joint programming is now taken forward, including in more than 10 fragile states. It is worth noting that in the global context so-called “New Deal country compacts” are developed (Somalia a very recent example) which have much in common with joint programming. How the two processes could feed into each other should be further explored.

**Way forward:**

- extend the use of conflict analysis, continue to build a culture of conflict sensitivity across the EU system;
- build on lessons-learned with regard to joint programming and New Deal country compacts.

7. Improve CSDP visibility

It is important to communicate to the public at large that security and defence “matters” now, and that it will matter to their future prosperity, even if our citizens do not necessarily see an immediate external security threat. Heads of State and Government are uniquely placed to pass this message to a wider public, and we should not miss that occasion.
Preparations for the European Council discussion have already provided an opportunity to raise the visibility of CSDP in general. The EEAS, in collaboration with the General Secretariat of the Council and the Commission, is working on a specific communication campaign. This needs to be linked to the communication efforts of the Member States. However, a further analysis of our target audiences, messages and tools is necessary to improve CSDP’s visibility in a sustainable way. A targeted Eurobarometer survey on Security and Defence could contribute to this analysis.

We also need further to promote a common security and defence policy culture. In this context, the European Security and Defence College is currently being placed on a new footing, to strengthen a common culture in CSDP and promote training initiatives.

Training and education is a long-term essential investment that Member States can make in support of CSDP. The future generation should have the opportunity to train throughout their respective careers with a view to enhancing efficiency in operating together. Indeed, promoting the way ahead by developing the networking model or the integration of international activities in national programmes or consideration of the development of improved curricula will all assist in this challenge. A revision of the EU policy for CSDP-related training and education is a possible step to federate accordingly the initiative.

The EU Institute for Security Studies contributes to further develop a common European security culture by enriching the strategic debate, providing analyses and fora for discussion.

**Way forward:**

- express a strong commitment to CSDP and to fully grasp the occasion to communicate to wider public on “security and defence matters”; a specific website will be developed for the EC in December, with a web-documentary,

- further develop measures to improve CSDP visibility, including: using individual missions and operations as the main “flagships” of CSDP at the earliest possible stage, demonstrating how they benefit EU citizens; enhance the network of CSDP communicators, including at Member State level; modernise the CSDP website;

- promote interaction and cooperation between national education and training actors, building on the experience with “military Erasmus”.
Cluster 2: Enhance the development of capabilities

8. Allow for systematic and more long-term European defence cooperation

Cooperation in the area of military capability development has become essential to the maintenance of capabilities and to the success of CSDP. Cooperation allows Member States to develop, acquire, operate and maintain capabilities together, making best use of potential economies of scale and to enhance military effectiveness. Pooling & Sharing was launched to address this, and good progress has been achieved. Through intensive staff-to-staff contacts, including between EDA and NATO’s ACT, there has been close and intensive cooperation with NATO to ensure complementarity and mutual reinforcement with the Smart Defence initiative and more broadly with capability development within NATO. Indeed, the strategic context and the impact of the financial crisis have made even more compelling the case for de-confliction on capability development.

A strong impulse is required at European Council level, both to embed Pooling & Sharing in Member States’ defence planning and decision-making processes, and to deliver key capabilities through major cooperative projects.

In line with the Code of Conduct on Pooling & Sharing, there is scope for greater transparency between Member States, including on potential budget cuts, national defence strategies or “White Books” and national defence procurement and modernisation plans. This would facilitate the identification of capability gaps and/or duplications.

Member States should be encouraged to share their future capability plans in order to address current and future shortfalls. Few Member States will be able to address such shortfalls alone: pooled/shared solutions would allow them to acquire capabilities that would be out of reach individually. The future threats and challenges are such that some convergence of defence capability plans will be required if Member States are to be able to collectively to meet the challenges of the future.

The Code of Conduct on Pooling & Sharing aims at mainstreaming Pooling & Sharing in Member States’ planning and decision-making processes. Its implementation will be supported by an annual assessment to Defence Ministers comprising: an analysis of the capability situation in Europe; progress achieved; obstacles; and the impact of defence cuts and possible solutions. The Capability Development Plan (CDP) – a tool endorsed by the EDA Steering Board to assess future threats, identify the capabilities required, prioritize and support the identification of collaborative opportunities – supports and guides capability planners. But the Code of Conduct and the CDP will both require the commitment of Member States if substantive progress is to be achieved.
Rationalisation of demand to reduce the number of variants within collaborative programmes would generate significant economies and improve operational interoperability. In particular, there should be a greater push for harmonised requirements. This would reduce the number of variants of the same type of equipment, maximise economies of scale, enhance interoperability, and facilitate cooperation for the whole life-cycle of the capability, which would in turn generate additional economies, efficiencies and improved interoperability (the in-service phase of a major system accounts for around two-thirds of its total through-life cost).

In order to make cooperation more systematic, the European Council should also decide on incentives for defence cooperation in Europe for collaborative projects, including of a fiscal nature such as VAT exemption. Protecting cooperative projects and initiatives from budget cuts would act as a real incentive. Innovative financing arrangements (Private Finance Initiative or Public Private Partnerships) should also be considered.

In addition to addressing current shortfalls, Member States should engage in a reflection on the major capability enablers: Air-to-Air Refuelling, Intelligence Surveillance and Reconnaissance, and Satellite Communications. Enablers in the maritime and land domains could also be identified.

In this context, a revision of the CDP is on-going. This, together with the review of the Headline Goal process and the updated Force Catalogue would form the basis to assess shortfalls and map the capability landscape of the future. This will assess longer-term trends and capability requirements, and contribute to the identification of priorities and collaborative opportunities.

Systematic and long-term defence cooperation could be supported by a strategic level Defence Roadmap, approved by the European Council, and underpinned by agreed priorities and milestones. It could also pave the way for closer synergies with the Organization for Joint Armament Cooperation (OCCAR), in order to support a seamless approach to capabilities through the whole life-cycle.

Finally, the Treaty provides for an opportunity for an enhanced form of cooperation through Permanent Structured Cooperation (PESCO). While there have been initial exploratory discussions in 2009 and 2010 on the implementation of PESCO, the appetite to move forward remains limited at this stage.

Way forward:

- promote convergence of Member States’ defence plans through increased transparency and information sharing;
encourage the incorporation of pooling and sharing into national defence plans and maximise the utility of the Capability Development Plan to support Pooling & Sharing;

- harmonize requirements and extend throughout the whole life-cycle;

- commit to extend cooperation in support activities, such as logistics and training;

- promote a strategic Defence Roadmap for systematic and long-term defence cooperation, setting out specific targets and timelines;

- reinforce synergies between EDA and OCCAR;

- decide on incentives for defence cooperation in Europe, including of a fiscal nature (VAT). Ring-fence cooperative projects from budget cuts. Explore innovative financing arrangements (PFI/PPP);

- discuss with Member States their willingness to make full use of the Lisbon provisions on Permanent Structured Cooperation.

9. Focus on delivering key capabilities

**Member States’ commitment** is now required to cooperative projects in Air-to-Air Refuelling, Satellite Communication, Remotely Piloted Air Systems and Cyber Defence.

In **Air-to-Air Refuelling** (AAR), the objective is to improve European operational capacity and reduce dependency on the USA. The key deliverable could be the **multinational acquisition of multirole tanker transport aircraft**, foreseen for 2020. This would also include cooperation in the areas of aircraft-basing, training and logistics support. In the meantime, short and mid-term solutions are being pursued with a view to increasing interoperability and maximizing the use of existing assets.

Taken together, these inter-related work-strands will considerably enhance Europe’s AAR capability.

**Pioneer Projects have been promoted to develop capabilities that have both military and civil applications.** They are designed to harness synergies in the military and civil domains; maximise dual-use technologies; generate economies of scale; and **extend the comprehensive approach into the area of capabilities development**. Ministers have endorsed proposals to prepare three such projects, in the areas of Remotely Piloted Aircraft Systems, Governmental Satellite Communications (SATCOM) and Cyber
Defence. Airlift is another capability with military and civil applications and where greater synergies would be possible.

**Remotely Piloted Aircraft Systems (RPAS)** are very likely to constitute a key capability for the future. They offer a broad spectrum of capabilities that can contribute to various aspects of EU-led military and civilian operations. In the civil domain they would provide surveillance *inter alia* in the following areas: border control and management; key infrastructure; disasters; environment; and agriculture. In the military sphere they have demonstrated their operational capacities, including for surveillance and information gathering. There are important political and industrial implications that will need to be addressed.

The objective is to **promote a European approach for developing this key future capability.** RPAS are a concrete example of a European comprehensive approach applied to capabilities: while being closely linked to Single European Sky, the development of RPAS can benefit from the various EU instruments and actors (regulation, technologies needed for air insertion and anti-collision, certification). While promoting common employment for the short-term solution, there is also an urgent need to prepare a program for the next generation of Medium Altitude Long Endurance (MALE) RPAS. Such a program will be strongly supported by the development of enabling technologies and other activities (regulation, certification, standardization) undertaken under civil initiatives, in particular by the European Commission. Horizon 2020 could contribute to the MALE program through development for air insertion and anti-collision under its security dimension, with a potential for surveillance payloads. There is scope for a public-private partnership between the Commission, EDA, Member States and industry to develop this capability.

**Governmental SATCOM** offers the potential for a genuine dual-use cooperative European approach respecting national sovereignty. Member States’ military satellite communication assets are currently fragmented in five nationally-owned constellations comprising a total of twelve satellites, whose operational life is expected to end between 2018 and 2025. The objective is the development of a **future dual civil-military capability** by 2025 via a user-driven approach based on a detailed roadmap. It will require exploitation of the synergies with R&D programmes being performed at a European level and exploration of opportunities for innovative governance and procurement schemes to ensure synergies with the Commission’s possible action.

In addition to the above mentioned pioneer projects, further efforts are needed to enhance access to **Satellite High Resolution Imagery** – a timely and precise source of information essential for the EU’s effective decision-making and for supporting CSDP missions/operations. In particular, facilitating access to Member States’ governmental imagery will increase the **EU Satellite Centre’s capacity.** In parallel, taking advantage
of the dual nature of Space, the use of Copernicus (a Commission-funded programme to respond to European policy makers’ growing need to rapidly access geospatial information) in support of CSDP should be further explored. This could provide EU missions with the less sensitive products.

As regards **Cyber Defence**, the objective is to establish a comprehensive and cooperative European approach. EDA activities, based on the recently adopted cyber strategy, focus on realistic deliverables within its remit and expertise: training and exercises, protection of headquarters, and Cyber Defence Research Agenda (focusing on dual use technologies).

A number of EU policies have implications for defence and require interaction between the Commission and the defence community. This is especially the case for **Single European Sky (SES)**, which will have an impact on defence in financial and operational terms and where the objective of the defence community is to ensure that its views and interests are taken into account. Member States will continue to be supported as the SES develops.

**Way forward:**

- commit to specific cooperative projects: AAR, RPAS, Cyber and Satellite communications; agree and implement roadmaps;
- commit to further developing the EU’s access to high resolution imagery;
- consider tasking further work on SESAR, airlift.

10. Facilitate synergies between bilateral, sub-regional, European and multilateral initiatives

The development of capabilities through cooperation has become essential. But it is not necessarily straightforward. Member States have made progress in improving capabilities through defence cooperation, be it through multinational frameworks such as the EU’s Pooling & Sharing or NATO’s Smart Defence, and/or in clusters at the bilateral and regional, and indeed functional, levels. Regional or thematic cooperation offers perhaps the best prospect for coordination/cooperation and sharing of reform processes. It may also yield faster results than initiatives at 28. Importantly, these capabilities developed in regional or thematic groups can be used at the European level (e.g. operations).

Wherever a cooperative approach is pursued – multi-nationally, regionally, bilaterally or functionally – there is a need for coherence to avoid unnecessary duplication and/
or gaps. Moreover, whilst some capabilities can successfully be delivered through a reg-

ional approach, others cannot: AAR, Space and RPAS being cases in point. And issues such as interoperability or standardisation or certification require a broader approach. Coherence could be enhanced by linking the regional and the European levels, which would also allow smaller Member States and regional groupings to plug into wider EU policies and industrial interests.

The Code of Conduct on Pooling & Sharing provides for the EDA to act as a frame-

work for coordination and transparency between regional clusters – as well as individual Member States – as a means to enhance and facilitate synergies and identify best practices. The first annual assessment of its implementation will be presented to ministers in November. EDA’s “à la carte” approach, which allows for interested groupings of Member States to work together, also offers a light and flexible model for capability development, as well as for sharing best practice and lessons learned, and improving standardisation, interoperability and through-life support.

One particular cooperative model that merits further examination is the European Airlift Transport Command (EATC), the blueprint of which could be extended to other types of capability such as AAR or Sealift.

Sharing of Lessons Identified (LI) and best practices associated with on-going national defence reform activities could facilitate future regional cooperation in the domains of e.g. new capability development projects, joint HQs and forces, jointly developed doctrine fostering greater inter-operability, shared logistics and maintenance facilities, training and education establishments.

**Way forward:**

- in line with the Code of Conduct, EDA to provide an overarching frame-

work for these clusters, to facilitate coordination, enhance transparency, and share lessons learned;

- consider extending the European Airlift Transport Command (EATC) mod-

el to other areas.

11. Civilian capabilities

The majority of CSDP missions are of a civilian nature. Generating civilian capabilities remains a priority, as well as a challenge, due notably to the shortages of personnel in specialised profiles.
In the multifaceted civilian area, political awareness and commitments by the many national ministerial stakeholders involved are essential. The EU continues to support Member States’ central role in improving and streamlining national mechanisms and procedures to recruit specialised civilian personnel for CSDP.

Some positive steps were taken, for instance: the increasing number of Member States with a national strategy or equivalent to foster national capacity building for CSDP missions; and progress made in establishing national budget lines for civilian crisis management.

The implementation of the multi-annual Civilian Capability Development Plan agreed last year usefully helps Member States’ address gaps and ensure that the required capabilities will be available, whilst aiming at the most efficient use of scarce resources. A number of concrete activities are underway:

First of all, the on-going mapping of Member States’ niche capabilities provides a picture of national units and/or specialised teams’ readiness for CSDP deployment. Furthermore, we continue to engage the European Gendarmerie Force. Their participation in the exploratory mission to Mali has been effective. A formal declaration is expected by the end of this year, which will facilitate appropriate support when rapid deployment of robust policing assets is at stake.

As internal and external security aspects are increasingly interlinked, we continue to strengthen ties between CSDP and the area of Freedom/Security/Justice so as to foster a greater understanding of respective objectives and ensure mutual benefits (including Rule of Law capabilities provided to CSDP missions). Exchange of information needs to continue to stimulate the political awareness and allow for identifying added value and avoiding overlap.

In terms of concrete work, we are encouraging the greater involvement of EU Agencies (EUROPOL, FRONTEX) in CSDP missions and EU external relations in general to benefit from their high expertise. The close association of FRONTEX in the planning and launching of the civilian mission EUBAM Libya is a recent example of this co-operation. Additionally, based on the successful experience of EU NAVFOR ATALANTA with the circulation of data collected via Interpol’s channels, we are exploring the possibility for a cooperation agreement with the latter organisation for CSDP operations and missions.

**Way forward:**

- call for renewed efforts in generating civilian capabilities for CSDP;
- continue work on strengthening the ties between CSDP and FSJ and explore ways to enhance support of EU Agencies and Interpol to CSDP.
Cluster 3: Strengthening Europe’s defence industry

The European Commission published a Communication on “Towards a more competitive and efficient defence and security sector” on 24 July. The Communication highlights a set of measures to reinforce the EDTIB and is complementary to the actions outlined in the following cluster.

12. Making a more integrated, sustainable, innovative and competitive EDTIB a reality

A strong, healthy and globally competitive European Defence and Technological Industrial Base (EDTIB) is a prerequisite for developing and sustaining defence capabilities and securing the strategic autonomy of Europe. It is also an invaluable part of Europe’s wider economy. In 2011 Europe’s Aerospace and Defence Industries generated a turnover of €172 billion and 734,000 direct jobs, and invested €16 billion in R&D.

Declining defence budgets, combined with the fragmentation of European demand and supply requirements jeopardise the sustainability of this industry.

The concerted effort of all stakeholders (Member States, industry and the European Institutions) is required to safeguard the future of Europe’s defence industrial base. This is particularly important for Member States whose investment decisions in 21 defence R&T, demonstrators and programmes shape the industry’s future. Without substantive and strengthened cooperation at European level, including through programmes, there will not be an EDTIB in the future.

Apart from a few notable exceptions, no European government alone can launch major new programmes: the necessary investments are too high and the national markets are too small. With defence budgets under pressure, further market-driven industrial restructuring and consolidation is inevitable. The evolution of Europe’s defence supply chain needs to be monitored at European level in order to maintain and develop the key industrial skills and competences necessary to meet future military capabilities. Having established the key skills at risk, there is a need to link available funding to the education providers (both civil and military). To achieve this it is proposed to create a strong, dynamic and coordinated “Defence Skills Network” between the key stakeholders.

The whole defence supply chain is of importance: from the prime contractor supplying systems-of-systems, through the range of intermediate suppliers to Small and Medium Enterprises (SMEs). SMEs are increasing in importance as a source of innovation and act as key enablers for competitiveness, even more so when part of a cluster. The EDA Steering Board in March endorsed an SME Action Plan, which will promote synergies across the whole European supply chain, with a particular focus on dual-use.
activities. Commission support will be crucial in these joint initiatives. Feedback from the Member States on the interim report has shown a keen interest in enhancing support to SMEs.

EDA is developing, in close cooperation with its Member States and the European Commission, a market monitoring mechanism to provide objective data on the entire European Defence Equipment Market (EDEM), which will support the consideration of additional measures and initiatives to promote the global competitiveness of the EDEM. Active support and contributions from all stakeholders will be essential to ensure the pertinence, comprehensiveness and efficiency of this initiative.

**Security of Supply** is intrinsically linked to an effective EDTIB as it underpins successful collaboration and operational autonomy. In view of this Member States are working with EDA on concrete measures to increase both short- and long-term Security of Supply, whether related to supply chains, European non-dependencies, raw materials, or investments in key industrial and technological capabilities. Commission work to optimise the use of the Intra-Community Transfer Directive 2009/43/EC will also support in this respect. In addition, there is scope for the Commission to assist Member States in exploiting the possibilities offered by the Defence and Security Procurement Directive (2009/81/EC).

Member States are also looking at ways to enhance their political commitment by strengthening the Framework Agreement on Security of Supply adopted by the EDA Steering Board in 2006 to assist and expedite each other’s defence requirements, involve industry in this work and exchange information on existing national regulations on control of strategic assets. This enhanced political commitment, supported by the EDA acting as a clearing house, would be an important step forward.

Member States are working with EDA on tangible measures in the areas of standardisation, military airworthiness and certification. This will benefit governments and industry alike by reducing the costs of testing for certification, as well as promoting mutual acceptance of results, and supporting interoperability. A closer and stronger support by the EU Standardisation Agencies to Military standardisation activities would generate efficiencies and synergies. While military airworthiness remains a national prerogative, there would be benefits in harmonising airworthiness standards based on achievements to-date and maximising synergies between EDA and EASA, starting with certification of RPAS. A continuous political commitment is required to make a step change in this domain.

**Standardisation and the mutual recognition of processes and results** are key enablers for making Pooling & Sharing a reality. In 2008 EDA received a ministerial mandate for the development of military airworthiness regulation requirements, and
significant progress has been achieved. By working together, the military community could develop a coordinated European approach similar to that in the civilian aviation safety sector.

**Way forward:**

- encourage further efforts to strengthen the EDTIB, to ensure that it is able not only to meet the equipment requirements of Member States and their security of supply and freedom of action, but also remains globally healthy and competitive and stimulates jobs, innovation and growth;
- recognize the role of SMEs in the defence supply chain; enhance support to SMEs;
- encourage further efforts to enhance and broaden support arrangements on security of supply, and encourage further progress on standards, including hybrid standards, certification and military airworthiness.
- incentivise the European defence industry to become more competitive globally including by undertaking collaborative programmes/procurement as a first choice solution with clear deadlines and commitments (e.g. on RPAS).

13. Stimulate synergies between civilian and defence R&T

From 2007 to 2011, defence Research & Development expenditure decreased by more than 18% and Research & Technology (R&T) by more than 20%. Moreover defence R&T is fragmented across Member States (more than 85% is still national): pooling resources would generate economies of scale. Strong investment is needed if Europe is to retain its R&T expertise.

Building on the list of Critical Defence Technologies elaborated in the EDA framework, the technologies that need to be developed at the European level for defence, space, and the civil sector should be identified on a systematic basis to underpin long-term planning of European R&T. It will also ensure that Europe is addressing the challenge of technology non-dependence at the strategic level. On this basis:

- Member States should be encouraged to commit to multi-annual investment in defence R&T through cooperation;
- the content and modalities of the Preparatory Action on CSDP Research should be prepared together between the European Commission, EDA and the Member States;
If Member States so wish, a ‘Critical Defence Technology’ funding programme by Member States could be launched to fund defence technology research that matches the Commission’s proposed Preparatory Action on CSDP research. This joint initiative could allow for preparing the next generation of capabilities. It could fund projects that apply a multi-disciplinary approach through technology research. With a substantial budget for 2014-2020, the fund could lay the basis to develop innovative technologies that address current and future operational needs for the armed forces.

Because technology is increasingly dual-use in nature, there is considerable potential for synergies between civil and defence research. The European Framework Cooperation, which coordinates and complements security and defence research work between the Commission, ESA and EDA, has proved its worth. These synergies should be exploited in a more systematic manner under the Horizon 2020 Research Programme.

The pre-commercial procurement scheme can provide a way forward for the development of mature technologies: pooling civil and military requirements for technologies that are needed both for defence and civil applications can lead to the procurement of common prototypes. Joint procurement would enhance interoperability and common standards. This is an area where co-funding between security and defence research can yield promising results.

A comprehensive research strategy could exploit synergies between national dual-use programmes and European research, in areas such as RPAS, cyber security, space, maritime security, green energy and for the key enabling technologies. As requested by EU Ministers of Defence in April 2013, this should lead to a more cooperative and integrated approach in support of Research and Technology. Among the options to consider are: access to EU instruments for dual-use research activities (Horizon 2020, in particular the Programme on Key Enabling Technologies, and European Structural Funds); jointly funded R&T activities on the basis of the article 185 TFEU; and public-private partnership via the establishment of a joint undertaking on the basis of article 187 TFEU.

Since defence R&T carries risk due to uncertainty on the return of investment, innovative funding solutions should be explored for attracting private funding.

This approach should not be an excuse to reduce defence budget allocations, but rather to focus budget efforts toward the Critical Defence Technologies that need to be maintained and developed at the European level, and to maximise the impact of investment.
Way forward:

- encourage Member States to commit to the necessary levels of investment in R&T to support the capabilities of the future, and to do so increasingly through cooperation where this provides benefit. This could be further enhanced through joint research programmes with the European Commission through common funding with Member States; and/or Pre-commercial procurement and joint undertakings that leverage public-private funding.

- endorse a comprehensive research strategy to exploit synergies between national dual-use programmes and European research.

- consider how to stimulate innovative funding solutions for stimulating private funding in defence R&T.

- launch a ‘Critical Defence Technology’ programme to fund Technology research for 2014-2020, that matches the Commission CSDP research.

- support a Preparatory Action from the Commission on CSDP-related Research, seeking synergies with national research programmes.

III. The way forward

“The strategic, military and economic cases for defence are, for me, quite clear. What we need to make sure we have got is political will from the very top”.

HRVP/Head of the Agency Speech at the EDA annual conference, Brussels, 21 March 2013

On the basis of a common understanding of the strategic context, the December European Council offers the opportunity to provide strategic direction for the further development of CSDP and defence cooperation in Europe in accordance with the Lisbon Treaty. The discussion on the interim report has shown strong support for a more regular reappraisal of security and defence issues by the Heads of State and Government.

Three elements are of particular importance:

- first, there is a need for concrete deliverables by December. This needs to materialize first through commitments to capability projects. The Council of 18 and 19 November and the EDA Steering Board provide an opportunity for such commitments;

- second, task further development in particular areas;
and third, a robust follow-up process is required, to monitor progress, sustain momentum, and provide renewed impetus.

As part of the follow-up process, and if Member States so wish, work could start on more clearly defining the strategic role of the EU in view of the evolving context and following the entry into force of the Lisbon Treaty.

On the basis of the preceding chapters, what follows are elements resulting from the preparatory work which could be considered by the Heads of State and Government:

- express a strong commitment to defence cooperation in Europe to further enhance the Common Security and Defence Policy;
- fully grasp the occasion to communicate to the wider public that “security and defence matter”;
- endorse and give renewed impetus to a strategically coherent and effective use of EU instruments through the comprehensive approach;
- continue developing the partnerships with the UN and NATO focusing on stronger complementarity, co-operation and coordination;
- further encourage and facilitate contributing partners’ support to CSDP: partners enable the EU, and the EU enables partners. Agree to develop appropriate instruments to engage in supporting the national security services of EU partners (transparency, accountability and capacity building);
- emphasize the critical importance to European security of cyber and space networks and energy security; support the development of an EU Cyber Defence Policy Framework;
- support work towards a maritime security strategy; call for a more comprehensive approach to help Third States and regions better manage their borders;
- call for further improvements in rapid response: rapid civ-mil assessment; rapid deployment of civilian missions including its financial aspects; endorse a new approach to EU’s rapid response assets including the Battlegroups; explore the use of article 44 TEU;
- promote greater convergence of defence planning of EU Member States (transparency, information sharing);
- encourage the incorporation of pooling and sharing into national defence planning;
harmonize requirements covering the whole life-cycle;

call for the development of a strategic Defence Roadmap for systematic and long-term defence cooperation, setting out specific targets and timelines;

decide on incentives for defence cooperation in Europe, including of a fiscal nature (e.g. VAT); ring-fence cooperative projects from budget cuts;

explore innovative financing arrangements (PFI/PPP);

commit to specific capability projects: AAR, RPAS, Cyber and Satellite communications; implement roadmaps; and consider tasking work to be done on other key capabilities such as air transport and satellite high resolution imagery;

renew efforts in generating civilian capabilities for CSDP and pursue efforts to strengthen the ties between CSDP and Freedom, Security and Justice (FSJ);

encourage further efforts to strengthen the EDTIB, to ensure that it is able to meet the equipment requirements of Member States, remain globally competitive and stimulate jobs, innovation and growth;

recognize the role of SMEs in the defence supply chain; enhance support to SMEs;

encourage further efforts to enhance and broaden support arrangements on security of supply, and encourage further progress on hybrid standards, certification and military airworthiness;

incentivise the European defence industry to become more competitive globally, including by undertaking collaborative programmes/procurement as a first choice solution;

encourage Member States to commit to the necessary levels of investment in R&T to support the capabilities of the future, and to do so increasingly through cooperation. This could be further enhanced through joint research programmes with the European Commission through common funding with Member States; and/or pre-commercial procurement and joint undertakings that leverage public-private funding;

endorse a comprehensive research strategy to exploit synergies between national dual-use programmes and European research.

decide on innovative funding solutions for stimulating private funding in defence R&T;
support a Preparatory Action from the Commission on CSDP-related Research, seeking synergies with national research programmes;

• agree on a robust follow-up process, to monitor progress, sustain momentum and provide renewed impetus at regular intervals, on the basis of input from the High Representative/Head of the Agency;

• consider launching a European defence reporting initiative to synchronise budget planning cycles and set convergence benchmarks, a “European semester on defence” in all but name.

Report on the implementation of the CSDP, Maria Eleni Koppa, MEP, Rapporteur

Motion for a European Parliament Resolution on the implementation of the Common Security and Defence Policy (based on the Annual Report from the Council to the European Parliament on the Common Foreign and Security Policy)

31 October 2013, 2013/2105/INI

The European Parliament,

• having regard to the Annual Report from the Council to the European Parliament on the Common Foreign and Security Policy, in particular the parts concerning the European Security and Defence Policy (14605/1/2012 - C7-0000/2013),

• having regard to Articles 2, 3, 21, 24 and 36 of the Treaty on European Union (TEU),

• having regard to Title V TEU and to the Treaty on the Functioning of the European Union (TFEU),

• having regard to the European Council conclusions of 14 December 2012,

• having regard to conclusions of the Inter-Parliamentary Conference for the Common Foreign and Security Policy and the Common Security Defence Policy of 6 September 2013,

having regard to the Council conclusions on maritime security strategy of 26 April 2010.

having regard to the Council conclusions on Critical Information Infrastructure Protection of 27 May 2011 and to the previous Council’s conclusions on cyber security,

having regard to the Code of Conduct on Pooling and Sharing adopted by the EU defence ministers on 19 November 2012,


having regard to Directive 2009/81/EC of the European Parliament and of the Council of 13 July 2009 on the coordination of procedures for the award of certain works contracts, supply contracts and service contracts by contracting authorities or entities in the fields of defence and security, and amending Directives 2004/17/EC and 2004/18/EC,

having regard to its resolution of 12 September 2013 on the maritime dimension of the Common Security and Defence Policy and on the EU’s military structures: state of play and future prospects, of 22 November 2012 on the implementation of the Common Security and Defence Policy, on the EU’s mutual defence and solidarity clauses: political and operational dimensions, on the role of the Common Security and Defence Policy in case of climate-driven crises and natural disasters, and on Cyber Security and Defence, of 14 December 2011 on the impact of the financial crisis on the defence sector in the EU Member States, of 11 May 2011 on the development of the common security and defence policy following the entry into force of the Lisbon Treaty and of 23 November 2010 on civilian-military cooperation and the development of civilian-military capabilities,
• having regard to its recommendation to the High Representative of the Union for Foreign Affairs and Security Policy and Vice-President of the European Commission, to the Council and to the Commission of 13 June 2013 on the 2013 review of the organisation and the functioning of the EEAS and to the EEAS Review 2013 presented by the High Representative in July 2013,

• having regard to the report of 15 October 2013 by the High Representative/Vice-President of the Commission on the Common Security and Defence Policy,

• having regard to the EEAS report on the revision of CSDP crisis management procedures, adopted by the Political and Security Committee (PSC) on 18 June 2013,

• having regard to the Charter of the United Nations,

• having regard to Rule 119(1) of its Rules of Procedure,

• having regard to the report of the Committee on Foreign Affairs (A7-0360/2013).

European security and defence in a changing world

1. Notes the significant and ongoing changes in the geopolitical environment characterised by multidimensional and asymmetric threats, by transnational terrorism, by the rise of emerging powers and a strategic shift in attention by the US towards the Pacific region, by increased poverty, hunger and instability in the EU’s southern neighbourhood, by growing maritime security challenges, by the proliferation of weapons of mass destruction and increased illicit trafficking of small arms and light weapons, by challenges in energy security, and by major systemic financial failure and a severe and long-lasting financial and economic crisis with a major impact on the GDP of many EU Member States and, consequently, on national defence budgets on both sides of the Atlantic;

2. Believes that reassessing and strengthening Europe’s role in the world constitutes one of the major challenges of the 21st century and that the time has come for the Member States of the Union to show the political will needed for making the EU a relevant global actor and security provider with real strategic autonomy; considers that a change of mindset on the part of Member States is required in order to anchor a European approach to a committed and effective security and defence policy;

3. Welcomes, therefore, the European Council decision to hold a discussion dedicated to security and defence at the December 2013 Summit; considers that this provides a
timely opportunity to underline at the highest political level and to communicate to the public in Europe that security and defence issues still matter and that the European dimension is more relevant than ever; strongly believes that the EU needs to be able to provide security for its citizens, to promote and defend its fundamental values, to assume its share of responsibility for world peace and to play an effective role in preventing and managing regional crises in its wider neighbourhood, contributing to their resolution and protecting itself against the negative effects of these crises;

4. Welcomes also the report by the High Representative/Vice-President of the Commission on the CSDP, which pinpoints a number of obstacles which the policy faces; deplores the fact, however, that the report does not propose more in the way of measures aimed specifically at remedying the shortcomings of the CSDP;

5. Looks forward to substantive decisions being taken at the December Summit and puts forward its own recommendations with this report, building upon relevant positions taken by Parliament in the recent past and paying close attention to the ongoing debate on the three main issues (clusters) identified by the December 2012 European Council;

Unleashing the potential of the treaties

6. Notes that the Lisbon Treaty introduced several new instruments in the area of the Common Security and Defence Policy (CSDP) which have not yet been put into practice;

7. Emphasises in this regard the possibility of establishing permanent structured cooperation (PESCO) among Member States (Article 46(6) TEU), of entrusting CSDP instruments and military planning and conduct capabilities in particular to that group of Member States (Articles 42(5) and 44(1) TEU), and of establishing a start-up fund for preparatory activities for missions which are not charged to the Union budget (Article 41(3) TEU) and are not incorporated into the ATHENA mechanism; calls, therefore on the President of the European Council and the Vice-President/High Representative to establish the start-up fund; highlights in this context the importance of mainstreaming CSDP matters into those EU policies which have a multifaceted impact on security and defence or contribute to CSDP, such as development and human rights, industrial research and innovation, internal market, international trade and space policies and others, in order to support those Member States which are engaged in further strengthening the CSDP;

8. Stresses the importance of these commonly agreed provisions for the development of the CSDP and calls on the European Council to conduct a serious discussion about their implementation in a coherent manner; calls on the President of the European
Council, the President of the Commission and the Vice-President/High Representative (VP/HR) to play an active role in this process;

First cluster: increase the effectiveness, visibility and impact of the CSDP

9. Points out that, according to the Treaties, the EU’s aim is to promote peace, its values and the well-being of its peoples (Article 3 TEU) and that its action on the international scene seeks to consolidate and support democracy, the rule of law and human rights, and to prevent conflicts and strengthen international security, in accordance with the purposes and principles of the United Nations Charter, with the principles of the Helsinki Final Act and with the aims of the Charter of Paris, including those relating to external borders (Article 21 TEU); is convinced that the CSDP serves these aims and underlines the need to upgrade it;

10. Stresses that the main asset of the European Union is the availability of various policies and instruments, combined through the ‘comprehensive approach’, and that it is possible to achieve better results at all levels by better integrating the CSDP into this approach; welcomes in this respect the review of the organisation and functioning of the EEAS published by the VP/HR in July 2013, which recognises the problems of coordination and those related to the speed and effectiveness of decision-making in the area of the CSDP; looks forward to specific decisions being taken at the December Summit and expects the further integration of the CSDP to be analysed thoroughly in the upcoming joint Communication by the VP/HR and the Commission on the implementation of the comprehensive approach;

11. Reiterates its conviction that although elements of the 2003 European Security Strategy, as supplemented in 2008, remain valid, the EU needs to review and to complement this strategy by taking recent developments and the new array of security challenges and risks into account and redefining its strategic interests, objectives and priorities, with a greater emphasis on the protection of its citizens, the defence of critical infrastructures and its neighbourhood, and by dovetailing the different regional and topical sub-strategies; believes that such an exercise will provide a clearer strategic framework for external action by the EU, enhance consistency and, at the same time, communicate better to the citizens the challenges and risks facing them in the future; requests therefore that the European Council launch a debate on the appropriate strategic framework for the Union, mandate the VP/HR to come forward with proposals in this respect before the end of 2014 and ensure sustainable follow-up, subject to regular updates, as primarily defined in the context of the European Security Strategy;
12. Calls for the review of the EU strategic framework to form the basis for a White Paper on EU security and defence policy and suggests that the European Council could set the necessary process in motion; urges the EU Member States, furthermore, to give serious consideration to the European dimension in their national security strategies, White Papers and decision-making in the field of defence; calls on the VP/HR to develop a common template for the shaping of concurrent national reviews;

13. Points to the need to ensure that the EU is in a position to contribute, by means of crisis management operations, to conflict prevention, stabilisation and resolution;

14. Believes that the introduction of a mutual defence clause and a solidarity clause by the Treaties (Article 42(7) TEU and Article 222 TFEU) reinforces the sense of common destiny among European citizens; reminds Member States that only in a spirit of commitment, mutual understanding and genuine solidarity will the Union be able to fulfil its global role, thus enhancing the security of Europe and that of its citizens; commends, therefore, the Commission and the European External Action Service (EEAS) for the Joint Proposal on the arrangements for the implementation by the Union of the solidarity clause and calls on the Heads of State and Government to reaffirm their commitment to mutual solidarity and to provide a clear operative interpretation of the two clauses;

15. Notes with concern that the number and timeliness of CSDP missions and operations, and the development of civilian and especially military means and capabilities for the CSDP, fall short of what is required, given the EU’s increasingly insecure and unstable neighbourhood; deplores, in particular, the limited overall scope of the CSDP missions related to the crises in Libya and Mali and regrets the lack of flexibility within the Union’s decision-making procedures which account for delayed effective responses in crisis scenarios, as the two examples illustrate; calls for the situation to be monitored and for the operational engagement in Eastern Europe and the Southern Caucasus, which has yielded positive results, to be maintained; calls for greater ambition and serious efforts to improve the design of future CSDP missions and operations under a ‘lessons learned process’ and to develop appropriate exit strategies; invites the VP/HR to steer this process and welcomes in this respect her report published on 15 October 2013 as an important step on how to make the CSDP more effective and proactive;

16. Emphasises the need to enhance the visibility of European crisis management and to place all efforts under the CSDP, making use, where appropriate, of the provision in Article 44 TEU for a Council decision entrusting the implementation of a task to a group of Member States which are willing and have the necessary capability for such a task;
17. Expresses its concern, based on experience in the recent past, that the comprehensive approach to crisis management has not yet reached its full potential; considers that missions and operations are more meaningful when they are embedded into a regional strategy, as the positive example of the Horn of Africa demonstrates; takes note of the ‘Suggestions for crisis management procedures for CSDP crisis management operations’ endorsed by the Member States on 18 June 2013;

18. Asks that the functional problems of civilian CSDP missions, notably regarding the speed of deployment and staffing, be tackled by reviewing their legal and financial framework, which often complicates the decision-making process and leads to delays; calls for an increase in the number of qualified and politically independent strategic planners, which is too small in comparison to the number of missions; further asks Member States to create a ‘civilian reserve corps’ that could be deployed quickly if needed; welcomes in this regard the recently established permanent CSDP warehouse;

19. Recalls its 2001 resolution, which called for the creation of a European Civil Peace Corps; welcomes recent efforts to create a Voluntary Humanitarian Aid Corps within the Commission and a pool of experts in mediation, dialogue and reconciliation within the External Action Service; also welcomes the existence and continuation of the Peacebuilding Partnership between the External Action Service and relevant civil society stakeholders;

20. Stresses the important role of mediation and dialogue in preventing and resolving conflicts peacefully; commends the progress which the EEAS has made in strengthening its mediation capacities and reiterates its support for further enhancing Europe’s capacities in this field; believes that Parliament’s successful involvement in mediation processes has demonstrated the important role parliamentarians can play in supporting mediation and dialogue processes and intends to further step up its efforts in this field;

21. Proposes the inclusion of human rights and gender advisors in all CSDP missions and encourages the exchange of best practices among CSDP missions to ensure that human rights concerns are fully taken into account and women are fully protected and included in conflict and post-conflict resolution; invites the Council and the EEAS to take further steps to include gender aspects in staff planning for CSDP missions;

22. Highlights the fact that successful military operations require a clear command and control function; reiterates therefore its call for the establishment of a permanent military operational headquarters; notes with regret the lack of progress on this issue and the strong resistance by some Member States; stresses further that an effective CSDP requires adequate early warning and intelligence support; considers, therefore, that these
headquarters should include cells for intelligence gathering and for early warning/situational awareness;

23. Reiterates its support for a provisional solution and draws attention to its proposal to improve the status of the currently active Operations Centre for the Horn of Africa and assist military planning and coordination among those operating on the ground; asks the VP/HR to develop such an option, within the constraints of its current size and infrastructure, in order to optimise the use of existing resources, and to examine the feasibility of widening the geographical area of operations to encompass other important regions; considers that this body should have legal capacity and be assigned the role of coordinating procurement between Brussels and individual mission headquarters, using economies of scale to maximise savings;

24. Notes the fact that EU battlegroups have never yet been deployed and considers that their existence will be difficult to justify over time; stresses that they constitute an important tool for timely force generation, training and rapid reaction; welcomes the decision to address this issue during the December Summit; is convinced that the EU should dispose of high-readiness standing battle forces, with land, air, naval, cyber and special forces components and a high level of ambition; underlines the fact that EU battlegroups should be deployable for all types of crises, including climate-driven humanitarian crisis; favours a more flexible and targeted approach to enhance the response and adaptability to different crisis situations, and to improve modularity in order to close gaps during the initial phases of the launch of CSDP operations without, however, compromising the operational capacity of the battlegroup as a whole;

25. Highlights the fact that greater efforts should be made to integrate at EU level initiatives such as the Eurocorps and the European Air Group;

26. Confirms that the existing financial system of ‘costs lie where they fall’ constitutes a serious problem for the CSDP, leading to delays or complete blockages in decision making, notably on the quick deployment of battlegroups; recommends that Member States agree on an EU financing mechanism based on burden-sharing for the use of battlegroups under the EU flag, in order to give them a realistic future; also calls – in the interests of consistency and efficiency – for the EEAS to be given control over the financial instruments linked to the crisis management measures that it plans and carries out; expects the VP/HR and interested Member States to put forward concrete proposals in this respect;

27. Expresses its concern, furthermore, that the economic and debt crisis may have an impact on the willingness of EU Member States to contribute to CSDP missions and operations, particularly those with military and defence implications; calls therefore for extension of the scope of the ATHENA mechanism and use of the start-up fund (Article
41(3) TEU) to ensure the rapid financing of urgent tasks; stresses, however, that even if the CSDP needs to be reenergised, this should be done in accordance with budgetary constraints;

28. Invites Member States to exploit the possibilities offered by PESCO and to start implementing this Treaty provision in order to tackle the prevailing ‘CSDP fatigue’ and deepen military cooperation and integration; calls on the European Council to deliver clear guidelines for its implementation and invites Member States that are not interested to act constructively; stresses that the possibility of joining at a later stage should be left open in order to ensure flexibility and to avoid a two-speed Europe;

29. Points out that the EU has a vital interest in a secure and open maritime environment that allows the free passage of commerce and the peaceful, legal and sustainable use of the oceans’ riches; stresses the need to develop an EU maritime foreign policy which aims at protecting and preserving critical infrastructure, open sea routes and natural resources and puts an emphasis on the peaceful resolution of conflicts, within the context of international law and in line with the provisions of the UN Convention on the Law of the Sea; looks forward to the adoption of the EU Maritime Security Strategy, in line with the April 2010 Council conclusions, and calls for the development of a specific implementation plan; points out that the integration of maritime surveillance across sectors and borders is already a cross-sectoral tool of the EU Integrated Maritime Policy (IMP); highlights the importance of swiftly implementing the Common Information Sharing Environment project and building a ‘bridge’ between the IMP and the CSDP to improve information sharing between them;

30. Underlines the need to prevent the militarisation of regions like the Arctic and stresses the need to use peaceful means of conflict resolution, including trade instruments;

31. Requests that the European Council reconfirm the importance of space, which underpins the strategic autonomy of the EU and its Member States and the potential to gain autonomous access to space by developing launchers and satellites; reiterates the importance of gathering precise intelligence for both civil and military CSDP missions and operations; emphasises in particular the role of space-based assets in the field of conflict prevention and crisis management before, during and after a crisis; invites the Commission to develop a specific policy to support the development of multiple-use space assets;

32. Reiterates the growing importance of tackling cyber security threats; invites the European Council to develop guidelines for the implementation of the EU Cyber Security Strategy and to take concrete measures regarding the protection of cyber infrastructure, and investing in enhancing EU-wide cooperation on crisis management procedures, cyber exercises, training and education; calls on the Commission and the
VP/HR to ensure that cyber-security policy is enacted in a cross-sectoral manner, so as to ensure adequate bridging arrangements between the EU’s internal and external security policies, and on all Member States to develop or finalise their respective national Cyber Security Strategies and to aim for a greater degree of synchronisation at Union level;

33. Asks the European Council to reaffirm the significance of Europe’s energy supply and a diversified and sustainable access to energy resources; notes that some Member States lack the capacity to diversify their energy supplies and are thus becoming increasingly vulnerable; in this respect, strongly supports the collaborative efforts of Member States in crisis situations; stresses that the protection of critical infrastructure in Europe should activate the mutual defence and/or solidarity clause; notes also that operation ATALANTA is already performing an energy security role by combating pirates who have hijacked a number of oil tankers since 2008; believes, therefore, that these aspects need to be part of the necessary strategic approach; emphasises, in this connection, that energy supply is a crucial factor for successful CSDP missions and operations;

34. Underscores the importance of energy efficiency in the field of defence, in particular, stressing the need to assess the impact of energy consumption on defence budgets and military effectiveness and develop a comprehensive energy efficiency strategy for the armed forces;

35. Underlines the importance for the EU to further develop partnerships and deepen its security dialogue with the UN, regional organisations and relevant players, including Eastern Partnership and Southern Neighbourhood countries;

36. Points out that the EU should further engage with the UN, the African Union, the OSCE and ASEAN in order to share analysis and cooperate in addressing the challenges of environmental policy and climate change, including their security implications; underlines the need for preventive action and urges the EU to develop and improve early warning capabilities;

37. Calls for stronger cooperation between the EU and NATO structures through a complementary approach and closer coordination in order to help avoid duplication between the two partners and to effectively tackle the new threats; is convinced that strengthening the CSDP does no harm to, and indeed reinforces, collective security and transatlantic links; asserts that the development of defence capabilities within an EU context also benefits NATO; notes the constructive collaboration regarding the EU’s pooling and sharing initiative and NATO’s smart defence initiative; welcomes the Republic of Cyprus’s intention to join NATO’s Partnership for Peace Programme, which can be a game changer, and urges Turkey to adopt an equally constructive attitude; urges the development of a comprehensive framework for EU-NATO cooperation and the deepening of political dialogue with full respect for the decision-making of each party;
38. Takes the view that the EU needs to be able to act autonomously, particularly in its own neighbourhood, but always in line with the provisions of the UN Charter and ensuring full respect for international humanitarian law;

**Second cluster: enhance the development of defence capabilities**

39. Echoes concerns that further cuts in national defence budgets will make it impossible to maintain critical military capabilities and will result in the irreversible loss of know-how and technologies; notes that the shortfalls in Member States’ capabilities became apparent during the operations in Libya and Mali and that the economic crisis has exacerbated existing structural problems; reiterates its view, however, that the problem is less of a budgetary nature than of a political one;

40. Notes the proposals put forward by the VP/HR in her October 2013 report on the CSDP, in particular those intended to create incentives, including tax incentives, for cooperation in the defence capability field; stresses the opportunity for Member States to enjoy the full benefits of working closer together to generate military efficiency and to decide to optimise and spend scarce resources in a better and smarter way, by creating synergies and by a coordinated reduction of unnecessary duplication, redundant and obsolete capabilities;

41. Welcomes the ongoing revision of the Capability Development Plan as the basis for a long-term joint transformation concept for capability-building; believes that this transformation concept should be discussed regularly and its implementation streamlined and, as appropriate, reviewed;

42. Draws attention to the mission of the European Defence Agency (EDA), as provided for in Articles 42(3) and 45 TEU, according to which the Agency is entrusted with important tasks in terms of implementing permanent structured cooperation, formulating a European capabilities and armaments policy, developing the military capabilities of Member States and strengthening the industrial and technological base of the defence sector, but without financial implications for the EU budget;

43. Considers that, although not a panacea, the pooling and sharing of military capabilities constitutes an important response to shortfalls in European capabilities; welcomes the facilitating role of the EDA and the progress achieved so far; believes that pooling and sharing should not only be considered in terms of joint sourcing, but also in terms of integration, and should cover the shared maintenance and utilisation of capabilities;
44. Calls for the European Defence Agency (EDA) to be given a stronger role in coordinating capabilities, with a view to ending duplication and the existence of parallel programmes in the Member States, which place an excessive burden on taxpayers;

45. Invites the EU Member States to improve information-sharing on defence planning and, in line with the Code of Conduct on Pooling and Sharing, to include pooling and sharing solutions in national defence planning cycles and decision-making processes;

46. Stresses that mutual trust, transparency and reliability are key factors for the success of any common endeavour in the area of security and defence; is convinced that the development of defence capabilities must be embedded into a strategic approach that determines the appropriate mix of capabilities and the goals for which they should be used;

47. In the light of the above, expects the upcoming Defence Summit:

1. to provide political and strategic guidance, reconfirming the Member States’ commitment to capability development and the level of ambition outlined in the 2008 Declaration on Strengthening Capabilities;

2. to set the foundations for truly collective planning, ranging from strategic planning to procurement and technological development, whilst paying particular attention to the issues of financial arrangements and incentives;

3. to step up the implementation of existing projects, particularly those regarding strategic enablers, and to provide political support for the EDA’s flagship projects, i.e. Air-to-Air Refuelling, Satellite Communication, Remotely Piloted Aircraft Systems, Cyber Defence, and the Single European Sky;

4. to task the VP/HR and the EDA, in tandem with the Commission, to come forward with new practical proposals regarding the development of defence capabilities by the end of 2014;

5. to establish a monitoring process which regularly assesses the progress achieved;

6. to reiterate the value of closer collaboration with NATO and strategic partners in the capabilities’ development domain;

7. to consider launching development work on a Military Headline Goal 2025, possibly complemented by an Industrial Headline Goal;
Third cluster: strengthen Europe’s defence industry

48. Welcomes the Commission Communication entitled ‘Towards a more competitive and efficient defence and security sector’, which brings forward some fresh ideas and proposals; fully supports the Commission’s efforts to deepen the internal defence and security market and to develop a defence industrial policy, providing adequate support for SMEs which play a key role in innovation, R&D, job creation and economic growth, in line with the Europe 2020 Strategy;

49. Underlines the fact that strengthening the technological and industrial base of the defence sector is an objective of the Union enshrined in Articles 42(3) and 45 TEU; stresses that a solid European Defence Technological and Industrial Base (EDTIB) which is able to sustain CSDP and further enhance Europe’s military capabilities, whilst preserving the EU’s strategic autonomy, is crucial for an effective European defence; highlights the link between research, industry and capability development, which are all necessary elements for economic growth, job creation and competitiveness, as well as for a stronger CSDP;

50. Reiterates the need for a strong and less fragmented European defence industry that is capable of sustaining the CSDP and enhancing the EU’s strategic autonomy; highlights the importance of certification and standardisation for improving the interoperability of the armed forces; calls on the European Council to mandate the EDA to prepare a roadmap for the development of defence industrial standards, and on the Member States to streamline European certification procedures with the mutual recognition of certificates and to harmonise their certification procedures;

51. Stresses that the anticipation and management of change and restructuring are an integral part of any industrial policy; considers, therefore, that further market integration in the defence sector must go hand in hand with active social dialogue and the mitigation of its negative impacts on regional and local economies, making full use of EU financial instruments, such as the European Social Fund and the European Globalisation Fund;

52. Calls on the European Council to take action in these areas through sound financing of R&D, including at Union level; supports the development of effective and cost-efficient cooperation between civilian security and defence research activities; stresses, however, the continued need for an effective dual-use export regime;

53. Stresses the need to ensure new sources of financing for research and innovation in the defence field, e.g. through Horizon 2020;
Concluding remarks

54. Fully supports holding a debate on the three clusters at the December Defence Summit; highlights their equal importance and the fact that they are interlinked by an inherent logic serving the same strategic goals;

55. Calls on the European Council, as well as policymakers at all levels in the Member States of the Union, to show greater ambition and courage in launching a public debate, this being even more important in times of economic austerity; stresses the need to invest more and step up cooperation in the area of security and defence, and to explain the causal nexus between security and defence on the one hand, and freedom, democracy, rule of law and prosperity on the other;

56. Stresses the indivisible link between internal and external security and that a peaceful, secure and stable environment is a precondition for preserving the political, economic and social model in Europe;

57. Expresses its high hopes that this European Council will not be an isolated event, but the starting point of a continuous process that revisits security and defence matters at European Council level on a regular basis; favours, as a follow-up to the European Council, the establishment of a roadmap with specific benchmarks and timelines, and a reporting mechanism; advocates the creation of a Council of Defence Ministers in the medium term in order to give security and defence matters the weight they deserve;

58. Resolves to maintain and strengthen closer links with the Member States’ national parliaments through regular meetings in order to promote dialogue and exchanges of views on matters of security and defence;

59. Believes that the CSDP is a basic pillar of the European integration process;

60. Instructs its President to forward this resolution to the President of the European Council, the VP/HR, the Council, the Commission, the governments and parliaments of the Member States, the Secretary-General of NATO, the President of the NATO Parliamentary Assembly, the Secretary-General of the United Nations, the Chairman-in-Office of the OSCE, the President of the OSCE Parliamentary Assembly, the Chair of the Assembly of the African Union and the Secretary General of ASEAN.
Council conclusions on Common Security and Defence Policy

EDUCATION, YOUTH, CULTURE and SPORT Council meeting

Brussels, 25 - 26 November 2013

The Council adopted the following conclusions:

“1. In today’s changing world the European Union is called upon to assume increased responsibilities in the maintenance of international peace and security, in order to guarantee the security of its citizens and the promotion of its values and interests. To this end, in its conclusions of December 2012, the European Council expressed its commitment to enhancing the effectiveness of the Common Security and Defence Policy as a tangible contribution to international crisis management. In line with these conclusions, the High Representative/Head of the European Defence Agency presented her report with further proposals and actions to strengthen CSDP.

2. The Council welcomes this report as a key contribution to the European Council on security and defence scheduled for December 2013. It stresses the importance of enabling the EU to assume increased responsibilities as a security provider, at the international level and in particular in its neighbourhood, thereby also enhancing its own security and its role as a strategic global actor. The Council believes that the EU through CSDP and other instruments has a strong role to play through its unique comprehensive approach to preventing and managing conflicts and their causes.

It stresses the importance of working with its partners, in particular the UN, NATO, OSCE, and African Union, as well as strategic partners and partner countries in its neighbourhood, with due respect to the institutional framework and decision-making autonomy of the EU. The EU faces long standing and emerging security challenges, within a rapidly changing and complex geostrategic environment, while the financial crisis is posing challenges to the security and defence capabilities of the European countries. It therefore underlines the need to build on the results achieved so far and renew the commitment by Member States to improve the availability of the necessary capabilities and to foster a more integrated, sustainable, innovative and competitive European defence technological and industrial base all across the EU, on which the capabilities of the future depend and which provides jobs, growth and innovation.

3. In this context, the Council underlines that security and defence matter. This should be reflected in our communication strategy to raise public awareness. The Council also underlines the importance of addressing the need to sustain sufficient expenditures
related to security and defence. Furthermore, the Council signals that European interdependence is becoming increasingly paramount and therefore stresses the need to address these challenges together, making the best use of scarce national and Union resources through increased and more systematic cooperation and coordination among Member States, and making coherent and effective use of the EU’s instruments and policies. This should contribute to a less fragmented defence sector and to remedying capability shortfalls and avoiding redundancies. In order to effectively support these efforts, consideration should be given to more clearly defining the strategic role and priorities of the EU, also based on its contribution to global security through the comprehensive approach and experience with CSDP missions and operations, taking into account the evolving international context and the entry into force of the Lisbon Treaty.

4. The Council looks forward to the forthcoming discussion among Heads of State and Government providing strategic guidance to strengthen CSDP and deepen cooperation on security and defence in Europe, in accordance with the Lisbon Treaty. The Council strongly supports a robust follow-up process to ensure and monitor concrete progress and sustain the momentum across all three clusters of effectiveness, visibility and impact of CSDP, capability development, and industry and market. As part of this process, it welcomes the analysis of the EU’s strategic context set out in the High Representative’s CSDP report as a basis for further assessing the EU’s challenges and opportunities in the strategic environment and considering priorities for further actions and for regional engagement. It invites the European Council to consider requesting the High Representative to present first high level observations, based on consultations with Member States, in Spring 2015.

The Council will revert to the issue of security and defence, and the concrete proposals and work strands below, by mid-2014 on the basis of a progress report. It further invites the European Council to remain seized of the matter and to provide renewed impetus at regular intervals, on the basis of input from the High Representative, also acting as Vice President of the European Commission, notably through the European External Action Service and the European Defence Agency, as well as the European Commission, all acting in accordance with their respective responsibilities and cooperating closely as required.

**Increasing the effectiveness, visibility and impact of CSDP**

5. CSDP crisis management missions and operations continue to provide a tangible and effective contribution of the EU to international peace and security. Today the EU deploys more than 7,000 staff, in 12 civilian missions and 4 military operations.
6. The Council welcomes that a number of regional strategies are in place, in particular for the Sahel and the Horn of Africa, to ensure a joined-up approach encompassing security that enhances the overall impact of EU action and delivers enduring results. It underlines the need to elaborate new regional strategies where necessary, or update existing ones, thereby further strengthening the regional perspective and close cooperation between the different CSDP missions and operations in a region. They should also take into account the sustainment of EU actions through for example capacity building of partner countries and regional organisations. The Council confirms the readiness of the EU to consider options for assuming further security responsibilities in the Western Balkans when the conditions are right and in coordination with all the relevant actors.

7. The EU has a uniquely wide array of policies and tools at its disposal – spanning the diplomatic, security, defence, financial, trade, and development fields. This is the EU’s main strength at the international level. It is the world’s largest trading bloc and, collectively, the biggest donor of development and humanitarian aid. The Council recalls the relevant Treaty provision regarding consistency in external action and with other policies, and the responsibility of the Council and the European Commission to cooperate to that effect, assisted by the High Representative. In order to tackle both long standing and new security threats, the EU needs to apply and further develop its comprehensive approach to all phases of the conflict cycle, from early warning and prevention, through management to stabilization and peace-building. In this context, practical improvements should be prepared for a smooth transitioning of CSDP missions and operations, drawing on the whole array of available EU and Member States’ instruments, thereby sustaining progress achieved in the field. The Council supports a renewed impetus to a strategically coherent and effective use of the EU’s and Member States’ array of instruments, including to improve EU structures’ shared awareness and joint situation analysis, using the EU delegations in the field. It looks forward to an ambitious Joint Communication from the High Representative and the European Commission on the EU Comprehensive Approach, forthcoming well ahead of the FAC in December, providing a basis for implementation, e.g. through an action plan, and allowing to make full use of the role of the High Representative who is also one of the Vice Presidents of the European Commission.

8. In this context, the Council recalls as well the important nexus between development and security as developed in the Agenda for Change: there cannot be sustainable development without peace and security, and without development and poverty eradication there will be no sustainable peace. The Council underlines that coherence between security and development, taking into account human rights and human security, both at a policy and an operational level, is a process that requires short-term improvements and longer term action. In this context, it recalls its Conclusions of November 2007 and May 2012, and calls for a swift follow-up of the adoption of the relevant Action Plan.
9. The Council notes that improvements in relation to the CSDP structures and their positioning within the EEAS, as well as in relation to the comprehensive approach including as regards maintaining active EEAS influence on programming of EU external assistance, should be considered in the context of the EEAS Review. It further notes that the revised Crisis Management Procedures also aim at facilitating greater efficiency and better synergies between civilian and military planning. Recalling its Conclusions of December 2011 and July 2012, the Council stresses the need for making optimal use of all the CSDP structures in this regard, and reiterates the importance of adequate resourcing, including civilian expertise, in order for them to be able to deliver on their mandates.

10. The Council stresses that supporting capacity-building of partner countries and regional organizations in crisis situations is crucial to enable them to increasingly prevent or manage crises by themselves. Enabling security forces (armed forces, police, gendarmerie, border management) through training and advice in the framework of CSDP should be complemented by, and may be dependent on, other measures to enhance their functioning by promoting or facilitating that they have adequate and appropriate equipment, resources, salaries and infrastructure. Such efforts should be part of a broader engagement on Security Sector Reform and cannot be separated from EU actions to promote human rights, democracy and good Governance. The Council stresses the need to consider with the recipient country as well as with other international donors, as appropriate, issues of early identification of equipment needs and resources, interoperability and international coherence, maintenance and sustainability, and suitable governance. It agrees that, notwithstanding bilateral assistance by Member States, further work is needed to more systematically address requirements for, and possible limitations to provide, equipment necessary for security forces to be trained effectively and sustainably by CSDP missions and operations, based on the principle of local ownership and in full respect of applicable EU and international rules on arms exports. It calls for concrete steps to improve the coherence and effectiveness of CSDP, wider EU and Member States’ actions in this regard, with the aim of allowing for a more effective, systematic and swift mobilization of EU and Member States’ instruments to achieve agreed EU political objectives in crisis situations. Such an EU initiative could be applied to a number of countries or regions and has particular relevance in the framework of the EU-Africa summit of April 2014. It invites the High Representative, together with the European Commission, to propose recommendations in the first semester of 2014, including on possible priority areas for concrete implementation.

11. The Council emphasizes that internal and external security dimensions are increasingly interlinked. It underlines the importance to continue to strengthen the ties between CSDP and Freedom/Security/Justice (FSJ) actors, so as to foster a greater understanding of respective objectives and ensure mutual benefits. This will, inter alia, help
to cope with important horizontal issues such as illegal immigration, organized crime and terrorism. In this context, the greater contribution of EU agencies (EUROPOL, FRONTEX, CEPOL) as well as of INTERPOL to CSDP should be further accelerated, as appropriate.

12. The Council emphasizes the increasing strategic value of rapid response. To be credible as a security provider, the EU must be in a position to swiftly and effectively assess crises and mobilize its various instruments to address them, preventing and managing conflict. Early warning, advance planning, conflict prevention, regional security strategies and crisis management planning and execution should be more closely linked. It notes that the revised crisis management procedures also facilitate swift action when necessary. Stressing that the Union needs to enhance its ability to plan and deploy the right civilian and military assets rapidly and effectively on the whole spectrum of crisis management operations, the Council:

a. encourages the EEAS to further improve the planning, conduct and support of civilian missions and in particular to expedite their rapid deployment and early effective delivery on their mandates. To this end, a roadmap has been established to tackle shortcomings. In this context, the Council underlines the importance of its implementation as well as of regular reporting on progress made and urges to continue the efforts towards ensuring early access to financing of civilian deployments and flexibility in using of available resources. Recognizing that political support for CSDP Missions by Member States and host nations is key to their success, the Council also calls for continued work on ensuring ownership, political buy-in and sustainability of results achieved and looks forward to regular reporting on the respective work strands. As regards mission support, the Council looks forward to the early finalization of the recently launched feasibility study on setting up a Shared Services Centre. The Council also underlines the need to take work forward on evaluation of the impact of CSDP missions.

b. underlines the need for concrete improvements in EU military rapid response capabilities including the EU Battlegroups (EU BGs), with the aim of developing a more flexible, multi-service suite of assets, and related mechanisms for making them available on a voluntary basis. This includes:

- improving the operational usability/deployability of the EU BGs by strengthening their modularity, while maintaining their core capabilities, in order to make them more adaptable to the entire range of possible crises and crisis management tasks (including training and advice
to third countries), in coherence with the work on the identification of possible additional assets under the EU Rapid Response Concept and stressing that any EU BG on standby should be capable of meeting all the EU BG standards and criteria;

- taking forward the agreed Framework Nation approach to fill the EU BG Roster more systematically, while confirming Member States’ continued commitment to the agreed level of ambition;

- improving the role of the EU BGs as a vehicle for transformation, multinational cooperation and interoperability including through proposals to enhance and streamline the exercises involving EU BGs and improve the certification process;

- more structured involvement of the EU BGs in advance planning including contingency planning;

- the regular use of consultations and exercises at the political level by participants of a EUBG on stand-by, on a voluntary basis, in order to enable political engagement and faster decision-making;

- remaining in close contact with NATO to develop proposals for synergies between the EU and NATO in the field of rapid response where requirements overlap, retain best practices, and avoid unnecessary duplication, as well as preserve and improve when necessary and possible the commonality between standards and criteria, with due respect to the decision-making autonomy of the EU and NATO in this context;

- and agreeing to consider the financial aspects as part of the follow-up to the European Council in view of the next review of the Athena mechanism.

Noting that the financial aspects should be taken forward as a separate work strand, the Council endorses the proposals set out in the EEAS note on EU rapid response capabilities and Battlegroups. It invites the High Representative to further elaborate the proposals with the Member States with a view to a swift implementation.

c. notes the possibility of looking into the appropriate use of relevant Treaty articles in the field of rapid response, including Article 44 TEU.

13. The Council also encourages further work to enhance cooperation in the field of emergency humanitarian response, in line with internationally agreed guidelines.
14. The Council recognizes the importance of networks in today’s globalized world and the need for the EU to engage in all domains – land, air, maritime, space and cyber. It underlines the importance of improving the EU’s ability to respond to emerging security challenges and calls for concrete steps, notably:

a. to implement and take forward the CSDP-related cyber defence aspects of the EU Cybersecurity Strategy in line with the Council conclusions of June 2013, in full respect of the responsibility of Member States in particular regarding protection of critical infrastructure. The Council invites the High Representative, in cooperation with the EDA and the European Commission to present in 2014 an EU Cyber Defence Policy Framework to promote: the development of Member States’ cyber defence capabilities, research and technologies through the development and implementation of a comprehensive roadmap for strengthening cyber defence capabilities; the reinforced protection of communication networks supporting CSDP structures, missions and operations; the mainstreaming of cyber security into EU crisis management; raising awareness through improved training, education and exercise opportunities for the Member States; synergies with wider EU cyber policies and all relevant other actors and agencies in Europe such as the EU Agency for Network and Information Security; to cooperate with relevant international partners, notably with NATO, as appropriate;

b. to adopt by June 2014 an EU Maritime Security Strategy, on the basis of elements provided by a joint Communication from the European Commission and the High Representative to be presented by early 2014, that includes CSDP within a holistic, cross-sectoral and EU values-driven approach, taking into account Member States’ contributions and achievements, to enable improved coordination in this field. The Council calls for the subsequent elaboration of action plans to implement the EU Maritime Security Strategy including as regards CSDP, by the end of 2014. It stresses the importance of safeguarding the EU’s strategic maritime security interests against a broad range of risks and threats, enhancing EU and Member States’ capabilities, and working comprehensively, making optimal use of existing structures and regulatory frameworks, and in coordination with all relevant actors, to respond to maritime challenges in strategic areas;

c. to continue to develop CSDP support to border management as part of a wider and more joined-up EU approach to help third states and regions better manage their borders, and calls for the finalization of the concept for CSDP support to Integrated Border Management by the end of 2013,
recognizing its possible application to ongoing and future CSDP activities. The Council acknowledges the need to address the Sahel-Saharan region security challenges, including those in Libya. In this context, it invites the High Representative to present by early 2014 an options paper with proposals for further action to support Sahel-Saharan border management, in response to local needs and requirements, building on the concept for CSDP support to Integrated Border Management and taking into account the importance of strengthening the African Peace and Security Architecture, as well as the EU strategy for security and development in the Sahel;

d. to strengthen the coherence in the EU response to energy challenges in the defence sector, with a focus on fostering cooperation and finding new solutions to promote energy efficiency in Member States’ armed forces and EU crisis management operations, involving the Member States, the European Commission and the EDA, and taking into account all relevant EU tools as well as the ongoing work on energy efficiency in relevant other actors;

e. to ensure the integrity, availability and security of space systems and promoting and working towards the adoption of an international Code of Conduct on outer space activities. The Council emphasizes the need to make optimal use of the EU Satellite Centre, including by effectively addressing requirements for high resolution satellite imagery, including from governmental sources, to support the EU’s decision-making and CSDP missions and operations.

15. The Council stresses its commitment to working in close collaboration with its partners. The Union will continue building and operationalizing regional and bilateral partnerships to be able to cooperate in crisis management. Work will continue to be taken forward within the existing framework, as defined by various European Councils and subsequent arrangements and with due respect to the institutional framework and decision-making autonomy of the EU.

In light of this, the Council:

a. supports maximizing the unique and long-standing cooperation with the United Nations in crisis management, building on the experience gained in working together in different theatres, pursuing regular high level dialogue, including through the EU-UN Steering Committee and taking forward the EU-UN Plan of Action to enhance CSDP support to UN peacekeeping, including in the area of rapid response;
b. underlines the importance of strong, coherent and mutually reinforcing EU-NATO cooperation in crisis management, in particular in areas where both operate side by side, and on military capability development where requirements overlap, in order to seek synergies, ensure complementarity of effort and avoid unnecessary duplication; it encourages further implementation of practical steps for effective EU cooperation with NATO while keeping with the overall objective of building a true organization-to-organization relationship;

c. welcomes the progress made in the peace and security partnership between the EU and the African Union, strengthening dialogue, making the African Peace and Security Architecture (APSA) fully operational and providing predictable funding for the AU’s peacekeeping operations, and looks forward to giving renewed impetus at the forthcoming EU-Africa summit of April 2014;

d. welcomes the close cooperation with the OSCE on shared issues in crisis management;

e. encourages dialogue by engaging with regional fora with a security dimension;

f. welcomes the valuable contributions and political support of partner countries to CSDP missions and operations, and encourages pursuing the further signing of Framework Participation Agreements. It further encourages and fosters contributing partners’ support to CSDP, with a focus on non-EU NATO Allies, strategic partners, partner countries in the neighbourhood, notably the Mediterranean and Eastern partners (including through the newly established Eastern Partnership Panel on CSDP) and other individual partner countries, including by developing regular security and defence dialogues within the framework of EU political dialogues with these partners, and offering opportunities for training and advice, including through the European Security and Defence College. It notes that priority should be given to cooperation with partners who share with the EU common values and principles and are able and willing to support EU crisis management efforts.

16. The Council looks forward to the adoption of the Council Decision on the arrangements for the implementation by the Union of the solidarity clause (Article 222 TFEU).
Enhancing the development of capabilities

17. To deliver on security responsibilities, the Council reiterates that EU Member States must be ready to provide future-oriented capabilities, both in the civilian domain and in the field of defence. It underlines the need to enhance the development of capabilities, as they underpin the EU’s ability to act as a security provider. It recalls that, on a national and voluntary basis, EU Member States develop capabilities and make them available to the EU.

18. Taking into account the frequent recourse to missions which are civilian in nature, the Council acknowledges that the demand for deployable civilian experts will remain high and underlines its determination to improve the generation of civilian capabilities. To this end, Member States are encouraged notably to continue to improve at national level, in full respect of national competences, and, as appropriate, also at EU level together with the EEAS and the Commission, mechanisms and procedures to recruit and train civilian personnel for CSDP. The Council encourages the EEAS to continue further work on improving recruitment procedures and increase transparency, including for senior positions, taking into account the nature of these missions, using capabilities provided by Member States. The Council considers that the ambitions and priority areas initially agreed at Feira European Council in 2000 and subsequently taken forward, could be revisited to take account of the 10 years of EU experience and lessons identified from civilian missions and capability development. In this light, the Council stresses the importance of fully implementing the Civilian Capability Development Plan and further work on tools to help address identified gaps, including by finalizing the Goalkeeper project and developing a List of generic civilian CSDP tasks.

19. The Council underlines that a more systematic and longer-term approach to European defence cooperation has become essential to preserve and develop military capabilities, as well as the technological and industrial base that underpins them, especially in the context of today’s financial austerity. Cooperation allows Member States to develop, acquire, operate and maintain capabilities together, thereby achieving economies of scale and enhancing military effectiveness. In this regard, the Council calls upon Member States to deliver key capabilities through cooperative projects and encourages them to make best use of the EU Code of Conduct on Pooling and Sharing in their national defence planning processes, with the support of the European Defence Agency (EDA).

20. The Council reiterates the need to continue good co-ordination and mutual reinforcement with NATO in order to ensure complementarity and increase coherence, in particular regarding the EU military capability development process and the NATO
defence planning process in their outcomes and timelines, with due respect to the institutional framework and decision-making autonomy of both organizations.

21. With a view to developing a systematic and longer term approach, the Council:

a. calls for the effective implementation and use of the Capability Development Plan as a tool to support and orientate national capability planning, identify the capabilities required, and seize collaborative opportunities;

b. underlines the need to further increase transparency and information sharing on defence planning to allow national planners and decision-makers to consider greater convergence of capability needs and timelines, with the aim of widening opportunities for cooperation from the outset;

c. promotes the consolidation of demand through, notably, harmonized requirements covering the whole-life cycle;

d. calls to examine the further development of incentives for cooperation in Europe, including by investigating non-market distorting fiscal measures for collaborative projects in accordance with the existing European law;

e. encourages synergies between bilateral, sub-regional, European and multilateral initiatives with a view to sharing information and contributing to improved coherence, with the support of the EDA;

f. calls on Member States to develop proposals to enhance multinational cooperation in the area of enablers and build on existing cooperative models in the area of strategic lift, ranging from multinational coordination centres (Athens Multinational Sealift Coordination Centre, Movement Coordination Centre Europe) to the European Air Transport Command (EATC), which integrates all transferred national responsibilities and resources in a multinational headquarters. It welcomes the increased pooling and sharing of European military transport capabilities after the announcement by Spain and Italy of their will to join the EATC and notes that the EATC will facilitate cooperation on the entry in service of the A400M multi-role airlifter within five Member States’ air forces. It calls upon Member States to explore possibilities to replicate in particular the EATC model to areas such as transport helicopters, maritime capabilities, or protection of armed forces, including medical evacuation;

g. calls for further policy guidance to support systematic and long-term defence cooperation, focusing on closing identified capability gaps within CSDP, including by examining the idea of a strategic defence roadmap.
22. The Council remains committed to delivering key capabilities through concrete projects by Member States supported by EDA. It therefore:

- welcomes the substantive progress achieved in enhancing Europe’s Air-to-Air Refuelling capacity, especially as regards the procurement and/or pooled operation of a Multi-Role Tanker Transport fleet (with initial operational capacity in 2020), under the lead of the Netherlands, with the development of the pooled procurement strategy in close cooperation with OCCAR, the pooled operational concept, and possible synergies in the field of certification, qualification, in-service support, and training. The Council calls on all participating Member States to continue their work on reducing the shortfalls by increasing the fleet inventory and see if their investment plans allow joining the MRTT project. Developing synergies and interoperability and reducing fragmentation between the various owners will reduce the whole-life cost. The Council also calls for greater commitments as regards short term solutions, including to increase interoperability between tankers/receivers through air-to-air refuelling clearance trials, as organized by Italy, and potentially through access to unallocated hours in the UK Voyager programme;

- welcomes the progress achieved in stepping up cooperation among Member States on Remotely Piloted Aircraft Systems (RPAS): the establishment of a user community for present and near-future use and the preparation of a programme on European Medium Altitude Long Endurance in the 2020-2025 timeframe;

- underlines the need to intensify EU-level cooperation on RPAS. In this regard, it encourages the European Commission to establish the regulatory framework for an initial RPAS integration into the European Aviation System by 2016. It supports appropriate R&D activities for this integration to be undertaken by SESAR (Single European Sky ATM Research) Joint Undertaking as soon as possible, as well as close synergies between EDA, SESAR Joint Undertaking and the Member States in the development of technologies needed for air traffic insertion and anti-collision and complementarity between EASA and EDA in the development of a pertinent certification system;

- underlining the need to prepare the next generation of Governmental Satellite Communication, welcomes the roadmap on Governmental Satellite communication;

- welcomes the development of concrete projects in the area of cyber defence, in the context of a comprehensive and cooperative EU approach on cyber security and defence, on the basis of EDA initiatives in: training and exercises,
protection of CSDP structures and missions and operations and research. It encourages the timely development and implementation of a comprehensive roadmap for strengthening Cyber Defence Capabilities involving all actors in this domain.

23. The Council calls for strong management of these programmes, on the basis of consolidated requirements and increased cooperation between EDA and OCCAR, in accordance with the mechanisms set out in EDA-OCCAR administrative arrangement.

24. The Council invites the European Commission to maximise cross-fertilisation between EDA programmes and the outcome of EU civil research programmes in areas of dual-use technologies such as, inter alia, RPAS and Governmental Satellite Communications in order to support activities by Member States in these areas. The Council encourages the European Commission, the EDA and the EEAS to examine modalities for dual-use capabilities, starting with pilot cases such as RPAS, air lift, future transport helicopters, satellite communications, cyber security and maritime security, in order to support Member States’ activities in these areas.

25. While underlining the operational and financial impact of Single European Sky (SES) on military aviation, the Council welcomes the progress achieved so far, and encourages the EDA to continue its efforts to ensure that the views and needs of the defence community, including in support of Member States, are taken into account. It encourages the active participation of Member States in this work.

26. Acknowledging that the development of technologies is a prerequisite for the EU to preserve and develop its maritime capabilities, the Council calls for coordinated civil-military interaction in maritime research and technology to support cost-effective capabilities, European industry’s global competitiveness and European non-dependence. The Council reiterates the need to improve information sharing across the range of European maritime actors, including building on the synergies provided by the technological solutions of the maritime surveillance network developed by Member States, supported by the EDA, and the Commission’s work towards a Common Information Sharing Environment.

27. The Council underlines the importance of cooperation for new solutions to increase energy efficiency in defence and crisis management. Recalling the EU Energy 2020 strategy and its headline targets, the Council reiterates the need to contribute to innovative solutions in research and technology to improve the effectiveness of operations and the sustainability of European deployments. To this end, the Council supports increased efforts between all civilian and military stakeholders, including within EDA’s Military Green initiative, and encourages the EDA and the European Commission to work with Member States on a more coordinated approach to identify possible objectives and
focus areas of action to increase energy efficiency in defence and crisis management, including through a possible strategic framework.

28. The Council welcomes European initiatives aiming at protecting critical space infrastructures; thus supporting efforts in further developing a civil-military Space Situational Awareness capability in Europe and further calls for increasing attention to cyber and maritime challenges in this area.

29. The Council calls for further progress in concrete projects related to Countering Improvised Explosive Devices (C-IED) and to consider building on the EU Concept for C-IED towards a Comprehensive EU Strategy to counter this threat.

**Strengthening defence industry**

30. The Council recalls that, including in the context of a fully comprehensive CSDP, a more integrated, sustainable, innovative and competitive European Defence Technological and Industrial Base (EDTIB) remains crucial for developing and sustaining Europe’s military capabilities. This can also enhance Europe’s strategic autonomy, strengthening its ability to act with partners. To this end, further efforts must be made to strengthen the EDTIB, while further reflecting on the way forward, to ensure operational effectiveness and security of supply, while remaining globally competitive and stimulating jobs, innovation and growth across the EU. To this end, these efforts should be inclusive with opportunities for defence industry in the EU, balanced and in full compliance with EU law.

In this context, the Council welcomes the Communication of the European Commission “Towards a more competitive and efficient defence and security sector” aimed at strengthening Europe’s defence industry and enhancing the efficiency of the defence equipment market. It encourages the European Commission and the EDA, in close cooperation with the Member States, to identify and further develop concrete measures in support of the EDTIB, including in order to ensure its development across Europe. It notes that these issues will be further discussed in the context of the European Council and its follow-up.

31. A well-functioning defence market based on openness, equal treatment and opportunities, and transparency for all European suppliers is crucial. The Council calls on the European Commission to ensure the full implementation of the two defence directives on procurement in the fields of security and defence and on intra-EU transfers of defence-related products, without prejudice to Article 346 TFEU. The Council stresses the importance of fair market conditions across the EU as well as for access to the global market. It takes note that the European Commission with the EDA will monitor the im-
pact of both directives on the EDTIB and on cooperation in Europe and to see whether the directives have opened up the market for subcontractors from all over Europe.

32. The Council stresses the importance of Small and Medium Enterprises (SMEs) in the defence supply chain especially as a source of innovation and key enablers for competitiveness. In this regard, it invites the European Commission to investigate together with Member States the possibilities for additional measures to the framework of Directive 2009/81 to stimulate participation of European SMEs in the supply chain. It calls for further action to promote greater access of SMEs to both Defence and Security markets, as well as R&T. It invites the Commission to ensure the full implementation of its SMEs instruments and to encourage a strong involvement of SMEs in future EU R&T programmes. It encourages Member States to make full use of the relevant provisions of the two defence directives for SMEs in order to maximize the potential benefits. The Council encourages the European Commission’s intention to foster EU-wide the development of value chains in the defence industry, in particular by strengthening the role of system providers to allow for a broad participation of SMEs in the defence market. It invites the European Commission, in close cooperation with the Member States, EDA and by promoting the active involvement of industry, to submit concrete proposals in the context of the progress report on how to promote regional networks and strategic clusters in line with a market-driven, competitive-based approach and geographical footprint, as well as proposals including financial options on supporting SMEs.

33. Moreover, the Council recognizes the importance of security of supply to enable further defence cooperation and ensure freedom of action, as well as the effective functioning of the European Defence Market and the EDTIB. In this regard, the Council welcomes the adoption within the EDA of the enhanced Framework Arrangement on Security of Supply, and urges Member States to implement its provisions in line with their constitutional obligations. It encourages the European Commission with the EDA to continue their efforts to enhance and broaden support arrangements on security of supply at the European level.

34. It also looks forward to tangible measures on standards and certification – which will benefit governments and industry alike by reducing costs and enhancing interoperability. The Council encourages the EDA, in close cooperation with the European Commission, to develop by mid-2014 a roadmap for the development of defence industrial standards on the basis of the preparatory work conducted by the EDA, based on the European Defence Standards Reference system (EDSTAR) and its experiences in the field of military airworthiness, while avoiding duplication with existing standards. Moreover, the Council encourages the EDA to produce options on how to increase mutual recognition of military certification within the European Union.
35. The Council encourages Member States to continue to invest in R&T in order to retain defence R&T expertise and contribute to innovation and competitiveness. Recognizing the consequences of the trend to cut in defence R&T, the Council encourages the Member States, EDA and the European Commission to preserve and further develop identified critical defence technologies, increase collaborative investments, maximize synergies between national and EU instruments and monitor the development of critical defence technologies.

36. The Council calls for concrete actions to exploit the potential for synergies between civil and defence research, notably: intensified cooperation between the European Commission, Member States and EDA in research programmes; innovative solutions for stimulating private funding in R&T; and proposals for relevant research topics which could be funded under a Preparatory Action from the European Commission on CSDP-related research, to be prepared together with Member States, the EDA and EEAS. As a matter of priority, the Council encourages the European Commission and EDA to work on solutions with the Member States, industry and research institutions to set up an EU framework allowing and improving the mutual use of civilian and military research results for dual-use applications, including results on the so called “key enabling technologies” stemming from Horizon 2020 and other civil focus programmes.

37. The Council underlines that its conclusions concerning the enhancement of military capability development and strengthening defence industry addressed to the EDA constitute the Council guidelines for EDA for its work in 2014, within the context of the Council decision defining the statute, seat and operating rules of EDA (Council decision 2011/411/CFSP of 12 July 2011).”

The EU’s comprehensive approach to external conflicts and crises

Joint Communication to the European Parliament and the Council


I. The case for a comprehensive approach

The Treaty of Lisbon sets out the principles, aims and objectives of the external action of the European Union. In the pursuit of these objectives, the Treaty calls for consistency between the different areas of EU external action and between these and its other
policies. Following the entry into force of the Treaty and the new institutional context it created, including the creation of the post of High Representative of the Union for Foreign Affairs and Security who is also Vice-President of the Commission as well as the establishment of the European External Action Service (EEAS), the EU has both the increased potential and the ambition – by drawing on the full range of its instruments and resources – to make its external action more consistent, more effective and more strategic.

The concept of such a comprehensive approach is not new as such. It has already been successfully applied as the organizing principle for EU action in many cases in recent years, for example, in the Horn of Africa, the Sahel and the Great Lakes. However, the ideas and principles governing the comprehensive approach have yet to become systematically, the guiding principles for EU external action across all areas, in particular in relation to conflict prevention and crisis resolution.

This Joint Communication sets out a number of concrete steps that the EU, collectively, is taking towards an increasingly comprehensive approach in its external relations policies and action. More specifically the High Representative and the Commission are - with this Joint Communication – setting out their common understanding of the EU’s comprehensive approach to external conflict and crises and fully committing to its joint application in the EU’s external policy and action. This understanding covers all stages of the cycle of conflict or other external crises; through early warning and preparedness, conflict prevention, crisis response and management to early recovery, stabilisation and peace-building in order to help countries getting back on track towards sustainable long-term development.

The EU has a vital interest to prevent, prepare for, respond to, address and help recovery from conflicts, crises and other security threats outside its borders – this is a permanent task and responsibility, already recognised in both the European Security Strategy and the EU Internal Security Strategy. This is the case not only because the EU is widely considered as an example of peace and stability in its neighbourhood and in other parts of the world, but also because it is in the EU’s global interest. The Union has a wide array of policies, tools and instruments at its disposal to respond to these challenges – spanning the diplomatic, security, defence, financial, trade, development cooperation and humanitarian aid fields. It is the world’s largest trading bloc and, collectively, the world’s biggest donor of official development assistance (ODA) and humanitarian aid.

Comprehensiveness refers not only to the joined-up deployment of EU instruments and resources, but also to the shared responsibility of EU-level actors and Member States. The EU has a unique network of 139 in-country EU Delegations, diplomatic expertise in the EEAS including through EU Special Representatives, and operational engagement through Common Security and Defence Policy (CSDP) missions and operations. By
bringing all these together, with the European Commission and the 28 Member States, to work in a joined-up and strategic manner, the EU can better define and defend its fundamental interests and values, promote its key political objectives and prevent crises or help to restore stability. In this way, it will help to improve the lives of those threatened by conflict and prevent or mitigate the negative effects – for the EU, its citizens and its internal security – of insecurity and conflict elsewhere. The EU is stronger, more coherent, more visible and more effective in its external relations when all EU institutions and the Member States work together on the basis of a common strategic analysis and vision. This is what the comprehensive approach is about.

As global challenges continue to rise in number and increase in complexity (effects of climate change and degradation of natural resources, population pressures and migratory flows, illicit trafficking, energy security, natural disasters, cyber security, maritime security, regional conflicts, radicalisation and terrorism, et cetera) and as economic and financial resources remain under pressure, the case for a comprehensive approach, making optimal use of all relevant instruments – be they external or internal policy instruments – is now stronger than ever.

Sustainable development and poverty eradication require peace and security, and the reverse is equally true: fragile or conflict-affected countries still remain the furthest away from meeting the Millennium Development Goals. The connection between security and development is therefore a key underlying principle in the application of an EU comprehensive approach. Other important principles underpin this approach. Firstly, our responses must be context-specific and driven by the reality and logic of real life situations encountered: there are no blueprints or off-the-shelf solutions. Secondly, the EU’s comprehensive approach is a common and shared responsibility of all EU actors in Brussels, in Member States and on the ground in third countries. Collective political will, transparency, trust and the pro-active engagement of Member States are pre-requisites for success. Finally, the approach is based on the full respect of the different competences and respective added value of the EU’s institutions and services, as well as of the Member States, as set out in the Treaties:

- humanitarian aid shall be provided in accordance with its specific *modus operandi*, respectful of the principles of humanity, neutrality, impartiality and independence, solely on the basis of the needs of affected populations, in line with the European Consensus on Humanitarian Aid;
- for development assistance, the EU and its Member States act in line with the development policy as defined in the 2005 European Consensus on Development and the 2012 Agenda for Change as well as the guidelines of the Organisation for Economic Development’s (OECD) Development Assistance Committee (DAC).
- EU Member States exercise political control over, and provide strategic direction for, CSDP missions and operations through the Political and Security Committee (PSC).

II. The way forward for a comprehensive approach to conflict or crisis situations

The following measures will further enhance the coherence and effectiveness of EU external policy and action in conflict or crisis situations.

1. Develop a shared analysis

A coherent political strategy for conflict prevention, preparedness and response starts with all relevant players sharing a common understanding of the situation or the challenge. A shared analysis should set out the EU’s understanding about the causes of a potential conflict or crisis, identify the key people and groups involved, review the dynamics of the situation and assess the potential risks of action, or non-action. It must also identify the EU interests and objectives and our potential role to contribute to peace, security, development, human rights and the rule of law, taking into account existing EU resources and action in the country or region in question. To further improve a shared analysis, the following should be promoted:

Actions:

- Improve combined situational awareness and analysis capacity in particular by better linking up the dedicated facilities in the various EU institutions and services, including the Emergency Response Coordination Centre and the EU Situation Room (EU SitRoom). Facilitate access by EU institutions to information and intelligence including from Member States in order to prevent crises and prepare, mitigate, and accelerate the response to crisis situations.

- Strengthen early, pro-active, transparent and regular information-sharing, coordination and team-work among all those responsible in the EU’s Brussels headquarters and in the field (including EU Delegations, CSDP missions and operations, Member States and EU Special Representatives, EU agencies as appropriate).

- Further develop and systematically implement a common methodology to conflict and crisis analysis, including development, humanitarian, political, security and defence perspectives from both the field and HQ, by all relevant available knowledge and analysis, including from Member States.
Building on these analyses, systematically prepare proposals and options for discussion with Member States in the relevant Council bodies, including the Political and Security Committee. When a CSDP action is envisaged, this would generally follow the Political Framework for Crisis Approach (PFCA) approach, articulating what the problem is, explain why the EU should act (based on interests, values, objectives and mandates), and identify what instruments could be available, and best suited, to act.

2. Define a common strategic vision

Building on this shared analysis, the EU should, whenever possible, work across institutions and with Member States to develop a single, common strategic vision for a conflict or crisis situation and for future EU engagement across policy areas. This should then set the overall direction for EU engagement.

Actions:

- The EU’s strategic vision for a country or a region should whenever possible be set out in an overarching EU Strategy document. Recent examples include the Horn of Africa Strategic Framework and the EU Strategy for security and development in the Sahel, and the proposed elements for an EU Strategy towards the Great Lakes region.
- Joint framework documents should set out the EU’s and Member States’ objectives and priorities for particular countries, as appropriate.

3. Focus on prevention

Whenever possible the EU must seek to prevent conflict before a crisis emerges or violence erupts – this is a constant and high priority for all EU diplomatic engagement. In the long run, prevention is far less costly than addressing conflicts which have erupted. Prevention contributes to peace, security and sustainable development. It saves lives and reduces suffering, avoids the destruction of homes, businesses, infrastructure and the economy, and makes it easier to resolve underlying tensions, disputes and conditions conducive to violent radicalisation and terrorism. It also helps protect EU interests and prevent adverse consequences on EU security and prosperity.

Actions:

- Early warning/early action: use new and existing EU early warning systems, including those of EU Member States, to identify emerging conflict and crisis risks, and identify possible mitigating actions.
4. Mobilise the different strengths and capacities of the EU

Effective and proactive EU policy responses to conflict and crises should draw on the different strengths, capacities, competencies and relationships of EU institutions and Member States, in support of a shared vision and common objectives.

Actions:

- Use the Crisis Platform mechanism, chaired by the EEAS with the participation of Commission services, in a more systematic way to facilitate coordination, share information and contribute to the identification and intelligent sequencing of available EU instruments as required. These mechanisms proved their value during the Arab Spring and in the EU’s response to the Horn of Africa.

- Ensure that all relevant EU actors are informed and engaged in the analysis and assessment of conflict and crisis situations and at all stages of the conflict cycle – comprehensive engagement and action build on joined-up preparatory work. The EEAS informs and brings together other services on a regular basis for such analytical and preparatory work.

- Further strengthen operational cooperation among the various emergency response functions of the EU, using their complementary expertise. To this end, a Memorandum of Understanding between the EEAS and the Commission services is being prepared.

- Make best use of EU Delegations to ensure local coherence between EU and Member States actions.

- Strengthen the capacity of EU Delegations to contribute to conflict risk analysis. Identify appropriate tools and respond to conflict and crisis by rapid temporary reinforcement through the deployment of additional staff or other experts, where possible, drawing on existing EU resources capacity at the Brussels headquarters or in the region and on Member States’ resources.

- Develop procedures and capacities for rapid deployment of joint (EEAS, Commission services, Member States) field missions where appropriate to conflict or crisis situations.

- Work across EU institutions and with Member States to translate conflict and crisis risk analyses into specific conflict prevention measures, drawing on lessons learned from previous conflicts and crises.
5. Commit to the long term

“It took the 20 fastest reforming countries on average 17 years to reduce military in politics and 41 years to reform rule of law to a minimum level necessary for development.”


Long-term engagement in peace and state building and long-term sustainable development are essential to address the underlying causes of conflict and to build peaceful, resilient societies. The overall objectives of sustainable peace and development must be at the core of the EU’s response from the outset – the EU must also have a long-term vision for its short-term engagements and actions.

For instance, CSDP crisis management instruments and crisis response measures under the Instrument for Stability (IfS) pursue mostly short-term objectives, whereas development instruments by nature are oriented towards the long term. Although objectives and decision-making procedures are different, natural synergies and complementarities should be ensured by an early, inclusive and intense dialogue between the respective stakeholders, in order to have a greater impact and achieve better results. The EU can use, in a coherent manner, different tools and instruments within their own mandates and decision-making processes to deliver on the shared objectives.

Actions:

- Establish co-ordination systems between long-term and short-term objectives through dialogue among EU stakeholders including on the ground.
- Strengthen mechanisms for pooling and sharing European capacities and expertise (e.g. pool of experts for CSDP missions).
- Coordinate and where possible combine the use of a full range of EU tools and instruments (e.g. political dialogue, conflict prevention, reconciliation, programming of development assistance and joint programming, CSDP missions and operations, conflict prevention and stabilisation under the Instrument for Stability, support to disarmament, demobilization, reintegation and support to justice and security sector reform processes, etc.) to craft a flexible and effective response during and after the stabilisation phase and in case of risks of conflict. The programming of aid in fragile and conflict-affected countries should integrate conflict analysis from the very beginning as well as the necessary flexibilities for re-programming to respond to new developments on the ground where appropriate.
Take stock of lessons learned, including within the EU institutions, with Member States and external actors, and feed them back into the comprehensive approach cycle starting from early warning and including prevention efforts, training and exercises.

6. Linking policies and internal and external action

EU internal policies and actions can have significant external effects on conflict and crisis situations. Likewise, external action and policy can also impact on EU internal dynamics. For example, EU maritime transport policy in the Red Sea and the Indian Ocean is inextricably linked to the situation in Somalia and the Horn of Africa region. Similar impacts may arise in other situations, for example fisheries or energy policy. Conversely, the emergence beyond Europe’s borders of organised crime, terrorism, or mass migration associated with violent conflict can have a direct impact on the security, stability and interests of the EU, its Member States and EU citizens.

Terrorist organisations will strive to exploit post-conflict or fragile states. In particular, poorly governed areas can prove to be a breeding ground for terrorist recruitment. For example, the activities of Al-Shabaab – which is formally aligned with Al Qaeda – have destabilised Somalia, and severely hindered regional development. Terrorist organisations can act to transmit the terrorist threat directly back into the EU.

Close cooperation, in particular between the High Representative and the Commission, is also vital on the various global issues where the external aspects of internal EU policies have a growing foreign and security policy dimension. This includes areas such as energy security, environmental protection and climate change, migration issues, counter-terrorism and countering violent extremism, organised crime and global economic governance.

“Climate change is a decisive global challenge which, if not urgently managed, will put at risk not only the environment but also world economic prosperity, development and, more broadly, stability and security. The transition towards safe and sustainable low-carbon economy and society as well as climate-resilient and resource-efficient growth patterns worldwide are of paramount importance. Addressing the risk-multiplying threats of a changing climate, including potential conflict and instability, related to reliable access to food, water and energy,
Finally, and as the recent breakthrough in the EU-facilitated Belgrade-Pristina dialogue has demonstrated, the pull factor of the EU through the perspective of joining the Union – in combination with intense diplomatic engagement – continues to play a vital role in conflict prevention and longer-term stabilization.

Actions:

- The High Representative/Vice President, working closely with the President of the European Commission, to ensure strategic and operational coherence in external relations policy and strategy, including as regards the external impact of internal policies.
- Make better use of the diplomatic and external relations means at the disposal of the EU project and defend its interests linked to internal policies and global issues.
- Seek to identify and raise awareness of policies and instruments that have both an internal and external dimension and highlight potential in both directions.
- Internal policies should be part of the analytical crisis framework, the strategic thinking and policy documents on external action whenever possible and relevant.

7. Make better use of EU Delegations

The EU Delegation, and the Head of Delegation in particular, is the focal point of the EU presence in third countries and should – at that level – play a central role in delivering and co-ordinating EU dialogue, action and support.

Actions:

- Take full advantage of the role of the Head of Delegation to bring together the EU and Member States present on the ground across the full spectrum of relevant actions (political dialogue, development co-operation and joint programming, input to security-related strategies, local cooperation with CSDP missions and operations, consular protection, as appropriate, etc.).
• The Head of Delegation to co-ordinate joint reporting, where appropriate, enhancing co-operation with EU Member States on the ground, and sharing information and analysis, in particular at all stages of conflicts or crises.

• Ensure an appropriate breadth of expertise in Delegations, including on security issues.

• If appropriate, enable the co-location of EU actors in EU Delegations to build operational synergies.

Joint Programming has now started or is scheduled to start in more than 40 countries in the coming years. With this initiative, the EU and its Member States aim to increase their impact in partner countries and make their development cooperation more effective. At the same time, they will present a united package of support that significantly increases the EU’s leverage and political weight as a donor. Joint Programming exercises are in-country, led by the EU Delegations and Members States Embassies.

8. Work in partnership

In facing complex global challenges, the EU needs to engage and work together with other international and regional actors. The role of the EU is linked – to a greater or lesser extent – to the action (or non-action), resources and expertise of others (e.g. the UN in most crisis situations, NATO in Kosovo and Afghanistan, the International Monetary Fund and the World Bank on macro-financial issues, et cetera).

“[M]utually reinforcing, beneficial and sustainable partnerships with … the UN, OSCE, NATO, World Bank, African Union and other international actors … need to be further strengthened to enable the European Union to operate successfully in the field of long term structural conflict prevention.”

Council Conclusions on Conflict Prevention, June 2011

Actions:

• When developing EU position and responses, engage with and take full account of the role of other international actors: the United Nations, international and regional organisations, strategic partners, International Financial Institutions.
Engage more closely with major international NGOs, civil society, think-tanks, academia and public and private actors.

III. Conclusion

The EU has in recent years taken important steps towards a more coherent external relations policy and action, not least in its response to conflict and crisis situations. Significant progress has been made in the development of common EU policies and strategies and whole-of-Union responses. But the work is not over. The EU now needs to make further improvements and more consistently apply the comprehensive approach as a guiding principle to EU external policy and action.

The comprehensive approach, as outlined above, is a joint undertaking and its success a shared responsibility for the EU institutions as well as for Member States, whose policies, actions and support significantly contribute to more coherent and more effective EU responses.

In the coming months and years, the High Representative and the Commission will, in cooperation with Member States, implement these proposals and this approach and, through them, make determined progress towards better, stronger and faster EU external action. The High Representative and the Commission call on EU Member States to provide their full support for this approach and to fully engage in order to ensure that this vision and these objectives are fully implemented.

Council Conclusions 19/20 December

Common Security and Defence Policy

Brussels, 20 December 2013, EUCO 217/13

1. Defence matters. An effective Common Security and Defence Policy helps to enhance the security of European citizens and contributes to peace and stability in our neighbourhood and in the broader world. But Europe’s strategic and geopolitical environment is evolving rapidly. Defence budgets in Europe are constrained, limiting the ability to develop, deploy and sustain military capabilities. Fragmented European defence markets jeopardise the sustainability and competitiveness of Europe’s defence and security industry.

2. The EU and its Member States must exercise greater responsibilities in response to those challenges if they want to contribute to maintaining peace and security through
CSDP together with key partners such as the United Nations and NATO. The Common Security and Defence Policy (CSDP) will continue to develop in full complementarity with NATO in the agreed framework of the strategic partnership between the EU and NATO and in compliance with the decision-making autonomy and procedures of each. This requires having the necessary means and maintaining a sufficient level of investment. Today, the European Council is making a strong commitment to the further development of a credible and effective CSDP, in accordance with the Lisbon Treaty and the opportunities it offers. The European Council calls on the Member States to deepen defence cooperation by improving the capacity to conduct missions and operations and by making full use of synergies in order to improve the development and availability of the required civilian and military capabilities, supported by a more integrated, sustainable, innovative and competitive European Defence Technological and Industrial Base (EDTIB). This will also bring benefits in terms of growth, jobs and innovation to the broader European industrial sector.

3. In response to the European Council conclusions of December 2012, important work has been undertaken by the Commission, the High Representative, the European Defence Agency and the Member States. The Council adopted substantial conclusions on 25 November 2013, which the European Council endorses.

4. On that basis the European Council has identified a number of priority actions built around three axes: increasing the effectiveness, visibility and impact of CSDP; enhancing the development of capabilities and strengthening Europe’s defence industry.

(a) Increasing the effectiveness, visibility and impact of CSDP

5. In recent years progress has been made in a number of areas relating to CSDP. The numerous civilian and military crisis management missions and operations throughout the world are a tangible expression of the Union’s commitment to international peace and security. Through CSDP, the Union today deploys more than 7,000 staff in 12 civilian missions and four military operations. The European Union and its Member States can bring to the international stage the unique ability to combine, in a consistent manner, policies and tools ranging from diplomacy, security and defence to finance, trade, development and justice. Further improving the efficiency and effectiveness of this EU Comprehensive Approach, including as it applies to EU crisis management, is a priority. In this context, the European Council welcomes the presentation of the joint communication from the Commission and the High Representative.

6. The Union remains fully committed to working in close collaboration with its global, transatlantic and regional partners. Such collaboration should be further developed in a spirit of mutual reinforcement and complementarity.
7. The European Council emphasises the importance of supporting partner countries and regional organisations, through providing training, advice, equipment and resources where appropriate, so that they can increasingly prevent or manage crises by themselves. The European Council invites the Member States, the High Representative and the Commission to ensure the greatest possible coherence between the Union’s and Member States’ actions to this effect.

8. The EU and its Member States need to be able to plan and deploy the right civilian and military assets rapidly and effectively. The European Council emphasises the need to improve the EU rapid response capabilities, including through more flexible and deployable EU Battle groups as Member States so decide. The financial aspects of EU missions and operations should be rapidly examined, including in the context of the Athena mechanism review, with a view to improving the system of their financing, based on a report from the High Representative. The European Council invites the Commission, the High Representative and the Member States to ensure that the procedures and rules for civilian missions enable the Union to be more flexible and speed up the deployment of EU civilian missions.

9. New security challenges continue to emerge. Europe’s internal and external security dimensions are increasingly interlinked. To enable the EU and its Member States to respond, in coherence with NATO efforts, the European Council calls for:

- an EU Cyber Defence Policy Framework in 2014, on the basis of a proposal by the High Representative, in cooperation with the Commission and the European Defence Agency;
- an EU Maritime Security Strategy by June 2014, on the basis of a joint Communication from the Commission and the High Representative, taking into account the opinions of the Member States, and the subsequent elaboration of action plans to respond to maritime challenges;
- increased synergies between CSDP and Freedom/Security/Justice actors to tackle horizontal issues such as illegal migration, organised crime and terrorism;
- progress in developing CSDP support for third states and regions, in order to help them to improve border management;
- further strengthening cooperation to tackle energy security challenges.

The European Council invites the High Representative, in close cooperation with the Commission, to assess the impact of changes in the global environment, and to report to the Council in the course of 2015 on the challenges and opportunities arising for the Union, following consultations with the Member States.
(b) Enhancing the development of capabilities

10. Cooperation in the area of military capability development is crucial to maintaining key capabilities, remedying shortfalls and avoiding redundancies. Pooling demand, consolidating requirements and realising economies of scale will allow Member States to enhance the efficient use of resources and ensure interoperability, including with key partner organisations such as NATO. Cooperative approaches whereby willing Member States or groups of Member States develop capabilities based on common standards or decide on common usage, maintenance or training arrangements, while enjoying access to such capabilities, will allow participants to benefit from economies of scale and enhanced military effectiveness.

11. The European Council remains committed to delivering key capabilities and addressing critical shortfalls through concrete projects by Member States, supported by the European Defence Agency. Bearing in mind that the capabilities are owned and operated by the Member States, it welcomes:

- the development of Remotely Piloted Aircraft Systems (RPAS) in the 2020-2025 timeframe: preparations for a programme of a next-generation European Medium Altitude Long Endurance RPAS; the establishment of an RPAS user community among the participating Member States owning and operating these RPAS; close synergies with the European Commission on regulation (for an initial RPAS integration into the European Aviation System by 2016); appropriate funding from 2014 for R&D activities;

- the development of Air-to-Air refuelling capacity: progress towards increasing overall capacity and reducing fragmentation, especially as regards the establishment of a Multi-Role Tanker Transport capacity, with synergies in the field of certification, qualification, in-service support and training;

- Satellite Communication: preparations for the next generation of Governmental Satellite Communication through close cooperation between the Member States, the Commission and the European Space Agency; a users’ group should be set up in 2014;

- Cyber: developing a roadmap and concrete projects focused on training and exercises, improving civil/military cooperation on the basis of the EU Cybersecurity Strategy as well as the protection of assets in EU missions and operations.

12. Cooperation should be facilitated by increased transparency and information sharing in defence planning, allowing national planners and decision-makers to consider greater convergence of capability needs and timelines. To foster more systematic and
long-term cooperation the European Council invites the High Representative and the European Defence Agency to put forward an appropriate policy framework by the end of 2014, in full coherence with existing NATO planning processes.

13. The European Council welcomes the existing cooperative models, such as the European Air Transport Command (EATC), and encourages Member States to explore ways to replicate the EATC model in other areas.

14. The European Council welcomes the progress achieved in cooperation through the European Defence Agency Code of Conduct on Pooling and Sharing. It encourages the further development of incentives for and innovative approaches to such cooperation, including by investigating non market-distorting fiscal measures in accordance with existing European law. It invites the European Defence Agency to examine ways in which Member States can cooperate more effectively and efficiently in pooled procurement projects, with a view to reporting back to the Council by the end of 2014.

15. Taking into account the frequent recourse to missions which are civilian in nature, the European Council calls for the enhanced development of civilian capabilities and stresses the importance of fully implementing the Civilian Capability Development Plan.

(c) Strengthening Europe’s defence industry

16. Europe needs a more integrated, sustainable, innovative and competitive defence technological and industrial base (EDTIB) to develop and sustain defence capabilities. This can also enhance its strategic autonomy and its ability to act with partners. The EDTIB should be strengthened to ensure operational effectiveness and security of supply, while remaining globally competitive and stimulating jobs, innovation and growth across the EU. These efforts should be inclusive with opportunities for defence industry in the EU, balanced and in full compliance with EU law. The European Council stresses the need to further develop the necessary skills identified as essential to the future of the European defence industry.

17. A well-functioning defence market based on openness, equal treatment and opportunities, and transparency for all European suppliers is crucial. The European Council welcomes the Commission communication “Towards a more competitive and efficient defence and security sector”. It notes the intention of the Commission to develop, in close cooperation with the High Representative and the European Defence Agency, a roadmap for implementation. It stresses the importance of ensuring the full and correct implementation and application of the two defence Directives of 2009, inter alia with a view to opening up the market for subcontractors from all over Europe, ensuring economies of scale and allowing a better circulation of defence products.
Research – dual-use

18. To ensure the long-term competitiveness of the European defence industry and secure the modern capabilities needed, it is essential to retain defence Research & Technology (R&T) expertise, especially in critical defence technologies. The European Council invites the Member States to increase investment in cooperative research programmes, in particular collaborative investments, and to maximise synergies between national and EU research. Civilian and defence research reinforce each other, including in key enabling technologies and on energy efficiency technology. The European Council therefore welcomes the Commission’s intention to evaluate how the results under Horizon 2020 could also benefit defence and security industrial capabilities. It invites the Commission and the European Defence Agency to work closely with Member States to develop proposals to stimulate further dual use research. A Preparatory Action on CSDP-related research will be set up, while seeking synergies with national research programmes whenever possible.

Certification and standardisation

19. Developing standards and certification procedures for defence equipment reduces costs, harmonises demand and enhances interoperability. The European Defence Agency and the Commission will prepare a roadmap for the development of defence industrial standards by mid-2014, without duplicating existing standards, in particular NATO standards. Together with the Commission and Member States, the European Defence Agency will also develop options for lowering the costs of military certification, including by increasing mutual recognition between EU Member States. It should report to the Council on both issues by mid 2014.

SMEs

20. SMEs are an important element in the defence supply chain, a source of innovation and key enablers for competitiveness. The European Council underlines the importance of crossborder market access for SMEs and stresses that full use should be made of the possibilities that EU law offers on subcontracting and general licensing of transfers and invites the Commission to investigate the possibilities for additional measures to open up supply chains to SMEs from all Member States. Supporting regional networks of SMEs and strategic clusters is also critically important. The European Council welcomes the Commission proposals to promote greater access of SMEs to defence and security markets and to encourage strong involvement of SMEs in future EU funding programmes.
Security of Supply

21. The European Council emphasises the importance of Security of Supply arrangements for the development of long-term planning and cooperation, and for the functioning of the internal market for defence. It welcomes the recent adoption within the European Defence Agency of an enhanced Framework Arrangement on Security of Supply and calls on the Commission to develop with Member States and in cooperation with the High Representative and the European Defence Agency a roadmap for a comprehensive EU-wide Security of Supply regime, which takes account of the globalised nature of critical supply chains.

(d) Way forward

22. The European Council invites the Council, the Commission, the High Representative, the European Defence Agency and the Member States, within their respective spheres of competence, to take determined and verifiable steps to implement the orientations set out above. The European Council will assess concrete progress on all issues in June 2015 and provide further guidance, on the basis of a report from the Council drawing on inputs from the Commission, the High Representative and the European Defence Agency.
Cybersecurity

Joint Communication to the European Parliament, the Council, the European Economic and Social Committee and the Committee of the Regions: Cybersecurity Strategy of the European Union: An Open, Safe and Secure Cyberspace

Brussels, 7.2.2013, JOINT (2013) 1 final

1. Introduction

Context

Over the last two decades, the Internet and more broadly cyberspace has had a tremendous impact on all parts of society. Our daily life, fundamental rights, social interactions and economies depend on information and communication technology working seamlessly. An open and free cyberspace has promoted political and social inclusion worldwide; it has broken down barriers between countries, communities and citizens, allowing interaction and sharing of information and ideas across the globe; it has provided a forum for freedom of expression and exercise of fundamental rights, and empowered people in their quest for democratic and more just societies – most strikingly during the Arab Spring.

For cyberspace to remain open and free, the same norms, principles and values that the EU upholds offline, should also apply online. Fundamental rights, democracy and the rule of law need to be protected in cyberspace. Our freedom and prosperity increasingly depend on a robust and innovative Internet, which will continue to flourish if private sector innovation and civil society drive its growth. But freedom online requires safety and security too. Cyberspace should be protected from incidents, malicious activities and misuse; and governments have a significant role in ensuring a free and safe cyberspace. Governments have several tasks: to safeguard access and openness, to respect and protect fundamental rights online and to maintain the reliability and interoperability of the Internet. However, the private sector owns and operates significant parts of cyberspace,
and so any initiative aiming to be successful in this area has to recognise its leading role.

Information and communications technology has become the backbone of our economic growth and is a critical resource which all economic sectors rely on. It now underpins the complex systems which keep our economies running in key sectors such as finance, health, energy and transport; while many business models are built on the uninterrupted availability of the Internet and the smooth functioning of information systems.

By completing the Digital Single Market, Europe could boost its GDP by almost €500 billion a year; an average of €1,000 per person. For new connected technologies to take off, including e-payments, cloud computing or machine-to-machine communication, citizens will need trust and confidence. Unfortunately, a 2012 Eurobarometer survey showed that almost a third of Europeans are not confident in their ability to use the internet for banking or purchases. An overwhelming majority also said they avoid disclosing personal information online because of security concerns. Across the EU, more than one in ten Internet users has already become victim of online fraud.

Recent years have seen that while the digital world brings enormous benefits, it is also vulnerable. Cybersecurity incidents, be it intentional or accidental, are increasing at an alarming pace and could disrupt the supply of essential services we take for granted such as water, healthcare, electricity or mobile services. Threats can have different origins — including criminal, politically motivated, terrorist or state-sponsored attacks as well as natural disasters and unintentional mistakes.

The EU economy is already affected by cybercrime activities against the private sector and individuals. Cybercriminals are using ever more sophisticated methods for intruding into information systems, stealing critical data or holding companies to ransom. The increase of economic espionage and state-sponsored activities in cyberspace poses a new category of threats for EU governments and companies.

In countries outside the EU, governments may also misuse cyberspace for surveillance and control over their own citizens. The EU can counter this situation by promoting freedom online and ensuring respect of fundamental rights online.

All these factors explain why governments across the world have started to develop cybersecurity strategies and to consider cyberspace as an increasingly important international issue.

The time has come for the EU to step up its actions in this area. This proposal for a Cybersecurity strategy of the European Union, put forward by the Commission and the High Representative of the Union for Foreign Affairs and Security Policy (High
Representative), outlines the EU’s vision in this domain, clarifies roles and responsibilities and sets out the actions required based on strong and effective protection and promotion of citizens’ rights to make the EU’s online environment the safest in the world.

**Principles for cybersecurity**

The borderless and multi-layered Internet has become one of the most powerful instruments for global progress without governmental oversight or regulation. While the private sector should continue to play a leading role in the construction and day-to-day management of the Internet, the need for requirements for transparency, accountability and security is becoming more and more prominent. This strategy clarifies the principles that should guide cybersecurity policy in the EU and internationally.

**The EU’s core values apply as much in the digital as in the physical world**

The same laws and norms that apply in other areas of our day-to-day lives apply also in the cyber domain.

**Protecting fundamental rights, freedom of expression, personal data and privacy**

Cybersecurity can only be sound and effective if it is based on fundamental rights and freedoms as enshrined in the Charter of Fundamental Rights of the European Union and EU core values. Reciprocally, individuals’ rights cannot be secured without safe networks and systems. Any information sharing for the purposes of cyber security, when personal data is at stake, should be compliant with EU data protection law and take full account of the individuals’ rights in this field.

**Access for all**

Limited or no access to the Internet and digital illiteracy constitute a disadvantage to citizens, given how much the digital world pervades activity within society. Everyone should be able to access the Internet and to an unhindered flow of information. The Internet’s integrity and security must be guaranteed to allow safe access for all.

**Democratic and efficient multi-stakeholder governance**

The digital world is not controlled by a single entity. There are currently several stakeholders, of which many are commercial and non-governmental entities, involved in the day-to-day management of Internet resources, protocols and standards and in the future development of the Internet. The EU reaffirms the importance of all stakeholders in
the current Internet governance model and supports this multi-stakeholder governance approach.

A shared responsibility to ensure security

The growing dependency on information and communications technologies in all domains of human life has led to vulnerabilities which need to be properly defined, thoroughly analysed, remedied or reduced. All relevant actors, whether public authorities, the private sector or individual citizens, need to recognise this shared responsibility, take action to protect themselves and if necessary ensure a coordinated response to strengthen cybersecurity.

2. Strategic priorities and actions

The EU should safeguard an online environment providing the highest possible freedom and security for the benefit of everyone. While acknowledging that it is predominantly the task of Member States to deal with security challenges in cyberspace, this strategy proposes specific actions that can enhance the EU’s overall performance. These actions are both short and long term, they include a variety of policy tools and involve different types of actors, be it the EU institutions, Member States or industry.

The EU vision presented in this strategy is articulated in five strategic priorities, which address the challenges highlighted above:

- Achieving cyber resilience
- Drastically reducing cybercrime
- Developing cyberdefence policy and capabilities related to the Common Security and Defence Policy (CSDP)
- Develop the industrial and technological resources for cybersecurity
- Establish a coherent international cyberspace policy for the European Union and promote core EU values

2.1. Achieving cyber resilience

To promote cyber resilience in the EU, both public authorities and the private sector must develop capabilities and cooperate effectively. Building on the positive results achieved via the activities carried out to date further EU action can help in particular to counter cyber risks and threats having a cross-border dimension, and contribute to
a coordinated response in emergency situations. This will strongly support the good functioning of the internal market and boost the internal security of the EU.

Europe will remain vulnerable without a substantial effort to enhance public and private capacities, resources and processes to prevent, detect and handle cyber security incidents. This is why the Commission has developed a policy on Network and Information Security (NIS). The European Network and Information Security Agency ENISA was established in 2004 and a new Regulation to strengthen ENISA and modernise its mandate is being negotiated by Council and Parliament. In addition, the Framework Directive for electronic communications requires providers of electronic communications to appropriately manage the risks to their networks and to report significant security breaches. Also, the EU data protection legislation requires data controllers to ensure data protection requirements and safeguards, including measures related to security, and in the field of publicly available e-communication services, data controllers have to notify incidents involving a breach of personal data to the competent national authorities.

Despite progress based on voluntary commitments, there are still gaps across the EU, notably in terms of national capabilities, coordination in cases of incidents spanning across borders, and in terms of private sector involvement and preparedness. This strategy is accompanied by a proposal for legislation to notably:

- establish common minimum requirements for NIS at national level which would oblige Member States to: designate national competent authorities for NIS; set up a well-functioning CERT; and adopt a national NIS strategy and a national NIS cooperation plan. Capacity building and coordination also concern the EU institutions: a Computer Emergency Response Team responsible for the security of the IT systems of the EU institutions, agencies and bodies (“CERT-EU”) was permanently established in 2012.

- set up coordinated prevention, detection, mitigation and response mechanisms, enabling information sharing and mutual assistance amongst the national NIS competent authorities. National NIS competent authorities will be asked to ensure appropriate EU-wide cooperation, notably on the basis of a Union NIS cooperation plan, designed to respond to cyber incidents with cross-border dimension. This cooperation will also build upon the progress made in the context of the “European Forum for Member States (EFMS)”, which has held productive discussions and exchanges on NIS public policy and can be integrated in the cooperation mechanism once in place.

- improve preparedness and engagement of the private sector. Since the large majority of network and information systems are privately owned and
operated, improving engagement with the private sector to foster cybersecurity is crucial. The private sector should develop, at technical level, its own cyber resilience capacities and share best practices across sectors. The tools developed by industry to respond to incidents, identify causes and conduct forensic investigations should also benefit the public sector.

However, private actors still lack effective incentives to provide reliable data on the existence or impact of NIS incidents, to embrace a risk management culture or to invest in security solutions. The proposed legislation therefore aims at making sure that players in a number of key areas (namely energy, transport, banking, stock exchanges, and enablers of key Internet services, as well as public administrations) assess the cybersecurity risks they face, ensure networks and information systems are reliable and resilient via appropriate risk management, and share the identified information with the national NIS competent authorities. The take up of a cybersecurity culture could enhance business opportunities and competitiveness in the private sector, which could make cybersecurity a selling point.

Those entities would have to report, to the national NIS competent authorities, incidents with a significant impact on the continuity of core services and supply of goods relying on network and information systems.

National NIS competent authorities should collaborate and exchange information with other regulatory bodies, and in particular personal data protection authorities. NIS competent authorities should in turn report incidents of a suspected serious criminal nature to law enforcement authorities. The national competent authorities should also regularly publish on a dedicated website unclassified information about on-going early warnings on incidents and risks and on coordinated responses. Legal obligations should neither substitute, nor prevent, developing informal and voluntary cooperation, including between public and private sectors, to boost security levels and exchange information and best practices. In particular, the European Public-Private Partnership for Resilience (EP3R) is a sound and valid platform at EU level and should be further developed.

The Connecting Europe Facility (CEF) would provide financial support for key infrastructure, linking up Member States’ NIS capabilities and so making it easier to cooperate across the EU.

Finally, cyber incident exercises at EU level are essential to simulate cooperation among the Member States and the private sector. The first exercise involving the Member States was carried out in 2010 (“Cyber Europe 2010”) and a second exercise, involving also the private sector, took place in October 2012 (“Cyber Europe 2012”). An EU-US table top
exercise was carried out in November 2011 ("Cyber Atlantic 2011"). Further exercises are planned for the coming years, including with international partners.

**The Commission will:**

- Continue its activities, carried out by the Joint Research Centre in close coordination with Member States authorities and critical infrastructure owners and operators, on identifying NIS vulnerabilities of European critical infrastructure and encouraging the development of resilient systems.

- Launch an EU-funded pilot project early in 2013 on **fighting botnets and malware**, to provide a framework for coordination and cooperation between EU Member States, private sector organisations such as Internet Service Providers, and international partners.

**The Commission asks ENISA to:**

- Assist the Member States in developing strong **national cyber resilience capabilities**, notably by building expertise on security and resilience of industrial control systems, transport and energy infrastructure.

- Examine in 2013 the feasibility of Computer Security Incident Response Team(s) for Industrial Control Systems (ICS-CSIRTs) for the EU.

- Continue supporting the Member States and the EU institutions in carrying out regular **pan-European cyber incident exercises** which will also constitute the operational basis for the EU participation in international cyber incident exercises.

**The Commission invites the European Parliament and the Council to:**

- Swiftly **adopt** the proposal for a Directive on a **common high level of Network and Information Security (NIS)** across the Union, addressing national capabilities and preparedness, EU-level cooperation, take up of risk management practices and information sharing on NIS.

**The Commission asks industry to:**

- Take leadership in **investing** in a high level of cybersecurity and develop best practices and information sharing at sector level and with public authorities with the view of ensuring a strong and effective protection of assets and individuals, in particular through public-private partnerships like EP3R and Trust in Digital Life (TDL).
Raising awareness

Ensuring cybersecurity is a common responsibility. End users play a crucial role in ensuring the security of networks and information systems: they need to be made aware of the risks they face online and be empowered to take simple steps to guard against them.

Several initiatives have been developed in recent years and should be continued. In particular, ENISA has been involved in raising awareness through publishing reports, organising expert workshops and developing public-private partnerships. Europol, Eurojust and national data protection authorities are also active in raising awareness. In October 2012, ENISA, with some Member States, piloted the “European Cybersecurity Month”. Raising awareness is one of the areas the EU-US Working Group on Cybersecurity and Cybercrime is taking forward, and is also essential in the context of the Safer Internet Programme (focused on the safety of children online).

**The Commission asks ENISA to:**

- Propose in 2013 a roadmap for a “Network and Information Security driving licence” as a voluntary certification programme to promote enhanced skills and competence of IT professionals (e.g. website administrators).

**The Commission will:**

- Organise, with the support of ENISA, a cybersecurity **championship** in 2014, where university students will compete in proposing NIS solutions.

**The Commission invites the Member States to:**

- Organise a yearly **cybersecurity month** with the support of ENISA and the involvement of the private sector from 2013 onwards, with the goal to raise awareness among end users. A synchronised EU-US cybersecurity month will be organised starting in 2014.

- **Step up national efforts on NIS education and training**, by introducing: training on NIS in schools by 2014; training on NIS and secure software development and personal data protection for computer science students; and NIS basic training for staff working in public administrations.

**The Commission invites industry to:**

- Promote cybersecurity **awareness at all levels**, both in business practices and in the interface with customers. In particular, industry should reflect on ways to make CEOs and Boards more accountable for ensuring cybersecurity.
2.2. Drastically reducing cybercrime

The more we live in a digital world, the more opportunities for cyber criminals to exploit.

Cybercrime is one of the fastest growing forms of crime, with more than one million people worldwide becoming victims each day. Cybercriminals and cybercrime networks are becoming increasingly sophisticated and we need to have the right operational tools and capabilities to tackle them. Cybercrimes are high-profit and low-risk, and criminals often exploit the anonymity of website domains. Cybercrime knows no borders – the global reach of the Internet means that law enforcement must adopt a coordinated and collaborative cross border approach to respond to this growing threat.

Strong and effective legislation

The EU and the Member States need strong and effective legislation to tackle cybercrime. The Council of Europe Convention on Cybercrime, also known as the Budapest Convention, is a binding international treaty that provides an effective framework for the adoption of national legislation. The EU has already adopted legislation on cybercrime including a Directive on combating the sexual exploitation of children online and child pornography. The EU is also about to agree on a Directive on attacks against information systems, especially through the use of botnets.

The Commission will:

- Ensure swift transposition and implementation of the cybercrime related directives.
- Urge those Member States that have not yet ratified the Council of Europe’s Budapest Convention on Cybercrime to ratify and implement its provisions as early as possible.

Enhanced operational capability to combat cybercrime

The evolution of cybercrime techniques has accelerated rapidly: law enforcement agencies cannot combat cybercrime with outdated operational tools. Currently, not all EU Member States have the operational capability they need to effectively respond to cybercrime. All Member States need effective national cybercrime units.
The Commission will:

- Through its funding programmes, support the Member States to identify gaps and strengthen their capability to investigate and combat cybercrime. The Commission will furthermore support bodies that make the link between research/academia, law enforcement practitioners and the private sector, similar to the on-going work carried out by the Commission-funded Cybercrime Centres of Excellence already set up in some Member States.

- Together with the Member States, coordinate efforts to identify best practices and best available techniques including with the support of JRC to fight cybercrime (e.g. with respect to the development and use of forensic tools or to threat analysis)

- Work closely with the recently launched European Cybercrime Centre (EC3), within Europol and with Eurojust to align such policy approaches with best practices on the operational side.

Improved coordination at EU level

The EU can complement the work of Member States by facilitating a coordinated and collaborative approach, bringing together law enforcement and judicial authorities and public and private stakeholders from the EU and beyond.

The Commission will:

- Support the recently launched European Cybercrime Centre (EC3) as the European focal point in the fight against cybercrime. The EC3 will provide analysis and intelligence, support investigations, provide high level forensics, facilitate cooperation, create channels for information sharing between the competent authorities in the Member States, the private sector and other stakeholders, and gradually serve as a voice for the law enforcement community.

- Support efforts to increase accountability of registrars of domain names and ensure accuracy of information on website ownership notably on the basis of the Law Enforcement Recommendations for the Internet Corporation for Assigned Names and Numbers (ICANN), in compliance with Union law, including the rules on data protection.
· Build on recent legislation to continue strengthening the EU’s efforts to tackle child sexual abuse online. The Commission has adopted a European Strategy for a Better Internet for Children and has, together with EU and non-EU countries, launched a Global Alliance against Child Sexual Abuse Online. The Alliance is a vehicle for further actions from the Member States supported by the Commission and the EC3.

**The Commission asks Europol (EC3) to:**

· Initially focus its analytical and operational support to Member States’ cybercrime investigations, to help dismantle and disrupt cybercrime networks primarily in the areas of child sexual abuse, payment fraud, botnets and intrusion.

· On a regular basis produce strategic and operational reports on trends and emerging threats to identify priorities and target investigative action by cybercrime teams in the Member States.

**The Commission asks the European Police College (CEPOL) in cooperation with Europol to:**

· Coordinate the design and planning of training courses to equip law enforcement with the knowledge and expertise to effectively tackle cybercrime.

**The Commission asks Eurojust to:**

· Identify the main obstacles to judicial cooperation on cybercrime investigations and to coordination between Member States and with third countries and support the investigation and prosecution of cybercrime both at the operational and strategic level as well as training activities in the field.

**The Commission asks Eurojust and Europol (EC3) to:**

· Cooperate closely, inter alia through the exchange of information, in order to increase their effectiveness in combating cybercrime, in accordance with their respective mandates and competence.

2.3. Developing cyberdefence policy and capabilities related to the framework of the Common Security and Defence Policy (CSDP)

Cybersecurity efforts in the EU also involve the cyber defence dimension. To increase the resilience of the communication and information systems supporting Member States’ defence and national security interests, cyberdefence capability development
should concentrate on detection, response and recovery from sophisticated cyber threats.

Given that threats are multifaceted, synergies between civilian and military approaches in protecting critical cyber assets should be enhanced. These efforts should be supported by research and development, and closer cooperation between governments, private sector and academia in the EU. To avoid duplications, the EU will explore possibilities on how the EU and NATO can complement their efforts to heighten the resilience of critical governmental, defence and other information infrastructures on which the members of both organisations depend.

The High Representative will focus on the following key activities and invite the Member States and the European Defence Agency to collaborate:

- Assess operational EU cyberdefence requirements and promote the development of EU cyberdefence capabilities and technologies to address all aspects of capability development - including doctrine, leadership, organisation, personnel, training, technology, infrastructure, logistics and interoperability;

- Develop the EU cyberdefence policy framework to protect networks within CSDP missions and operations, including dynamic risk management, improved threat analysis and information sharing. Improve Cyber Defence Training & Exercise Opportunities for the military in the European and multinational context including the integration of Cyber Defence elements in existing exercise catalogues;

- Promote dialogue and coordination between civilian and military actors in the EU – with particular emphasis on the exchange of good practices, information exchange and early warning, incident response, risk assessment, awareness raising and establishing cybersecurity as a priority.

- Ensure dialogue with international partners, including NATO, other international organisations and multinational Centres of Excellence, to ensure effective defence capabilities, identify areas for cooperation and avoid duplication of efforts.

2.4. Develop industrial and technological resources for cybersecurity

Europe has excellent research and development capacities, but many of the global leaders providing innovative ICT products and services are located outside the EU. There is a risk that Europe not only becomes excessively dependent on ICT produced elsewhere,
but also on security solutions developed outside its frontiers. It is key to ensure that hardware and software components produced in the EU and in third countries that are used in critical services and infrastructure and increasingly in mobile devices are trustworthy, secure and guarantee the protection of personal data.

Promoting a Single Market for cybersecurity products

A high level of security can only be ensured if all in the value chain (e.g. equipment manufacturers, software developers, information society services providers) make security a priority. It seems however that many players still regard security as little more than an additional burden and there is limited demand for security solutions. There need to be appropriate cybersecurity performance requirements implemented across the whole value chain for ICT products used in Europe. The private sector needs incentives to ensure a high level of cybersecurity; for example, labels indicating adequate cybersecurity performance will enable companies with a good cybersecurity performance and track record to make it a selling point and get a competitive edge. Also, the obligations set out in the proposed NIS Directive would significantly contribute to step up business competitiveness in the sectors covered.

A Europe-wide market demand for highly secure products should also be stimulated. First, this strategy aims to increase cooperation and transparency about security in ICT products. It calls for the establishment of a platform, bringing together relevant European public and private stakeholders, to identify good cybersecurity practices across the value chain and create the favourable market conditions for the development and adoption of secure ICT solutions. A prime focus should be to create incentives to carry out appropriate risk management and adopt security standards and solutions, as well as possibly establish voluntary EU-wide certification schemes building on existing schemes in the EU and internationally. The Commission will promote the adoption of coherent approaches among the Member States to avoid disparities causing locational disadvantages for businesses.

Second, the Commission will support the development of security standards and assist with EU-wide voluntary certification schemes in the area of cloud computing, while taking in due account the need to ensure data protection. Work should focus on the security of the supply chain, in particular in critical economic sectors (Industrial Control Systems, energy and transport infrastructure). Such work should build on the on-going standardisation work of the European Standardisation Organisations (CEN, CENELEC and ETSI), of the Cybersecurity Coordination Group (CSCG) as well as on the expertise of ENISA, the Commission and other relevant players.
The Commission will:

- Launch in 2013 a public-private platform on NIS solutions to develop incentives for the adoption of secure ICT solutions and the take-up of good cybersecurity performance to be applied to ICT products used in Europe.

- Propose in 2014 recommendations to ensure cybersecurity across the ICT value chain, drawing on the work of this platform.

- Examine how major providers of ICT hardware and software could inform national competent authorities on detected vulnerabilities that could have significant security-implications.

The Commission asks ENISA to:

- Develop, in cooperation with relevant national competent authorities, relevant stakeholders, International and European standardisation bodies and the European Commission Joint Research Centre, technical guidelines and recommendations for the adoption of NIS standards and good practices in the public and private sectors.

The Commission invites public and private stakeholders to:

- Stimulate the development and adoption of industry-led security standards, technical norms and security-by-design and privacy-by-design principles by ICT product manufacturers and service providers, including cloud providers; new generations of software and hardware should be equipped with stronger, embedded and user-friendly security features.

- Develop industry-led standards for companies’ performance on cybersecurity and improve the information available to the public by developing security labels or kite marks helping the consumer navigate the market.

Fostering R&D investments and innovation

R&D can support a strong industrial policy, promote a trustworthy European ICT industry, boost the internal market and reduce European dependence on foreign technologies. R&D should fill the technology gaps in ICT security, prepare for the next generation of security challenges, take into account the constant evolution of user needs and reap the benefits of dual-use technologies. It should also continue supporting the development of cryptography. This has to be complemented by efforts to translate R&D results into commercial solutions by providing the necessary incentives and putting in place the appropriate policy conditions.
The EU should make the best of the Horizon 2020 Framework Programme for Research and Innovation, to be launched in 2014. The Commission’s proposal contains specific objectives for trustworthy ICT as well as for combating cyber-crime, which are in line with this strategy. Horizon 2020 will support security research related to emerging ICT technologies; provide solutions for end-to-end secure ICT systems, services and applications; provide the incentives for the implementation and adoption of existing solutions; and address interoperability among network and information systems. Specific attention will be drawn at EU level to optimising and better coordinating various funding programmes (Horizon 2020, Internal Security Fund, EDA research including European Framework Cooperation).

**The Commission will:**

- Use Horizon 2020 to address a range of areas in ICT privacy and security, from R&D to innovation and deployment. Horizon 2020 will also develop tools and instruments to fight criminal and terrorist activities targeting the cyber environment.

- Establish mechanisms for better coordination of the research agendas of the European Union institutions and the Member States, and incentivise the Member States to invest more in R&D.

**The Commission invites the Member States to:**

- Develop, by the end of 2013, good practices to use the purchasing power of public administrations (such as via public procurement) to stimulate the development and deployment of security features in ICT products and services.

- Promote early involvement of industry and academia in developing and coordinating solutions. This should be done by making the most of Europe’s Industrial Base and associated R&D technological innovations, and be coordinated between the research agendas of civilian and military organisations;

**The Commission asks Europol and ENISA to:**

- Identify emerging trends and needs in view of evolving cybercrime and cybersecurity patterns so as to develop adequate digital forensic tools and technologies.
The Commission invites public and private stakeholders to:

- Develop, in cooperation with the insurance sector, **harmonised metrics for calculating risk premiums** that would enable companies that have made investments in security to benefit from lower risk premiums.

2.5. Establish a coherent international cyberspace policy for the European Union and promote EU core values

Preserving open, free and secure cyberspace is a global challenge, which the EU should address together with the relevant international partners and organisations, the private sector and civil society.

In its international cyberspace policy, the EU will seek to promote openness and freedom of the Internet, encourage efforts to develop norms of behaviour and apply existing international laws in cyberspace. The EU will also work towards closing the digital divide, and will actively participate in international efforts to build cybersecurity capacity. The EU international engagement in cyber issues will be guided by the EU’s core values of human dignity, freedom, democracy, equality, the rule of law and the respect for fundamental rights.

Mainstreaming cyberspace issues into EU external relations and Common Foreign and Security Policy

The Commission, the High Representative and the Member States should articulate a coherent EU international cyberspace policy, which will be aimed at increased engagement and stronger relations with key international partners and organisations, as well as with civil society and private sector. EU consultations with international partners on cyber issues should be designed, coordinated and implemented to add value to existing bilateral dialogues between the EU’s Member States and third countries. The EU will place a renewed emphasis on dialogue with third countries, with a special focus on like-minded partners that share EU values. It will promote achieving a high level of data protection, including for transfer to a third country of personal data.

To address global challenges in cyberspace, the EU will seek closer cooperation with organisations that are active in this field such as the Council of Europe, OECD, UN, OSCE, NATO, AU, ASEAN and OAS. At bilateral level, cooperation with the United States is particularly important and will be further developed, notably in the context of the EU-US Working Group on Cyber-Security and Cyber-Crime.
One of the major elements of the EU international cyber policy will be to promote cyberspace as an area of freedom and fundamental rights. Expanding access to the Internet should advance democratic reform and its promotion worldwide. Increased global connectivity should not be accompanied by censorship or mass surveillance. The EU should promote corporate social responsibility, and launch international initiatives to improve global coordination in this field.

The responsibility for a more secure cyberspace lies with all players of the global information society, from citizens to governments. The EU supports the efforts to define norms of behaviour in cyberspace that all stakeholders should adhere to. Just as the EU expects citizens to respect civic duties, social responsibilities and laws online, so should states abide by norms and existing laws. On matters of international security, the EU encourages the development of confidence building measures in cybersecurity, to increase transparency and reduce the risk of misperceptions in state behaviour.

The EU does not call for the creation of new international legal instruments for cyber issues.

The legal obligations enshrined in the International Covenant on Civil and Political Rights, the European Convention on Human Rights and the EU Charter of Fundamental Rights should be also respected online. The EU will focus on how to ensure that these measures are enforced also in cyberspace.

To address cybercrime, the Budapest Convention is an instrument open for adoption by third countries. It provides a model for drafting national cybercrime legislation and a basis for international co-operation in this field.

If armed conflicts extend to cyberspace, International Humanitarian Law and, as appropriate, Human Rights law will apply to the case at hand. **Developing capacity building on cybersecurity and resilient information infrastructures in third countries**

The smooth functioning of the underlying infrastructures that provide and facilitate communication services will benefit from increased international cooperation. This includes exchanging best practices, sharing information, early warning joint incident management exercises, and so on. The EU will contribute towards this goal by intensifying the on-going international efforts to strengthen Critical Information Infrastructure Protection (CIIP) cooperation networks involving governments and the private sector.

Not all parts of the world benefit from the positive effects of the Internet, due to a lack of open, secure, interoperable and reliable access. The European Union will therefore continue to support countries’ efforts in their quest to develop the access and use of the Internet for their people, to ensure its integrity and security and to effectively fight cybercrime.
In cooperation with the Member States, the Commission and the High Representative will:

- Work towards a coherent EU International cyberspace policy to increase engagement with key international partners and organisations, to mainstream cyber issues into CFSP, and to improve coordination of global cyber issues;

- Support the development of norms of behaviour and confidence building measures in cybersecurity. Facilitate dialogues on how to apply existing international law in cyberspace and promote the Budapest Convention to address cybercrime;

- Support the promotion and protection of fundamental rights, including access to information and freedom of expression, focusing on: a) developing new public guidelines on freedom of expression online and offline; b) monitoring the export of products or services that might be used for censorship or mass surveillance online; c) developing measures and tools to expand Internet access, openness and resilience to address censorship or mass surveillance by communication technology; d) empowering stakeholders to use communication technology to promote fundamental rights;

- Engage with international partners and organisations, the private sector and civil society to support global capacity-building in third countries to improve access to information and to an open Internet, to prevent and counter cyber threats, including accidental events, cybercrime and cyber terrorism, and to develop donor coordination for steering capacity-building efforts;

- Utilise different EU aid instruments for cybersecurity capacity building, including assisting the training of law enforcement, judicial and technical personnel to address cyber threats; as well as supporting the creation of relevant national policies, strategies and institutions in third countries;

- Increase policy coordination and information sharing through the international Critical Information Infrastructure Protection networks such as the Meridian network, cooperation among NIS competent authorities and others.

3. Roles and responsibilities

Cyber incidents do not stop at borders in the interconnected digital economy and society. All actors, from NIS competent authorities, CERTs and law enforcement to industry, must take responsibility both nationally and at EU-level and work together to strengthen cybersecurity.
As different legal frameworks and jurisdictions may be involved, a key challenge for the EU is to clarify the roles and responsibilities of the many actors involved.

Given the complexity of the issue and the diverse range of actors involved, centralised, European supervision is not the answer. National governments are best placed to organise the prevention and response to cyber incidents and attacks and to establish contacts and networks with the private sector and the general public across their established policy streams and legal frameworks. At the same time, due to the potential or actual borderless nature of the risks, an effective national response would often require EU-level involvement. To address cybersecurity in a comprehensive fashion, activities should span across three key pillars—NIS, law enforcement, and defence—which also operate within different legal frameworks:
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### 3.1. Coordination between NIS competent authorities/CERTs, law enforcement and Defence

#### National level

Member States should have, either already today or as a result of this strategy, structures to deal with cyber resilience, cybercrime and defence; and they should reach the required level of capability to deal with cyber incidents. However, given that a number of entities may have operational responsibilities over different dimensions of cybersecurity, and given the importance of involving the private sector, coordination at national level should be optimised across ministries. Member States should set out in their national cybersecurity strategies the roles and responsibilities of their various national entities.

Information sharing between national entities and with the private sector should be encouraged, to enable the Member States and the private sector to maintain an overall view of different threats and get a better understanding of new trends and techniques.
used both to commit cyber-attacks and react to them more swiftly. By establishing national NIS cooperation plans to be activated in the case of cyber incidents, the Member States should be able to clearly allocate roles and responsibilities and optimise response actions.

**EU level**

Just as at national level, there are at EU level a number of actors dealing with cybersecurity. In particular, the ENISA, Europol/EC3 and the EDA are three agencies active from the perspective of NIS, law enforcement and defence respectively. These agencies have Management Boards where the Member States are represented, and offer platforms for coordination at EU level.

Coordination and collaboration will be encouraged among ENISA, Europol/EC3 and EDA in a number of areas where they are jointly involved, notably in terms of trends analysis, risk assessment, training and sharing of best practices. They should collaborate while preserving their specificities. These agencies together with CERT-EU, the Commission and the Member States should support the development of a trusted community of technical and policy experts in this field.

Informal channels for coordination and collaboration will be complemented by more structural links. EU military staff and the EDA cyber defence project team can be used as the vector for coordination in defence. The Programme Board of Europol/EC3 will bring together among others the EUROJUST, CEPOL, the Member States, ENISA and the Commission, and offer the chance to share their distinct know-how and to make sure EC3’s actions are carried out in partnership, recognising the added expertise and respecting the mandates of all stakeholders. The new mandate of ENISA should make it possible to increase its links with Europol and to reinforce links with industry stakeholders. Most importantly, the Commission’s legislative proposal on NIS would establish a cooperation framework via a network of national NIS competent authorities and address information sharing between NIS and law enforcement authorities.

**International**

The Commission and the High Representative ensure, together with the Member States, coordinated international action in the field of cybersecurity. In so doing, the Commission and the High Representative will uphold EU core values and promote a peaceful, open and transparent use of cyber technologies. The Commission, the High Representative and the Member States engage in policy dialogue with international partners and with international organisations such as Council of Europe, OECD, OSCE, NATO and UN.
3.2. EU support in case of a major cyber incident or attack

Major cyber incidents or attacks are likely to have an impact on EU governments, business and individuals. As a result of this strategy, and in particular the proposed directive on NIS, the prevention, detection and response to cyber incidents should improve and Member States and the Commission should keep each other more closely informed about major cyber incidents or attacks. However, the response mechanisms will differ depending on the nature, magnitude and cross-border implications of the incident.

If the incident has a serious impact on the business continuity, the NIS directive proposes that national or Union NIS cooperation plans be triggered, depending on the cross-border nature of information and support. This would enable preservation and/or restoration of affected networks and services.

If the incident seems to relate to a crime, Europol/EC3 should be informed so that they – together with the law enforcement authorities from the affected countries – can launch an investigation, preserve the evidence, identify the perpetrators and ultimately make sure they are prosecuted.

If the incident seems to relate to cyber espionage or a state-sponsored attack, or has national security implications, national security and defence authorities will alert their relevant counterparts, so that they know they are under attack and can defend themselves. Early warning mechanisms will then be activated and, if required, so will crisis management or other procedures. A particularly serious cyber incident or attack could constitute sufficient ground for a Member State to invoke the EU Solidarity Clause (Article 222 of the Treaty on the Functioning of the European Union).

If the incident seems having compromised personal data, the national Data Protection Authorities or the national regulatory authority pursuant to Directive 2002/58/EC should be involved.

Finally, the handling of cyber incidents and attacks will benefit from contact networks and support from international partners. This may include technical mitigation, criminal investigation, or activation of crisis management response mechanisms.

4. Conclusion and follow-up

This proposed cybersecurity strategy of the European Union, put forward by the Commission and the High Representative of the Union for Foreign Affairs and Security Policy, outlines the EU’s vision and the actions required, based on strongly protecting and promoting citizens’ rights, to make the EU’s online environment the safest in the world.
This vision can only be realised through a true partnership, between many actors, to take responsibility and meet the challenges ahead.

The Commission and the High Representative therefore invite the Council and the European Parliament to endorse the strategy and to help deliver the outlined actions. Strong support and commitment is also needed from the private sector and civil society, who are key actors to enhance our level of security and safeguard citizens’ rights.

The time to act is now. The Commission and the High Representative are determined to work together with all actors to deliver the security needed for Europe. To ensure that the strategy is being implemented promptly and assessed in the face of possible developments, they will gather together all relevant parties in a high-level conference and assess progress in 12 months.
EEAS Review

Foreword

“In fulfilling his mandate the HR shall be assisted by a European External Action Service”

Article 27.3 TEU

As part of the political decision that enabled us to set up the EEAS, I was invited to review how the service was working and present a report in the summer of 2013.

At that time it seemed a long way off. We were at the very beginning of what needed to be done and grappling with what could be done.

Despite the length of the negotiations on the Constitution and then the Lisbon Treaty nothing had been put in place to make the EEAS a reality – in part because of the legal and political uncertainty surrounding the process.

There is much that could be written about those early days – and of the extraordinary events that took place as we started to build the service, turning a few words in the Lisbon Treaty into a global foreign policy service of 3,400 staff and 139 Delegations. I have likened it to trying to fly a plane while still bolting the wings on. The institutional challenges, and sometimes battles, were many. Different ideas on how the service should work and what impact it would have on existing institutions led to difficult decisions and sometimes lost opportunities.

For the people who joined this newly created service there were great challenges. Delegations in the field had to transform themselves overnight taking on new roles with no extra resources and without consolidated instructions or advice. For Brussels-based staff there followed a period of enormous uncertainty about their role in the new organisation and how they would relate to its new culture. For Member State diplomats there was the challenge of taking on new obligations and expectations.

It was, in a word, tough.
And against that tough beginning expectations were high, the world did not wait for a service to exist – challenges in our own neighbourhood and beyond demanded a European response. And all this was against an economic backdrop that made investment in the service more difficult.

This review sets out some of the lessons we have learned. We have sought to make the best use of scarce financial resources – and also to meet expectations that the EU should support progress towards democracy and prosperity in countries as varied as Libya and Somalia, Iraq and Afghanistan, Mali and Myanmar/Burma.

We are guided by our conviction that Europe has a special role to play in today’s world. Our own recent history reminds us of the horrors of conflict and tyranny – and shows how prosperous, open societies can be built when those horrors are banished. One of the ambitions I encounter most frequently when I meet people struggling for justice and democracy is: “We want the same freedoms as you: please help us to achieve them”. The trust that people around the world are willing to place in us should not be underestimated. It is a vital asset. But that is not the only reason to engage with third countries. The hard truth that we must not avoid is that conflicts thousands of miles from our borders can damage our interests, while the spread of peace, prosperity and democracy around the world is good for Europe.

I am proud of what we have achieved so far. With the support of Member States in the Council, the European Commission and the European Parliament, the EEAS has developed into a modern and operational foreign policy service, equipped to promote EU interests and values in our relations with the rest of the world. Although much remains to be done, we can see the benefits of the comprehensive approach in the Balkans, the Middle East and North Africa, the crises in Africa, in support of the transition in Myanmar/Burma and in many other parts of the world.

Europe’s role in the world is one of the major challenges of the 21st century. The EEAS is but one component of Europe’s response to this global challenge. We seek to co-operate with, but not replace, the important work done by Member States. The EEAS seeks to add value by being more than a foreign ministry – combining elements of a development and of a defence ministry. The EEAS can be a catalyst to bring together the foreign policies of Member States and strengthen the position of the EU in the world.

This review reflects on what works and what doesn’t. It identifies short and medium term issues and makes recommendations to the Council, the Commission and the Parliament. While the list of issues we raise here is not exhaustive and certainly not the last word in good ideas, I believe all of these proposals are important and necessary.

A lot of people have contributed their ideas and views – from Delegations across the world, Brussels-based staff, Commission, Council, Member States, the European
Parliament, think tanks, NGOs and individuals. I thank you all. Not all of them are incorporated here – in the end these are the issues that I think should be focused on now. In particular, the quality of the staff of the EEAS and the CSDP missions has been key to the progress we have made together over the last months. I am grateful to all of them for their support and professionalism during this difficult time, especially those working in challenging and dangerous environments far from home.

Over the coming months there will be time to consider the changes that I believe should be made. If we use this review to make sure the foundations of the service are as strong as possible then the capacity for the HR/VP and of the service to be more effective will be greater in the future.

_Catherine Ashton_
_July 2013_

**The EEAS**

It is important in this review not to lose sight of what the EEAS is for and what we mean by European foreign policy as distinct from the individual foreign policies of Member States. It is something new and unique that brings together all of the policies and levers at the EU’s collective disposal and allows them to be focused on building influence and delivering results across the world to promote EU values and interests. The EEAS is not a European Ministry of Foreign Affairs designed to replace Member States’ ministries. Nor is it a foreign policy department of the General Secretariat of the Council, or a revamped version of the former Directorate General for External Relations of the Commission with additional development and CFSP competences. Based on the central concept of the comprehensive approach, the main strengths of the EEAS are:

- a global coverage of all geographical and thematic issues, supported by an network of 139 EU delegations representing the EU in 163 third countries and international institutions. In more than 70 places where the EU has a Delegation there are fewer than 10 Member States represented and 50 countries where there are fewer than 5 Member States. The EU combined is the world’s largest economy of over half a billion people. In today’s world size and weight matter: collectively the EU can achieve things that no Member State individually is able to do;

- the capacity to engage strongly in support of key policy priorities, in particular in the neighbourhood to the south and to the east where the EU has influence and leverage to promote and to deliver change;
an increasingly close partnership with the national diplomatic services of Member States, both in Brussels and in third countries, which is vital to an effective division of labour and efficient use of resources.

The EEAS ensures effective and timely delivery of EU foreign policy through a global network of EU delegations, crisis management structures and CSDP missions. Equally, the EEAS should provide strong and effective coordination of EU external policies, including trade, development and other global issues like energy security, climate change and migration. EU delegations are the operational focus of the service, working with national embassies of Member States in third countries and multilateral fora on the basis of trust, cooperation and burden sharing in all fields.

As the Service has been established the key elements of EU foreign policy have become clearer. At the beginning of the mandate the HR/VP set out three priorities: (a) establishing the Service; (b) the neighbourhood; and (c) strategic partners. Three main elements of EU foreign policy have emerged from the first two years of operation of the service: (I) the neighbourhood where the EU has all of the policies and instruments at its disposal to effect lasting change; (II) the Comprehensive Approach – which makes the EU uniquely able to tackle all aspects of a foreign policy issue and (III) those international issues where only the EU’s collective weight allow us to play a lead role in today’s globalised world.

The EEAS supports the High Representative in delivering Common Foreign and Security Policy and in ensuring the consistency of the Union’s external relations, in her roles as chair of Foreign Affairs Council and Vice President of the Commission. The EEAS also provides support for the President of the European Council, the President of the European Commission and other Commissioners in their work on external relations (including in the preparation of policy papers, briefing files and preparation of Summits and other high-level meetings and visits). Co-operation between the EEAS and the European Parliament is strong, through the Declaration on Political Accountability and through the support EU delegations provide to Members of the Parliament when they travel.

I. The Organisation of the EEAS

Under this part of the review the focus will be on the structure of the service. The organisogram of 1 January 2011 was designed for the start-up phase and reflected both the way that the service was created from pre-existing assets and also the new tasks that it would need to perform in terms of merging the roles previously done by the Commission, Council Secretariat and 6 month rotating Presidency of the Council on CFSP, CSDP and external relations issues. Now that the service is up and running and in the light of
experience changes can be proposed. In some cases – for example the identification and transfer of posts from headquarters to reinforce the Delegations network around the world – this work has already begun.

Structure of the EEAS

The current structure of EEAS Headquarters was agreed in early 2011 and flows from Article 4 of the EEAS Decision. The senior management of the service consists of the four members of the Corporate Board (the Executive Secretary General, Chief Operating Officer and two Deputy Secretaries General), eight Managing Directors with specific geographic or thematic responsibilities, the Director General of the EU Military staff and the directors of the other CSDP departments reporting directly to the High Representative.

The Corporate Board

The EEAS was established by means of a bloc transfer of staff from the Commission and Council Secretariat (Annex I of the EEAS Decision) supplemented with a small allocation of new posts to allow for the recruitment of national Diplomats from Member States. This posed complex challenges of combining different traditions and organisational cultures alongside the difficult task and on-going inter-institutional negotiations linked to setting up the service. For this reason the start-up EEAS included a strong and experienced senior management team including a top structure containing two posts – Executive Secretary General and Chief Operating Officer supported by two Deputy Secretaries General. Both carried unique responsibilities but together they ensured global coverage on all the key political, economic and inter-institutional issues.

For the next phase of the EEAS, the necessity to have both posts will be less compelling. Both the present incumbents agree that a recommendation for the future would be to merge the roles creating a single Secretary General post (supported as necessary by the MD for Administration on resource and organisational issues). The Secretary General should continue to be able to call directly on two deputies to ensure global coverage reflecting the needs of the organisation.

Managing Directorates

The structure chosen for the start-up phase – geographical and thematic Managing Directorates – was a logical choice. However in some cases there is scope for combining posts as they become vacant for example where different geographical areas are covered by the same policy instruments.
Approximately 70% of staff arrived as part of the bloc transfer with their current grades which affected the capacity to design a new organisation. Member states had high expectations for their role in providing additional staff especially at senior level.

The Organigram reflects these realities. However it is clear that for the future the structure should change. The EEAS has already proposed a reduction in the number of the senior posts [AD15/16] by 11 in the 2014 budget. There is some scope for further reductions. But there is also a need for reallocation of posts to strengthen cross-cutting functions such as policy planning and to create short-term contract posts to help the service to regularise the anomalous status of EUSRs. The number of Managing Directorates should therefore be reduced in the next mandate and more responsibility given to Director-level posts. This should be implemented at the same time as the reform of the Corporate Board set out above.

EU Special Representatives (EUSRs)

The current status of EUSR is an anomaly post Lisbon. These positions were originally created by the Council linked to specific crises or situations in the era when there was no EEAS and only the Commission had Delegations around the world. With the Lisbon Treaty, the network of 139 EU Delegations has been brought under the authority of the HR/VP (Article 221) and represent the Union as a whole. At the time of the setting up of the EEAS, EUSRs had little connection to the Delegations or the central services, being housed in a separate building with a relationship primarily to the Member States through the PSC. Though we have changed this substantially more should be done to ensure that Article 33 TEU is implemented in a way that EUSRs are an intrinsic part of the EEAS. There are at present 12 EUSRs including 8 based in Brussels and 4 based in the countries or regions where they are active. In 2012, the total budget of EUSRs and their combined staff of 200 political advisors and administrative support was €28m. The current EUSRs should be fully integrated within the EEAS, while retaining a close link to Member States via the PSC. This pre-supposes however the transfer of their staff and the associated budget to the EEAS. This would also allow for savings to be made in terms of salary levels (all EUSRS are still graded AD16 despite an EEAS proposal to reduce this to AD14).

In any event, it will be important for the EEAS to have flexibility to recruit short-term senior figures (special representatives, co-ordinators or EU envoys) to undertake specific missions as the need arises.
Crisis Management Structures

The EU is highly regarded for our civilian and military missions. While these operate under different mandates there is still a need to improve our coordination. Currently there are 16 missions and operations deploying more than 7,000 military or civilian personnel. Of these 12 are civilian and 4 military operations. For the future development of a Comprehensive Approach to crisis prevention and management we need to ensure that these structures are better integrated into the operation of the EEAS. This includes more effective coordination on the ground between different missions, Delegations, EUSRs and partners.

In support of a more coordinated approach, a Managing Director with specific responsibility for crisis response was appointed, together with the creation of a new 24/7 situation room – merging the work previously done by “watchkeeper” and the open-source monitoring function of the old SitCen, both 24 hour services, thereby making better use of our resources.

The recent creation by the Commission of a 24/7 Emergency Response Centre which brings together Civil Protection and Humanitarian support mirrors this. However an even better use of EU resources would be to combine all of the 24/7 crisis capabilities into a single EU facility. To this end I have proposed that the EEAS Situation Room should be co-located with the Commission ERC to create a single EU ERC generating savings and avoiding duplication.

A crisis management board chaired by the Executive Secretary General and regular Crisis platform meetings coordinate responses across the EU institutions to crisis situations, for example on Mali, CAR, Syria, Yemen and Libya. This means the geographic services meeting with Commission and EEAS departments responsible for conflict prevention, crisis response, peace building, financial support, including humanitarian aid where appropriate, security policy and CSDP.

According to Articles 18 and 27 of the Treaty, the EEAS supports the High Representative in fulfilling her mandate to conduct the Common Foreign and Security Policy, including the Common Security and Defence Policy, both in making proposals for the development of policy and in its implementation as mandated by the Council. The planned European Council debate in December will be a further opportunity to consider ways of strengthening the effectiveness of EU security and defence policies, including whether the EEAS has appropriate internal management structures and the speed and effectiveness of decision-making on CSDP.

The present CSDP system raises a number of questions in terms of (I) the positioning and reporting lines of the relevant EEAS departments in relation to the HR/VP and relations with other parts of the EEAS and (II) the speed and effectiveness of decision-making.
making, in particular in crisis situations. Any change in the basic reporting lines and au-

thority of the High Representative will require a change to the EEAS decision but should

now be considered. In the short term however, internal co-ordination can be reinforced

by giving a clearer mandate to the Secretary General. Without prejudice to the specific

profile and administrative status of military staff within the EUMS, ways should be

explored of making their expertise more widely and directly available to other policy de-

partments in the EEAS (for example by short-term staff loans in both directions), as well

as in EU delegations by expanding the pilot programme of detached security/military

experts. Similarly there is scope to improve synergy between the geographical experts

in the INTCEN and the relevant delegations and policy departments, while preserving

the specific links with the Intelligence Services of Member States. Finally, consideration

should be given to clarifying and streamlining responsibilities for security policy issues

and for the planning of CSDP missions.

In relation to the speed and effectiveness of decision-making in the area of CSDP,

improvements could be made within the existing legal framework to reduce the number

of intermediate steps of consultation of Council Working Groups in preparation for

the implementation of a mission or joint action. The PSC has recently approved some

proposals from the EEAS on the revision of crisis management procedures, and more

radical steps could be considered for the future. These could include overhauling the

management and procedures for CSDP operations (streamline planning functions for

civilian and military missions; reduce intermediate steps in consultation of Council

working groups). This analysis could also cover the level of decision making for

operational issues, between Council working groups, the EEAS/FPI and the day-to-day

management autonomy of missions themselves.

Similarly, despite considerable progress in recent years, a number of additional meas-

ures could be considered to accelerate procurement and improve financial procedures.

Specifically, this could include changes to the financial regulation to bring urgent pre-

paratory and implementation measures for CFSP actions within the fast-track pro-

cedures already available for humanitarian assistance. There is also a strong case for

creating a shared services centre to provide logistical, procurement and administrative

support for all CSDP missions and EUSRs as well as scope to put the employment con-

ditions of the staff of CSDP missions and EUSRs on a sounder footing.

Working Groups

Post Lisbon, the HR/VP appoints the chair of the Political and Security Committee

and the permanent chairs of 16 geographical and thematic working groups in the area

of CFSP and external relations. These arrangements are generally working well and

they ensure close links between the working group chairs and the policy departments
in the EEAS. However there remain a number of Council working groups chaired by the rotating Presidency, in particular the group of External Relations Counsellors, the Development working group, the Africa Caribbean Pacific (ACP) working group, the European Free Trade Area (EFTA) group, the Counter Terrorism Working Group (COTER), the International Public Law Working Group (COJUR) and Athena committee. Given the close relationship between the work of these groups and the policy areas covered by groups already chaired by the EEAS, and in the interest of policy coherence, it would make sense to consider a change in the relevant Council decision to provide permanent chairs for these groups as well (with the transfer of support staff from the Council Secretariat to the EEAS). In addition there should be a special relationship between the EEAS and the Enlargement Working Group (COELA) working group.

II. Functioning of the EEAS

Under this part of the review the focus will be on the systems of the service which includes the internal working of the EEAS and the inter-institutional relationships with the other Brussels institutions.

Policy Coherence and Strategic Thinking.

A central aim of the Lisbon treaty is to strengthen the EU’s capacity to develop a long-term EU strategic framework in the area of external relations. In support of this objective, the EEAS produces a wide range of policy documents:

- draft Council conclusions on specific and topical issues;
- policy papers on key foreign policy issues (e.g. Human Rights Strategy, Communications and country reports under the European Neighbourhood Policy, Sahel Strategy, Caribbean Strategy);
- negotiating mandates for international agreements or contractual relations with third countries. Position papers and preparatory work for Summits and other high level political dialogue meetings;
- policy proposals and financing decisions for joint actions and missions in the context of the European Security and Defence Policy;
- country and regional strategy documents for the programming of external assistance (in co-operation with the relevant Commission services);
- analysis and recommendations on the external dimension of key internal EU policies like energy security, the environment, migration, counter-terrorism and transport.
There is no shortage of building blocks for comprehensive and effective EU external policies, and in many cases these instruments have helped to deliver a high level of consensus between Member States and the EU institutions, and on this basis, a strong and well-coordinated response to foreign policy challenges.

It is not always easy to achieve this since it requires the establishment of linkages between: related geographic or thematic topics; the work in different institutions, and even the different levels of discussion in the Council bodies (European Council, Ministerial Council formations, PSC, thematic working groups). At the same time, the Lisbon Treaty left CFSP intergovernmental and therefore subject to unanimity: in the absence of collective political will and agreement between Member States, this is a limiting factor on decision-making. The longer term perspective of the EEAS allows it to play an important role in policy formulation, brokering and implementation. The EEAS is uniquely well placed in the EU institutional framework to promote the strategic direction of the EU’s external action, in particular with the active involvement of Member States and close co-operation with the Commission as well as the continued support of the European Parliament. With this in mind the EEAS policy planning capability should be reinforced.

Beyond this, there is clearly scope for the EEAS to use its unique position in the EU institutional framework to promote the strategic direction of the EU’s external action, in particular with the active involvement of Member States and close co-operation with the Commission as well as the continued support of the European Parliament. The role of the High Representative in presenting the position of the Foreign Affairs Council in meetings of the European Council is important in this respect. The High Representative, as Vice President of the Commission, could contribute external relations priorities for inclusion in the Commission work programme. Similarly, the EEAS should continue to contribute to the broader work programme of the trio of rotating Presidencies.

More generally, it could be useful to reflect on a new basis for EU strategies or policies to be adopted jointly by Member States, the EEAS and the Commission (e.g. making the linkages between joint papers from the High Representative and the Commission with Council conclusions).

Relations with the Commission

Relations with the Commission are vital to the operation of the service. The Vice President role of the HR/VP gives a clear responsibility within the Commission for “responsibilities incumbent on it in external relations” and “for coordinating other aspects of the Union’s external action” (Art 18(4) TEU). Under the EEAS Decision the EEAS provides information, advice and support to any of the Commissioners who request or need it, and EU Delegations not only offer support to Commissioners and their DGs
when visiting a third country but also host their staff and implement their instructions. For example in 2012 the EEAS prepared more than twice the number of briefings for the President and other members of the Commission as it did for the High Representative. Although it generally works well, there are a number of areas where more could be done to make this relationship work more smoothly.

Within the physical constraints of the triple hatted job, the HR/VP actively participates in meetings of the Commission. Her cabinet and the relevant services of the EEAS are fully involved in the upstream preparatory work for all Commission business, and make an active contribution to issues with an impact on the EU’s external relations. The High Representative also participates in meetings of the External Relations Group of Commissioners (including the President, the Trade Commissioner, the Enlargement Commissioner, the Commissioner for Development policy, the Commissioner for Humanitarian Assistance and the Commissioner for Economic and Monetary Affairs). Unfortunately these meetings have not been held frequently enough. The President of the Commission and the High Representative have recently agreed that the Relex Group of Commissioners should meet more regularly, with the High Representative in the Chair. Meetings will be prepared jointly by the Secretariat General of the Commission and the EEAS.

In addition to the HR/VP and within the overarching strategic objectives defined by her, the EEAS works closely with the Commissioner for Enlargement and the European Neighbourhood Policy and the Commissioner for Development. The division of labour has generally worked well. Designating a Commissioner for the neighbourhood when the geographical responsibilities for these countries were transferred to the HR/VP and EEAS risked confusion. The EEAS has full responsibility for relations with all countries across the globe including the ENP countries where it provides support to both the High Representative and the Enlargement Commissioner and the ACP countries where it provides support to the HRVP and to the Development Commissioner. DG Enlargement has policy lead for relations with pre-accession countries in relation to the enlargement process, while more political aspects of relations with the Western Balkans and Turkey are handled by small geographical teams in the EEAS. DG DEVCO has the policy lead for cross-cutting development programmes. The current arrangements in terms of lead responsibility work mainly because of the good and close working relationships between the HR/VP and her Commissioner colleagues. But the division of responsibilities is potentially unclear and should be clarified. The allocation of portfolio responsibilities in the next Commission presents an opportunity for the President of the Commission to review the situation.

Close co-operation between the EEAS and the Commission is also vital on the various global issues where the external aspects of internal EU policies have a growing foreign
policy dimension. This includes areas such as energy security, environmental protection and climate change, migration issues, counter-terrorism, financial regulation and global economic governance. The EEAS is increasingly expected to provide the Foreign Affairs Council with ideas and policy proposals in these areas. Yet, following the allocation of responsibilities and resources at the creation of the EEAS, virtually all the expertise and capacity to manage the external aspects of these polices remained in the Commission services. The EEAS is not calling into question the lead responsibilities of Commission services in these areas. However, as their political significance and potential impact on the wider foreign policy agenda continues to grow, the EEAS will need to continue to reinforce its capacity to deal with them in future.

With the creation of the EEAS, the Commission created a new Service for Foreign Policy Instruments directly under the authority of the HR/VP with responsibility for the financial management and implementation of operational budgets for Common Foreign and Security Policy, the Instrument for Stability and support for election observation missions. This service is co-located with the services of the EEAS, but remains separate from the EEAS in administrative and functional terms because the Commission has exclusive responsibility for the management of operational chapters of the EU budget. This allows FPI to act as a bridge between the CFSP structures in the EEAS and the central services of the Commission responsible for the overall management of the budget. FPI is bound by the provisions of the EU Financial Regulation which apply to all EU institutions and all EU spending. Although it is not possible to integrate the activities of the FPI fully into the EEAS because of the Treaty responsibilities for the execution of the budget, more efficient and closer working with the EEAS should be explored. There is a strong case for considering a transfer of responsibilities and associated staff for the implementing measures for the EU sanctions regime from FPI into the EEAS or into a joint unit. Equally, there are on-going discussions on transferring responsibilities for external relations communication activities and budgets (including the management of EEAS and delegation websites) from the FPI to the strategic communications division in the EEAS. FPI, as a Commission service reporting directly to the HR/VP, could also be expanded to include a number of other financial programme areas directly linked to core policy objectives of the EEAS, and currently managed by DEVCO. Examples of such programme areas are those under the long-term component of the Instrument for Stability, Election Assistance in third countries (beyond Observation) as well as Human Rights and Democratisation generally (i.e. those covered by the EIDHR instrument).

In January 2012, the EEAS and the Commission agreed detailed working arrangements covering co-operation on instructions and management of work in EU delegations, specific arrangements for joint work on the programming and implementation of the EU external assistance programmes (building on Article 9 of the EEAS Decision), the
division of responsibility for preparation of briefings for Summits and other high-level meetings or visits involving the President of the Commission, the High Representative or other Members of the Commission, as well as co-operation in the area of communication and press work and specific arrangements covering the status of ECHO field offices in relation to EU delegations. These arrangements are working well, particularly in relation to the EU’s external assistance instruments on programming and implementation. Further strengthening of the division for Development Cooperation coordination, for example through the secondment of additional experts from Member States, would help to raise the profile and impact of the EEAS in this area.

Relations with the European Parliament

Co-operation between the EEAS and the European Parliament is provided for under Article 36 TEU and the Declaration on Political Accountability. These arrangements are working well in ensuring proactive and systematic consultation of the appropriate committee of the Parliament before the decisions are taken on CFSP/CSDP actions or missions. Equally the practice of informal exchanges of views with newly appointed Heads of Delegation and EUSRs are helpful for both parties. There are systematic procedures for the EEAS to provide information to the AFET committee in the Parliament on the discussion at each Foreign Affairs Council. Most recently, the Chairman of the AFET Committee was invited to attend parts of the Gymnich informal meeting of Foreign Ministers for specific agenda items, in particular linked to the present review of the EEAS. The annual report on CFSP/ESDP in particular has provided a basis for a regular Plenary debate with the High Representative on these issues.

The High Representative has intensified co-operation with the European Parliament on the identification and planning of election observation missions, including on the choice of Chief Observers, through the Election Co-ordination Group. The EEAS has provided the European Parliament with timely and comprehensive information on progress in negotiations on international agreements covered by Article 218 of the Treaty and has actively developed arrangements for sharing of sensitive information with the Parliament through the Special Committee of security cleared MEPs. Similarly the Joint Consultation Meetings on the CFSP budget have been enhanced and the EEAS has been forthcoming in sharing emerging thinking on the future external assistance instruments and priorities under the next Multi-Annual Financial Framework. Finally, EU delegations have been keen to respond to the needs of the European Parliament in its contacts with third countries and international institutions, in particular in relation to official visits by representatives of the Parliament. The EEAS has also developed its capacities to engage with national parliaments in Member States.
The EEAS review provides an opportunity to take stock of progress with co-operation with the European Parliament, in particular under Article 36 of the Treaty and the Declaration on Political Accountability.

Relations with the Council Secretariat

The position of the HR/VP as a member of the Institutions but also a member of the Council when exercising the function of President of the Foreign Affairs Council is unique in the post Lisbon set-up. Coupled with this the EEAS Decision clearly states that the EEAS supports the HR/VP in the fulfilment of all of her roles. At the time of the creation of the EEAS more than 20 AD posts were retained by the Council Secretariat for residual external policy tasks. There should be a review of the division of labour between the EEAS and the Council Secretariat in support of the work of the Foreign Affairs Council and the foreign policy discussions in the European Council, to ensure a correct allocation of human resources and to avoid duplication. The transitional arrangements agreed pre-Lisbon for support for the HR/VP’s European Council attendance also need to be reviewed to take account of the creation of the EEAS.

Service Level Agreements

When the EEAS was created as a functionally autonomous institution under the terms of the Financial Regulation and the Staff Regulations, it was decided that transfers of staff and other resources from the Commission and the Council Secretariat should be limited to policy departments falling under the future responsibilities of the service. As a result the EEAS received only a very limited transfer of resources for administrative and support services (no posts from outside the previous DG Relex and DG Development from the Commission and a skeleton staff from the Council Secretariat). This was explained by the view that the EEAS should rely on existing administrative and corporate support functions from the Commission and the Council. This support would come from a series of “service level agreements” covering, for example, HR, payroll, building management, IT support and security and administration of travel.

While this has prevented in some cases unnecessary duplication the “one size fits all” of the rules and procedures has been harder to manage as the systems were not adapted at all to the needs of the EEAS.

In addition specific problems have emerged. Whilst the Commission continues with these agreements, there are some activities that could more usefully be transferred to the EEAS (e.g. security inspections for EU delegations). On the other hand, the Council Secretariat has made clear they wish to end the SLA in place. This has created some challenges, for example, with buildings security and the handling of classified information.
It is important that where the Council Secretariat decides to end an SLA that the EEAS receives the corresponding resources to take on the responsibility seamlessly.

Brussels should be the natural location for international events where the EU is driving the agenda. Therefore there is a need to make sure we have the necessary facilities. This requires either the Council to agree to allow the EEAS to use their facilities or the EEAS to be able to create better facilities and/or an arrangement elsewhere in Brussels. In reality there is probably a need for all three possibilities. In particular, the EEAS should be provided with the resources for investment in a permanent in-house facility for such events.

Delegations

With the entry into force of the Treaty of Lisbon, EU Delegations were put under the authority of the HR/VP (Article 221 TFEU) and took on the role of local Presidency assuming responsibilities of local co-ordination with the diplomatic missions of Member States and external representation of EU foreign policy with third countries and multilateral organizations. This enhanced political role for Delegations remains challenging, resources are still limited to perform political tasks and provisions in the underlying Regulations (for example in terms of budget management or flexible use of staff from the Commission) are problematic.

Many delegations have managed the transition without any additional resources (13 have no political section, with the Head of Delegation the only AD official from the EEAS) and the transfer of Presidency responsibilities has gone well. The situation has been more complicated in multilateral delegations (New York, Geneva, Vienna, Paris, Rome, Strasbourg) given the complexity of legal and competence issues and the very heavy workload associated with EU co-ordination meetings. The Resolution in the UN General Assembly on “Participation of the EU in the work of the UN” in May 2011 provides a good basis for the EU to be present and have its voice heard. And the COREPER decision of October 2011 on the general arrangements on handling statements in multilateral fora has provided greater guidance on the respective role of the EEAS, the rotating Presidency and Member States. However, residual legal uncertainties in this area continue.

The EU has 139 delegations. Since the creation of the EEAS, delegations have opened in South Sudan, Libya and Myanmar and will shortly open in the UAE. Delegations have been closed in Suriname and New Caledonia (this will now be a Commission office), and the Delegation in Vanuatu will be closed soon. For each the unanimous approval of the Council and Commission is required and has been given. Yet the current network remains largely the result of past Commission decisions. It is clear that over time there is a need to ensure the EU is fully represented in parts of the world where we
do not currently have Delegations e.g. the Gulf States. This will mean further reallocation of resources from headquarters to abroad. But it will also entail the need for some additional funding. The EIB has shown willingness to partner with the EEAS and to provide a loan facility for building and capital projects. However given current resource constraints, we should also recognise that some areas can be fully covered either from neighbouring Delegations or by a small presence on the ground. This means Member States being ready to allow in some circumstances Chargés d’Affaires (Laos, Gambia, Costa Rica, New Zealand, Trinidad and Tobago and the Solomon Islands) to coordinate the local Presidency function.

More generally, there is huge potential to deepen the debate on the interaction between EU Delegations and national embassies, including innovative approaches to burden sharing and resource allocation. For example, the successful placement of a Spanish diplomat in the EU delegation in Yemen has created savings of up to €500,000 for the national budget. The growing opportunities for pooling activities and sharing resources should be exploited to the full. The resulting savings in national budgets should be a factor in setting the level of resources for the EEAS.

Instructions and management in Delegations

Under the overall authority of the EEAS Heads of Delegation, about 1/3 of staff are employed by the EEAS and 2/3 are employed by the European Commission. Within the EEAS staff, in line with the requirement for recruitment of national diplomats, a growing proportion of AD posts are occupied by staff from the Foreign Ministries of Member States. In general all staff in Delegations are conscious of the need to work together as a single team, while respecting individual roles and responsibilities. As part of the working arrangements between the EEAS and the Commission, there is a degree of flexibility for Commission staff in Delegations to contribute to the political work of the EEAS. And the general principle that both EEAS and Commission services can send instructions directly to Heads of Delegation with a copy to the responsible EEAS geographical desk works well in practice. The co-ordination of human resources management in delegations is less good, following the creation of two separate structures: contacts between the EEAS and the Commission on these issues are channelled through a working group (“EUDEL”) involving the administration of the EEAS and DEVCO and the central services of the Commission; separately an internal Commission working group (“COMDEL”) co-ordinates positions between the various Commission services with staff in delegations. This dual system, leads to multiple debate on the same issues, delays in decision-making and can be an obstacle to direct contacts between the EEAS and Commission services with a stake in Delegations.
Financial circuits in Delegations

Historically the Head of Delegation could delegate to their deputy the day to day management of external assistance programmes and had flexibility in small delegations for commission staff to be involved in the management of administrative expenditure. Since the arrival of the EEAS both are no longer allowed, creating a major administrative burden for Head of Delegation who are therefore often required to devote disproportionate time to signing off on minor transactions.

The EEAS believes it is of paramount importance to solve this quickly and look to this review to effect some change in the shortest possible timescale. Great efforts have been made in dialogue to resolve these issues but to no effect so far.

The EEAS is unable to make proposals of a legislative nature by itself, and must therefore rely on the Commission. The EEAS wishes to see changes to the Financial Regulation that would enable financial “circuits” in delegations to work better. Heads of Delegation raise this issue on a regular basis. While it is important to ensure that proper accountability exists this is an area we should aim to solve. The EEAS therefore recommends that the Commission puts forwards proposals on this at the earliest opportunity.

Cooperation with Member States in Delegations

Co-operation with Member States is based on well-established procedures for regular (at least monthly) meetings at the level of Heads of Mission and numerous co-ordination meetings at other levels (deputy heads of mission, political officers, trade experts, development specialists etc). The system for delivering demarches and making statements locally is working well. In most cases Delegations have put in place systems for information sharing and pooling of political intelligence, leading to increasingly frequent joint reports to Headquarters. This sharing of information, including of classified and sensitive material, should be further improved.

Given the very difficult economic context, the EEAS and Member States have a shared interest in further developing local co-operation in both policy and practical areas. The EEAS strongly supports the principle of co-location of EU Delegations and national embassies, shared logistics, security provision and procurement as well as joint field visits and public diplomacy initiatives. This should be stepped up. The global network of EU delegations offers huge opportunities for closer co-operation and burden sharing with national diplomatic services.

This is particularly relevant in the context of the debate on possible new areas of activity for EU delegations in the future, including consular protection and the further development of the network of security experts. Without prejudice to the political debate for Member States on whether the EEAS should extend into national competence for
consular protection, this is an area for which the Service has very limited resources in headquarters (concentrating on co-ordinating crisis response) and no resources or expertise in delegations. Article 5(9) of the EEAS Decision points to a future role for EU delegations in providing consular protection to citizens of the Union in third countries on a resource-neutral basis. This could only be achieved if the necessary resources and expertise were transferred from Member States. On security expertise in Delegations, the EEAS welcomes the response from some Member States to provide seconded experts from national defence and interior ministries or police services on a cost-free basis in response to an initial pilot project in a limited number of Delegations.

III. Role of the HR/VP

One of the main innovations of the Lisbon Treaty was to transfer the responsibilities of the rotating Presidency in the area of foreign policy to the High Representative and to the EEAS. Thus the High Representative has taken over the chair of the Foreign Affairs Council as well as the Defence Ministers’ Council and the Development Ministers’ meetings. On top of this she has become responsible for the institutional and representational obligations previously handled by the High Representative, the Commissioner for External Relations and the Foreign Minister of the Rotating Presidency.

Deputising for the High Representative

The Lisbon Treaty establishes the responsibilities of the High Representative, combining the tasks previously held by the Foreign Minister of the Member State with the Rotating Presidency, the High Representative/Secretary General of the Council Secretariat and the former Commissioner for External Relations. While the benefits of combining the jobs are clear, experience has clearly shown that this concentration of responsibilities in a single post generates a huge and relentless workload for one person. The HR/VP has to deal with the regular institutional meetings of the Council, the Commission, the European Council, and the European Parliament, as well as a large number of regular engagements with third countries including Summits and political dialogue meetings. At the same time, the High Representative needs to be able to make time to devote to key issues and relationships as underlined by the success of the recent Serbia-Kosovo dialogue.

The current arrangements for other EU representatives to deputise for the High Representative when she is unable to attend a particular meeting or event are ad-hoc and involve the Minister of the rotating Presidency, Members of the Commission with geographic responsibilities, senior EEAS officials and EUSRs. One option would be to formalise these arrangements, including a more direct co-ordinating responsibility on behalf of the Union for the HR/VP over one or more members of the Commission. At
the same time, the High Representative could involve Member States’ foreign ministers in more specific tasks and missions. This approach could be achieved within the existing Treaty and legislative framework, in agreement with the Commission President, in the context of the composition of the next Commission.

An alternative model would be to create a new formal deputy HR/VP position(s). This would have a strong political and symbolic impact and reflect practice in most national Foreign Ministries where political State Secretaries or similar work under the authority of the Minister. It would however be more complex in institutional terms because of the absence of a clear legal basis in the Treaty, and in relation to the debate on the composition of the Commission.

In either model, there is a need to address the question of who represents the High Representative in European Parliament plenary debates, to ensure the best possible information for the Parliament and a real engagement with the EEAS on policy. The High Representative should continue to attend in person whenever possible. Commissioners and Ministers from the rotating Presidency can also make a very valuable contribution. But there are occasionally situations where the person standing in for the High Representative has not personally attended a key meeting or event and where another senior EEAS representative could provide a more informed contribution. It would therefore make sense to revise the Declaration on Political Accountability to allow EP plenary debates to follow the practice in the Foreign Affairs Committee of the Parliament where senior EEAS officials, Heads of Delegation or EU Special Representatives also take the floor.

The HR/VP job’s extensive travel requirements affect her ability to participate in Commission meetings. HR/VP staff participate at every level of decision making and discussion on every aspect of Commission policy – from transport to single market issues. Greater use of modern technology such as enabling the HR/VP to contribute to Commission meetings by video link should be considered for the next Commission.

IV. Performance against targets

Staffing Issues

The EEAS has 3,417 staff divided between headquarters (1,457) and EU delegations (1,960). In addition there are about 3,500 Commission staff working in EU delegations. Within the EEAS staff, there are just over 900 AD posts (538 in HQ and 365 in Delegations). Other staff include 652 AST posts, 363 seconded national experts, 322 contractual agents, and 1,137 local agents in delegations.
In line with Article 6 of the EEAS decision, recruitment to the EEAS has been through a transparent procedure based on merit with the objective of securing staff of the highest standard of ability, efficiency and integrity, while ensuring adequate geographical and gender balance, and a meaningful presence of nationals from all Member States. During the transitional phase following the creation of the EEAS, there has been very good progress towards the objective of reaching the 1/3 target for temporary agents from national diplomatic services in AD posts. Following the decisions in the 2013 rotation exercise, the overall figure is 32.9% with 23.8% in HQ posts and 46.2% in Delegations (including 44% Heads of Delegation). The current imbalance between Headquarters and Delegations is the result of the majority of new posts provided for the EEAS being used to reinforce Delegations. Over time this imbalance will even out, as the EEAS develops new rotation and mobility policies for all staff.

In terms of geographical balance and the meaningful presence of nationals of all Member States in the EEAS, the table in annex 1 provides a complete breakdown of the different categories of staff by nationality. Specifically in terms of the newer Member States who were significantly under-represented in the staff transferred into the EEAS from the services of the Commission and the Council Secretariat, the 12 Member States who joined the EU since 2004 now account for 17.2% official posts in the establishment plan compared with a share of EU population in the order of 20%. The figure is slightly higher for AD posts at 18%. With the current exception of Cyprus, Luxembourg and Slovakia, there is at least one Head of Delegation post occupied by a national of each Member State. And new Member States account for 14% of the overall population of Heads of Delegation – 19 Heads of Delegation are held by nationals of Member States that joined the EU since 2004 (the equivalent figure at the start of the EEAS was launched was only 1 (0.7%)). The EEAS is confident that the existing policy of recruitment on the basis of open competition remains valid and will further strengthen the geographical balance as posts are advertised and filled.

The HR/VP is also strongly committed to progress towards gender balance in the EEAS. The EEAS inherited a predominantly male workforce in the bloc transfer and like national Diplomatic Services, the EEAS faces challenges in attracting well qualified women candidates for senior positions in the Service. Since the creation of the EEAS, the number of women in Head of Delegation posts has more than doubled from 10 to 24 (17%). In Headquarters there are 22 women in management positions of head of division and above which represents 18% of the total. The most senior woman in the Service is Helga Schmid, who as Political Director is leading a network of women managers in the EEAS to encourage and support the professional development of women. Work on improving gender balance and on removing potential barriers to career progression should be intensified.
More generally the EEAS aims at an overall personnel policy that provides equal opportunities and perspectives for all staff. Based on the principle of equal treatment of permanent officials and temporary agents from Member States, the EEAS must remain within the targets of a minimum of 1/3 AD staff from national Diplomatic Services while maintaining at least 60% permanent staff. Now that the 1/3 target is within reach, the EEAS is actively considering the implications for recruitment and career management of temporary agents, the implications for the future mobility policy for internal staff moves within the Service as well as promotion possibilities for temporary agents and the need to publish a sufficient number of vacant posts to ensure the renewal of temporary staff who return to their national service at the end of their postings. The EEAS is convinced of the need to work closely with Member States in relation to the decisions affecting individual national diplomats. The established procedures in the consultative committee for appointments (CCA) provide a good basis for this co-operation, combined with full transparency to Member States through COREPER.

As the EEAS approaches the end of the transitional period for recruitment of national diplomats, it will be necessary to strike a new balance in the human resources policies of the institution. In particular, it is important to give clear and predictable career perspectives to permanent officials in the EEAS, both internally and by promoting a free flow of staff between the EEAS and other EU institutions. Equally it will be important to open up entry-level recruitment to EPSO competitions as soon as the 1/3 target has been reached to ensure the future generation of permanent officials. From 1 July 2013, the EEAS will also publish vacant posts beyond the traditional Treaty sources (EEAS, Member State diplomatic services, Commission and Council Secretariat) to include other EU institutions, including officials from the European Parliament.

Conclusion

This paper presents a range of proposals and suggestions from the High Representative on the organisation and functioning of the External Action Service, based on the relatively limited period of its operations since the adoption the Council Decision establishing the service and the entry into force of the subsequent changes in the financial and staff regulations on 1 January 2011. At this stage, the review deliberately concentrates on policy issues and possible improvements without addressing what these would require in terms of internal organisational changes, modifications in legal texts or other wider issues to be considered as part of the institutional transition in 2014.
Summary of Proposals for Change

Short-term recommendations

Organisation

1. Appoint permanent EEAS chairs for the Council Working Groups in the area of external relations that have remained with the rotating Presidency (Relex Counsellors, Development WG, Africa, Caribbean, Pacific (ACP) Working Group, the EFTA group, the Counter Terrorism Working Group (COTER), the International Public Law Working Group (COJUR) and Athena committee). Review staffing levels devoted to External Relations issues in the Council Secretariat and transfer necessary resources to EEAS. Create a special working relationship between the Enlargement Working Group (COELA) group and the EEAS.

2. Transfer Presidency responsibilities to EU delegations led by chargés d’affaires in Laos, the Gambia, Costa Rica, New Zealand, Trinidad and Tobago and the Solomon Islands;

3. Confirm co-ordinating responsibility for Deputy Secretary General for CSDP and Security Policy and Crisis Prevention departments, including their relations with the rest of the EEAS.

4. Review EUSR mandates and role, to closer integrate them into EEAS structures (HQ and delegations). Revisit the Council guidelines on the appointment, mandate and financing of EUSRs.

5. Strengthen EEAS sanctions team, including transfer of relevant staff from FPI and additional seconded staff from Member States;

6. Reinforce EEAS capacity for external aspects of key EU policies (energy security, environment, migration, fight against terrorism, external economic issues);

7. Strengthen the EEAS Policy Planning capability to work on strategic issues and papers.

8. Co-locate the 24/7 EEAS situation room with the newly created Commission of a 24/7 Emergency Response Centre to create a single EU Crisis Response Centre better using EU resources.
Functioning

9. The High Representative, as Vice President of the Commission, should propose specific external relations proposals for inclusion in the Commission annual work programme;

10. The EEAS should present medium-term strategies for specific regions or thematic issues in line with the established policy priorities, for discussion in the Council according to an agreed timetable. These strategies could also foster more joined-up discussions between discussions at different levels within the Council (European Council, Ministerial meetings, PSC, working groups);

11. The EEAS should contribute to the broader work programme of the trio of rotating Presidencies;

12. Regular meetings of Relex Group of Commissioners chaired by HRVP, supported by joint EEAS – Commission secretariat. Confirm lead co-ordinating role of HRVP, supported by EEAS geographical and thematic services, for all external relations issues.

13. Maintain active EEAS influence on programming of EU external assistance, within existing legal framework. Additional seconded experts from Member States could reinforce EEAS profile and impact;

14. Require all instructions to delegations to pass by Heads of Delegation, copied to the relevant EEAS geographical desk.

15. Promote closer co-ordination between EU delegations and embassies of Member States in third countries, in particular through greater use of joint reports and mutual sharing of information. Ensure full implementation of system for exchange of sensitive and classified information (including with non-resident EU ambassadors).

16. Establish priority list of joint projects for co-location and pooling support services between EU delegations and national embassies (with appropriate cost-sharing arrangements). Examine ways of providing MS national security resources to protect EU delegations on cost recovery basis;

17. Simplify administrative budget of delegations to ensure single source of funding (combining money from EEAS and Commission budgets);

18. Reinforced EEAS-Commission co-ordination on management of resources in delegations (merger of EUDEL and COMDEL structures).
19. Consolidate focal points in all EU delegations to cover key policy areas (e.g. human rights). Further develop network of military and civilian security experts in delegations. Pursue debate on possible consular role of EU delegations, subject to political agreement and additional resources and expertise from Member States.

20. Clarify division of labour between EEAS and Commission/Council Secretariat services with external relations responsibilities to improve efficiency and eliminate duplication. Any necessary staff transfers could be addressed in the 2014 budget procedure.

21. Review Service Level Agreements with Commission and Council Secretariat and the allocation of resources to address known problem areas (e.g. use of Council meeting rooms for conferences and political dialogue, transfer of secure communication systems, resources for security in third countries).

22. Review priorities and seek to streamline formal political dialogue meetings at Ministerial and senior official level. Meetings should be scheduled on the basis of the substance to be discussed.

**Staffing**

23. Human resources policies to keep balance of permanent officials and temporary agents stable at all levels in relation to 1/3 target for national diplomats and 60% minimum for officials (based on principle of equal treatment, ensuring attractive career prospects for all). Publication of posts to the three Treaty sources adapted to needs in terms of turnover of existing temporary agents.

24. Specific policy on status and management of temporary agents from Member States to cover contract duration/renewal, access to mobility and rotation policies for EEAS posts, grading, promotion and reclassification and re-integration into national foreign ministries.

25. Sustained efforts to address residual issues on geographical balance and achieving a meaningful presence of national of all Member States;

26. Additional measures to promote gender balance.
Medium-term recommendations

Organisation

1. Overhaul management and procedures for CSDP operations (streamline planning functions for civilian and military missions; reduce intermediate steps in consultation of Council working groups; simplified procurement and financial procedures). The December European Council debate on security and defence could also cover structural issues (e.g. integration of CSDP structures within the EEAS, reporting lines, mission support);

2. Create a shared services centre to provide logistical, procurement and administrative support for all CSDP missions and EUSRs.

3. Clarify system of political deput(ies) for the High Representative (either within EEAS structures or through clearer responsibility for HRVP over other Commissioners). Conclude formal arrangements for existing practice where Foreign Ministers, members of the Commission and senior EEAS officials can deputise for the HRVP (including having formal representation rights in EP, Council and Commission meetings);

4. In future allocation of Commission portfolios, strengthen HRVP position in Commission decision-making on external assistance programmes, to ensure optimal coherence with EU foreign policy priorities and clarify the HR/VP’s lead responsibility for relations with Western Balkans and ENP countries.

5. Streamline EEAS top management structure, in particular the composition of the Corporate Board and the division of labour between Managing Directors and Directors. Merge posts of Executive Secretary General and Chief Operating Officer into a single post of Secretary General; reduce number of Managing Directors.

Functioning

6. As part of the forthcoming institutional transition, revise the HRVP declaration on political accountability (e.g. to address who can represent HRVP in EP debates; intensify EP input to upstream policy planning; access to classified information, including political reporting from EU delegations; support for EP visits in third countries);

7. Modify Financial Regulation to address problems of dual financial circuits in delegations
8. Review roles of Commission Accountant and Internal Audit Service in relation to financial management of EEAS

9. Address residual competence issues to ensure that EEAS and EU delegations are the single channel for EU external relations issues, including in areas of mixed competence and in multilateral fora including the UN system, OSCE etc.

Annex 1

<table>
<thead>
<tr>
<th>Countries</th>
<th>Member State diplomats</th>
<th>%</th>
<th>AD Officials</th>
<th>%</th>
<th>Total</th>
<th>%</th>
<th>AST staff as of 20 June 2013</th>
<th>Contract agents as of 20 June 2013</th>
</tr>
</thead>
<tbody>
<tr>
<td>Austria</td>
<td>11</td>
<td>1,2%</td>
<td>17</td>
<td>1,8%</td>
<td>28</td>
<td>3,0%</td>
<td>11</td>
<td>7</td>
</tr>
<tr>
<td>Belgium</td>
<td>16</td>
<td>1,7%</td>
<td>49</td>
<td>5,2%</td>
<td>65</td>
<td>7,0%</td>
<td>166</td>
<td>85</td>
</tr>
<tr>
<td>Bulgaria</td>
<td>10</td>
<td>1,1%</td>
<td>3</td>
<td>0,3%</td>
<td>13</td>
<td>1,4%</td>
<td>5</td>
<td>5</td>
</tr>
<tr>
<td>Cyprus</td>
<td>1</td>
<td>0,1%</td>
<td>3</td>
<td>0,3%</td>
<td>4</td>
<td>0,4%</td>
<td>2</td>
<td>0</td>
</tr>
<tr>
<td>Czech rep.</td>
<td>12</td>
<td>1,3%</td>
<td>11</td>
<td>1,2%</td>
<td>23</td>
<td>2,5%</td>
<td>13</td>
<td>2</td>
</tr>
<tr>
<td>Denmark</td>
<td>10</td>
<td>1,1%</td>
<td>17</td>
<td>1,8%</td>
<td>27</td>
<td>2,9%</td>
<td>16</td>
<td>1</td>
</tr>
<tr>
<td>Estonia</td>
<td>7</td>
<td>0,7%</td>
<td>5</td>
<td>0,5%</td>
<td>12</td>
<td>1,3%</td>
<td>10</td>
<td>0</td>
</tr>
<tr>
<td>Finland</td>
<td>7</td>
<td>0,7%</td>
<td>13</td>
<td>1,4%</td>
<td>20</td>
<td>2,1%</td>
<td>17</td>
<td>4</td>
</tr>
<tr>
<td>France</td>
<td>39</td>
<td>4,2%</td>
<td>83</td>
<td>8,9%</td>
<td>122</td>
<td>13,0%</td>
<td>51</td>
<td>68</td>
</tr>
<tr>
<td>Germany</td>
<td>22</td>
<td>2,4%</td>
<td>69</td>
<td>7,4%</td>
<td>91</td>
<td>9,7%</td>
<td>42</td>
<td>19</td>
</tr>
<tr>
<td>Greece</td>
<td>9</td>
<td>1,0%</td>
<td>26</td>
<td>2,8%</td>
<td>35</td>
<td>3,7%</td>
<td>28</td>
<td>3</td>
</tr>
<tr>
<td>Hungary</td>
<td>11</td>
<td>1,2%</td>
<td>10</td>
<td>1,1%</td>
<td>21</td>
<td>2,2%</td>
<td>10</td>
<td>2</td>
</tr>
<tr>
<td>Ireland</td>
<td>7</td>
<td>0,7%</td>
<td>15</td>
<td>1,6%</td>
<td>22</td>
<td>2,4%</td>
<td>14</td>
<td>3</td>
</tr>
<tr>
<td>Italy</td>
<td>15</td>
<td>1,6%</td>
<td>84</td>
<td>9,0%</td>
<td>99</td>
<td>10,6%</td>
<td>53</td>
<td>39</td>
</tr>
<tr>
<td>Latvia</td>
<td>7</td>
<td>0,7%</td>
<td>4</td>
<td>0,4%</td>
<td>11</td>
<td>1,2%</td>
<td>3</td>
<td>1</td>
</tr>
<tr>
<td>Lithuania</td>
<td>4</td>
<td>0,4%</td>
<td>5</td>
<td>0,5%</td>
<td>9</td>
<td>1,0%</td>
<td>5</td>
<td>2</td>
</tr>
<tr>
<td>Luxembourg</td>
<td>0</td>
<td>0,0%</td>
<td>2</td>
<td>0,2%</td>
<td>2</td>
<td>0,2%</td>
<td>0</td>
<td>0</td>
</tr>
<tr>
<td>Malta</td>
<td>6</td>
<td>0,6%</td>
<td>2</td>
<td>0,2%</td>
<td>8</td>
<td>0,9%</td>
<td>4</td>
<td>0</td>
</tr>
<tr>
<td>Netherlands</td>
<td>10</td>
<td>1,1%</td>
<td>21</td>
<td>2,2%</td>
<td>31</td>
<td>3,3%</td>
<td>25</td>
<td>2</td>
</tr>
<tr>
<td>Countries</td>
<td>Member State diplomats</td>
<td>%</td>
<td>AD Officials</td>
<td>%</td>
<td>Total</td>
<td>%</td>
<td>AST staff as of 20 June 2013</td>
<td>Contract agents as of 20 June 2013</td>
</tr>
<tr>
<td>---------------</td>
<td>------------------------</td>
<td>-----</td>
<td>--------------</td>
<td>-----</td>
<td>-------</td>
<td>-----</td>
<td>-----------------------------</td>
<td>----------------------------------</td>
</tr>
<tr>
<td>Poland</td>
<td>10</td>
<td>1,1%</td>
<td>27</td>
<td>2,9%</td>
<td>37</td>
<td>4,0%</td>
<td>24</td>
<td>4</td>
</tr>
<tr>
<td>Portugal</td>
<td>9</td>
<td>1,0%</td>
<td>20</td>
<td>2,1%</td>
<td>29</td>
<td>3,1%</td>
<td>29</td>
<td>12</td>
</tr>
<tr>
<td>Romania</td>
<td>14</td>
<td>1,5%</td>
<td>4</td>
<td>0,4%</td>
<td>18</td>
<td>1,9%</td>
<td>16</td>
<td>12</td>
</tr>
<tr>
<td>Slovakia</td>
<td>4</td>
<td>0,4%</td>
<td>3</td>
<td>0,3%</td>
<td>7</td>
<td>0,7%</td>
<td>4</td>
<td>3</td>
</tr>
<tr>
<td>Slovakia</td>
<td>9</td>
<td>1,0%</td>
<td>2</td>
<td>0,2%</td>
<td>11</td>
<td>1,2%</td>
<td>10</td>
<td>0</td>
</tr>
<tr>
<td>Spain</td>
<td>22</td>
<td>2,4%</td>
<td>61</td>
<td>6,5%</td>
<td>83</td>
<td>8,9%</td>
<td>44</td>
<td>36</td>
</tr>
<tr>
<td>Sweden</td>
<td>11</td>
<td>1,2%</td>
<td>25</td>
<td>2,7%</td>
<td>36</td>
<td>3,9%</td>
<td>28</td>
<td>1</td>
</tr>
<tr>
<td>United Kingdom</td>
<td>25</td>
<td>2,7%</td>
<td>46</td>
<td>4,9%</td>
<td>71</td>
<td>7,6%</td>
<td>29</td>
<td>9</td>
</tr>
<tr>
<td><strong>Total</strong></td>
<td><strong>308</strong></td>
<td><strong>32,9%</strong></td>
<td><strong>627</strong></td>
<td><strong>67,1%</strong></td>
<td><strong>935</strong></td>
<td><strong>100%</strong></td>
<td><strong>659</strong></td>
<td><strong>320</strong></td>
</tr>
</tbody>
</table>
Statement by EU High Representative Catherine Ashton on the bomb attack at the Boston marathon

Brussels, 16 April 2013, A 207/13

The High Representative of the European Union for Foreign Affairs and Security Policy and Vice President of the Commission issued the following statement today:

“I was shocked to hear of the terrible bomb attack at the Boston marathon, deliberately targeting men, women and children enjoying and participating in a sporting event. Our thoughts go out to the families of those who have lost loved ones and we wish speedy recoveries to those who have been injured.

Such acts are reprehensible. We stand with the United States government and people in condemning this bombing.”
The HR/VP Catherine Ashton and Development Commissioner Andris Piebalgs, welcome the adoption in Addis today of a “Peace, Security and Cooperation Framework for the Democratic Republic of the Congo and the Region”. They commend the UN Secretary General for his strong leadership and the leaders of the region to have chosen dialogue and cooperation as a basis for addressing the many challenges the region is facing.

“We welcome the framework agreement signed today as well as the upcoming appointment of a UN envoy. We also support a stronger MONUSCO. These are important steps in order to find sustainable, political solutions for the structural problems both at domestic and at regional level. By adopting the agreement, leaders of the DRC and the region commit to respect important principles related to good neighbourliness and to take the concrete action at home that is needed.

In this context, we also welcome the contribution provided by the regional mediation between the DRC government and the M23, led by Uganda. The EU calls on the parties to negotiate in good faith and to prevent the resumption of hostilities in eastern DRC.

The EU has been a strong partner of the region for many years. It is committed to support the implementation of the framework agreement with all countries concerned and to foster regional cooperation.

We believe this is an opportunity for a new start for the region and its peoples who have suffered too much. We call on all leaders’ strong and genuine commitment to implement. The EU stands ready to do its part”.

Statement by EU High Representative Catherine Ashton on the attack in Nairobi

Brussels, 22 September 2013, A471/13

The High Representative of the European Union for Foreign Affairs and Security Policy and Vice President of the Commission, issued the following statement today:

“I am appalled by the brutal attack on innocent citizens at the Westgate Shopping Centre in Nairobi on Saturday. I send my sincere condolences to those who have lost family, friends and loved ones, and our sympathy to those injured and all affected by the events.

The European Union offers its full support to the Kenyan authorities in dealing with the situation. We are willing to do our utmost to help prevent such attacks happening in the future. My thoughts are with all those affected by Saturday’s events.”
Statement by EU High Representative Catherine Ashton on the Iranian election

Brussels, 15 June 2013, A 325/13

The High Representative of the European Union for Foreign Affairs and Security Policy and Vice President of the Commission issued the following statement today:

“The Iranian people have chosen a new president in elections on 14 June. The announced results confirm that they have decided to entrust Mr. Hassan Rohani with a strong mandate to govern Iran in the next four years. I wish Mr. Rohani well in forming a new government and in taking up his new responsibilities. I remain firmly committed to working with the new Iranian leadership towards a swift diplomatic solution of the nuclear issue.”

Statement by EU High Representative Catherine Ashton on EU support for a Conference on the establishment of a Middle East zone free of weapons of mass destruction

Brussels, 01 July 2013, A 366/13

Catherine Ashton, High Representative of the Union for Foreign Affairs and Security Policy, made today the following statement:

“In view of the 2015 Review Conference of the nuclear non-proliferation Treaty and its preparatory process, I would like to reiterate that the EU has been committed to establishing a Middle East zone free of nuclear weapons and all other weapons of mass destruction ever since the Barcelona Declaration of 1995.

It remains a strategic priority of the European Union to support peace and stability in the entire Middle East. I therefore expressed regret in my statement of 24 November 2012 that the Conference on the establishment of such a zone, agreed at the 2010 NPT Review Conference and scheduled to take place in 2012, was postponed.
Today, the EU continues to fully support the on-going preparations for a successful Conference and in particular the tireless efforts of its Facilitator, Ambassador Laajava of Finland, and his team, to lay the groundwork in this respect. I therefore call on all States in the region to urgently and proactively engage with the Facilitator and the Conveners with the aim of enabling the Conference to be convened as soon as possible this year, on the basis of arrangements freely entered into between the States of the region.”

Statement by EU High Representative Catherine Ashton following the US-Russian agreement on chemical weapons in Syria

Brussels, 14 September 2013, A 458/13

Catherine Ashton, High Representative of the Union for Foreign Affairs and Security Policy and Vice President of the Commission issued the following statement today:

“I welcome the agreement reached today between the United States and the Russian Federation to ensure the swift and secure destruction of Syria’s chemical weapons and programme. They are committed to finalising the details of this agreement and submitting a draft decision to the Executive Council of the Organisation for the Prohibition of Chemical Weapons (OPCW) in the next few days. This will set out detailed procedures for the expeditious destruction of materiel, the termination of the chemical weapons programme and a stringent verification process. I call on the UN Security Council to assume its responsibilities in agreeing swiftly on a resolution that will give further authority to the whole process.

I join the US and the Russian Federation in demanding that Syria provide the OPCW, the UN and other supporting personnel with immediate rights and unfettered access to inspect any and all sites in Syria. I welcome the statement of commitment by the Syrian authorities immediately to apply the Chemical Weapons Convention on a provisional basis prior to its entry into force.

The EU is already the largest financial contributor to the OPCW, and a number of EU Member States have the technical knowledge necessary to assist in securing sites, and in dismantling and destroying certain chemical agents. In close coordination with its Member States, the EU stands ready to offer further support to the OPCW in carrying out its important and urgent tasks.

I hope that today’s agreement will pave the way for the resumption of efforts towards a political solution to the Syrian conflict. I urge all partners in the international
community to support the swift holding of a peace conference on Syria and to work together toward bringing an end to the suffering of the Syrian people.”

Statement by EU High Representative Catherine Ashton on the adoption of the United Nations Security Council resolution on Syrian chemical weapons

Brussels, 28 September 2013, 130928/01

The High Representative of the European Union for Foreign Affairs and Security Policy and Vice President of the Commission issued the following statement today:

“I warmly welcome today’s UNSC resolution as it represents a major step towards a sustainable and unified international response to the crisis in Syria. It follows on from the important decision taken by the OPCW Executive Council in The Hague.

This decision should pave the way to the elimination of chemical weapons in Syria, and set a standard for the international community in responding to threats posed by weapons of mass destruction. The legally binding and enforceable resolution condemns the attacks of 21 August and calls for accountability for this crime and envisages a forceful international reaction in the event of non-compliance. The EU reiterates its readiness to support actions foreseen under the resolution as well as under the decision of the OPCW Executive Council.

We must not lose sight of the most important goal: ending the violence and heading towards a peaceful and democratic transition in Syria. In this respect, I am particularly pleased that the UNSC resolution contains a very clear endorsement of the Geneva agreement reached on the 30 June 2012 and calls for the convening of the follow up conference as soon as possible. In the meantime we also need to ensure that humanitarian aid reaches the most vulnerable populations in Syria and that access is granted to humanitarian aid agencies.”
Joint Statement by EU High Representative Catherine Ashton and Iran Foreign Minister Zarif

Geneva, 24 November 2013

The EU High Representative and the Foreign Minister of Iran, together with the Foreign Ministers and Political Directors of the E3+3 (China, France, Germany, the Russian Federation, the United Kingdom and the United States), met from 20 – 24 November 2013 in Geneva.

After intensive negotiations, we reached agreement today on a joint plan of action which sets out an approach towards reaching a long-term comprehensive solution. We agreed that the process leading to this comprehensive solution will include a first-step on initial reciprocal measures to be taken for both sides for a duration of six months.

We also share a strong commitment to negotiate a final, comprehensive solution.

The adoption of the joint plan of action was possible thanks to a sense of mutual respect and a determination to find a way forward which is beneficial for all of us.

The implementation of this first step creates the time and environment needed for a comprehensive solution, which remains the shared goal and on which talks will begin soon. The work on the implementation of this first step will begin shortly. We look forward to swift implementation, which we will jointly monitor, in close coordination with the IAEA.

Today’s agreement is a significant step towards developing our relationship in a more constructive way.
The High Representative of the European Union for Foreign Affairs and Security Policy and Vice President of the Commission Catherine Ashton issued the following statement today:

“I welcome the unanimous adoption by the UN Security Council of Resolution 2094 on 7 March 2013. This is a clear expression of the unity of the International Community and its resolve to uphold the global non-proliferation regime. It sends an unequivocal message to the DPRK that the International Community will not tolerate the continued violations of its relevant non-proliferation Resolutions. The EU strongly supports the UN and the system of multilateral rules and norms and will swiftly act in support of the Resolution and transpose the measures it contains.

It is regrettable that the North Korean authorities have already threatened further provocative actions. I repeat my call on the North Korean authorities to reflect and, instead of threats, put the welfare of their people first and choose a more constructive path, through reengagement with the international community.”
Declaration by the High Representative Catherine Ashton on behalf of the European Union on the establishment by China of an ‘East China Sea Air Defence Identification Zone’

Brussels, 28 November 2013, 17082/1/13

The EU is concerned to learn of China’s decision to establish an ‘East China Sea Air Defence Identification Zone’ as well as the accompanying announcement by the Chinese Ministry of Defence of “emergency defence measures” in case of non-compliance. This development heightens the risk of escalation and contributes to raising tensions in the region. The EU calls on all sides to exercise caution and restraint.

With its significant interests in the region, the EU is following these developments closely. The legitimate use of sea and airspace are rights enshrined in international law and are essential for security, stability and prosperity. Actions that bring or appear to bring these rights into question are not conducive to finding lasting solutions to the differences that exist in East Asia’s maritime areas. The EU calls upon all parties to take steps to calm the situation, to promote trust building measures and reach out diplomatically to seek peaceful, cooperative solutions according to international law, in order to defuse tensions and resolve differences constructively.

The Candidate Countries Turkey and Montenegro*, and the Countries of the Stabilisation and Association Process and potential candidates Albania and Bosnia and Herzegovina, align themselves with this declaration.

* Montenegro continues to be part of the Stabilisation and Association Process.