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INTRODUCTION
Until the arrival of General Norman Schwarzkopf 
to United States Central Command (CENTCOM) in 
November 1988, American war planners assumed that 
the US’ biggest threat in the Middle East would come 
from a Soviet invasion of Iran. The Soviet Union had 
been a net exporter of oil until the late 1960s, but in or-
der to meet its own growing industrial and energy de-
mands Moscow looked increasingly to the Middle East 
and countries such as Iran to bolster its oil reserves.1 
Based on his own reading, however, Schwarzkopf 
turned this planning assumption on its head and 
with CENTCOM he worked on a wargame based on 
an intra-regional conflict between Kuwait, Iraq and 
Saudi Arabia rather than a Soviet invasion. Apart 
from the precise details about potential US fatalities 
(Schwarzkopf and his team believed the US would suf-
fer more casualties than it actually did), the general and 
his wargamers were right: Iraq eventually invaded and 
annexed Kuwait in August 1990 and Operation Desert 
Storm was over before the dissolution of the Soviet 
Union in December 1991. Schwarzkopf’s wargame had 

Summary 

 › Crisis simulations and exercises are an ef-
fective way of broadening the minds of 
decision-makers, forecasting the future, 
identifying capability gaps, pin-pointing 
the weaknesses and strengths in the crisis 
response architecture and developing crisis 
response networks. 

 › The EU increasingly makes use of crisis sce-
narios. However, simulations and exercises 
can only add value to preparedness efforts 
when they are but one element of a wider 
crisis response architecture. Greater ef-
forts are required in terms of information 
gathering and sharing and linking the EU 
and national crisis response mechanisms 
and networks.

 › The results of crisis simulations and exercis-
es can be neglected by political authorities, 
but usually the costs of not planning in ad-
vance are high. Instead of supporting simu-
lations and exercises in the wake of a crisis, 
it is better to engrain a culture of foresight-
ing and scenario testing in crisis response 
architectures before a crisis emerges. 
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been prophetic in preparing the US military for war 
with Iraq.2

Of course, the history of wargaming and scenario plan-
ning does not always mirror the success achieved by 
Schwarzkopf. Companies such as Shell that are famed 
for their in-house scenario planning departments do 
have notable periods of success, but the company’s 
‘futures branch’ was nearly shut down three times in 
almost 50 years of scenario planning at the firm be-
cause Shell’s leaders saw little value in its work.3 In 
some cases, sound scenario planning and the assess-
ments they lead to are not taken seriously enough: for 
example, vulnerability assessments of the Fukushima 
nuclear plant showed that there was a risk from natu-
ral disasters such as tsunamis but the consequences 
of these assessments were downplayed.4 Most of the 
time, however, crisis scenario planning unfortunately 
emerges in the wake of a major crisis such as the ter-
rorist attacks of 11 September 2001 in the US or the 
global financial crisis of 2007.5 

This is partially true for the EU as well. Even though 
the Union has organised Crisis Management Exercises 
(CMEs) under the Common Security and Defence 
Policy (CSDP) since May 20026 and a host of other 
exercises in areas such as civil protection,7 the after-
math of Russia’s seizure of Crimea and the advent (or 
re-emergence) of ‘hybrid threats’ has intensified the 
type and frequency of EU crisis scenario planning. In 
September 2017, the EU held its first ministerial-level 
table top exercise on cyber defence (‘EU CYBRID17’) 
and in January 2018 the European Commission organ-
ised an exercise on public health and hybrid threats 
(‘Exercise Chimera’). What is more, in September 
20178 and November 2018 the Union organised Parallel 
and Coordinated Exercises (PACE) on a hybrid threat 
affecting the EU. In particular, the November 2018 ex-
ercise called ‘EU-HEX-ML 18’ saw the EU simulate a 
combined border, terrorist and cyber-related crisis in 
the fictitious countries of Ropperta and Loripa.9

One of the key features of the EU’s recent crisis exer-
cises is the participation of multiple institutional ac-
tors. Bodies such as the Council of the EU and its 
Integrated Political Crisis Response (IPCR) mecha-
nism, the crisis response mechanisms of the European 
External Action Service (EEAS) and Directorates 
General (DG) of the European Commission (e.g. DG 
ECHO, DG Home, DG Sante and more) respond to 
trans-boundary crises such as hybrid threats, terror-
ism and criminal activity, public health, energy secu-
rity and more. In addition, the EU Institute for Security 
Studies (EUISS) has designed, planned and managed 
crisis scenarios.10 In two ‘What if…’ collections pub-
lished respectively in 201711 and 201912 the EUISS cre-
ated 23 crisis scenarios ranging from the terrorist 
takeover of a cruise liner in the Mediterranean by 
Daesh, to a second ‘Arab Spring’, the hijacking of a 

foreign submarine on EU territory, a clash between 
Russia and Turkey in the Caucasus and more.

Despite the increased frequency of hybrid threat ex-
ercises and scenarios in the EU, and notwithstand-
ing the rare success of individuals such as General 
Schwarzkopf in the past, there a number of questions 
associated with the design and practice of crisis sce-
narios that need probing. These include: what is the 
purpose or objective of crisis scenarios? What institu-
tional or political change should crisis scenarios lead 
to? How should we go about designing and structuring 
scenarios? For the EU in particular, another question 
arises: how can crisis scenarios effectively bring to-
gether a plethora of crisis bodies and actors given the 
Union’s institutional complexities? Addressing such 
questions, this Brief is split into two main parts. Part 
one looks at the critique of crisis scenario planning and 
suggests ways in which simulations and exercises can 
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be useful. Part two provides a ‘walkthrough’ of sce-
nario planning, and, by utilising a fictitious crisis situ-
ation, delves further into some of the practical consid-
erations associated with running crisis scenarios. This 
Brief should be seen as an analytical contribution to EU 
institutional and member state crisis planning, but it 
should be of use to think tankers, academics and pri-
vate sector actors, too.

AVERTING OR 
AVOIDING CRISES?
Scholars in the field of crisis management have long 
pointed to the challenges associated with scenario 
planning. Most of the time, however, this involves de-
flecting the cynical accusation that exercises or simu-
lations are meaningless. Here, the criticism is that 
scenarios are a good way of side-stepping real-life se-
curity challenges and/or glossing over the dysfunction 
of an organisation charged with crisis response. The 
harshest critics state that while crisis scenarios may 
have symbolic value, they do not necessarily enhance 
operational readiness or crisis preparedness.13 Even 
some supporters of crisis scenarios agree that simula-
tions and exercises are only really useful if they help 
overcome the notoriously fragmented nature of public, 
private and civil society approaches to crises.14 Another 
criticism often levelled at scenarios is that they rarely 
live up to the unpredictable nature of crises, which 
very rarely proceed in an orderly manner and cannot 
usually be managed by pre-packaged plans.15 
Furthermore, political leaders or business chiefs do 
not always see why they should invest scarce resources 
into scenario planning for low-probability events.

Part of this criticism is rooted in a 
misunderstanding of what crisis 
simulations are all about; too often, 
scenarios are associated with ‘pre-
diction’. This is not true. Instead, 
rather than prediction scenarios rely 
on forecasting methods such as an 
analysis of data trends over a de-
fined period of time. Compared with 
prediction, forecasting in fact allows 
academics to test and build theories 
while policymakers can use forecasting to uncover 
a range of variables that may affect their response 
mechanisms in times of crisis.16 For example, when 
Shell planned for future crises in the 1970s they devel-
oped a range of foresight studies on what might hap-
pen to supply inventories and whether politics in the 
Middle East would lead to oil nationalisation. It was 
only once Shell had completed their foresight stud-
ies that they were able to draw up a number of crisis 
scenarios about what the company would do if any of 

the futures materialised. We know with hindsight that 
Shell was able to use both foresighting and simulations 
to cushion the blow of the 1973 oil crisis by foresee-
ing oil nationalisation and surmising that the price per 
barrel would rise from $2 per barrel to $10 by 1975 (the 
actual price in 1975 was $13 per barrel).17 These crisis 
scenarios led the firm to shore up oil inventories and 
so avert a major shock.

Foresight studies and crisis scenarios should reinforce 
each other. Ideally, crisis scenarios should be preceded 
by foresight work and combined with staff training, 
vulnerability and risk assessments, crisis coordina-
tion mechanisms, strategic communication, resource 
generation and financial resources.18 If all of these ele-
ments are in place, engaging regularly with fictitious 
scenarios – regardless of how unrealistic they may be 
– can broaden the horizon or perceptions of policy-
makers by taking them out of their comfort zone and 
encouraging them to think beyond the present mo-
ment. It is because ‘almost every crisis contains within 
itself the seeds of success as well as the roots of failure’ 
that it is risky to neglect the learning opportunities as-
sociated with creating and walking through crisis sce-
narios.19 What is required is for each crisis scenario to 
have a set of informed forecasts at their heart rather 
than ad hoc predictions.

Thus, crisis simulations should not be dismissed so 
easily, not least because engaging in exercises and 
simulations are a form of strategic communication that 
shows that an organisation is prepared (or preparing) 
for conventional and unconventional threats. Through 
exercises and simulations, an organisation or body 
can communicate to partners and adversaries how 
it perceives and responds to threats. This is certainly 
the case with military exercises, regardless of whether 

adversaries and partners are invited 
as official observers or not. For ex-
ample, the Cuban Missile Crisis of 
1962 gave way to one of the US mili-
tary’s largest wargames called the 
‘Simulation of Total Atomic Global 
Exchange’ in which computer mod-
els and military planners confirmed 
that the US could survive an atomic 
war. Unsurprisingly, the US did not 
keep this conclusion secret from 
the Soviet Union despite the highly 
secretive nature of the wargame. 

The same was true of an inter-agency war game held 
by the US in March 1982, where a normally secretive 
wargame on nuclear strikes was made public by the 
Reagan presidency to highlight the US government’s 
ability to provide continuity after a Soviet strike.20 The 
danger, of course, is that political leaders see in ex-
ercises a communicative tool with no effort to invest 
in real response capabilities or reform crisis response 
mechanisms.

What is required 
is for each crisis 

scenario to have 
a set of informed 
forecasts at their 
heart rather than ad 
hoc predictions.
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Simulations and exercises are also an opportunity to 
exchange information and produce shared under-
standings of crisis response. The ancient Greeks 
 appreciated the educational aspects of simulations, as 
demonstrated by their use of board games (kuboi and 
pessoi) in order to pass on knowledge from military 
commanders to troops and cadets.21 Even today, simu-
lations and exercises provide the police, military, 
health professionals, engineers, government, firms, 
etc. with a space to verify their own crisis response 
plans and capabilities. This space does not automati-
cally contribute to unity of purpose because organisa-
tions may use it to forward their interests or engage in 
a vanity contest to promote individual approaches or 
mechanisms. In theory, however, should participants 
genuinely commit to collectively improving crisis re-
sponse then these spaces may reveal institutional, 
psychological and normative biases and assumptions 
or other weak points. This sort of learning exchange is 
vital if the costs of crises are to be 
potentially minimised. In the EU, 
this is of increasing importance giv-
en the range of institutions and bod-
ies involved in crisis response. The 
EU crisis architecture is spread over 
a range of bodies that encapsulate 
different mindsets and priorities. 
For example, DGs in the Commission 
have a civilian approach to crisis re-
sponse which is different to the mil-
itary approach taken by the EU 
Military Staff (EUMS) and EU 
Military Committee (EUMC). 
Accordingly, simulations and exer-
cises can be a way of helping plan-
ners and officials question silo men-
talities before a real crisis emerges.

Additionally, given that each EU 
member state locates their respec-
tive crisis response centre(s) in 
different ministries and agencies, 
organising a crisis scenario at the 
EU level is a good way of ‘mapping 
out’ these centres and establish-
ing connections between mem-
ber states and institutions. While 
the EU has traditionally centred its 
CMEs on better civil-military co-
ordination under the CSDP,22 to-
day there is a need to think about 
a more all-encompassing defini-
tion of crisis response that includes 
chemical, biological, radiological 
and nuclear (CBRN), disinforma-
tion, the protection of critical infra-
structure, cyber-attacks, border management. As the 
EU’s 2014 ‘exercise policy’ under the Common Foreign 
and Security Policy (CFSP) makes clear, Union exer-
cises should address emerging crises; time-sensitive 
crisis; technological incidents; man-made or natural 

disasters; risks and threats to EU space systems (e.g. 
Galileo and Copernicus) and asymmetric threats.23

UNLEASHING ‘VIRUS Z’…
Even if crisis scenarios are worth the investment of 
time and resources, there are a number of challenges 
associated with designing them. To start with, a sce-
nario planner should not jump straight into thinking 
about geomagnetic storms, a plane hijacking, alien 
invasions or a Third World War. Before the creative 
part of scenario planning gets underway, it is critical 
to define objectives. Such objectives can include stress 
testing the response time of crisis responders, the in-
stitutional coherence of the response and the capabil-
ity inventories of crisis management teams. A scenario 

can test each of these separately 
or together.

If the objective of the crisis simu-
lation or exercise is to test the re-
sponse times of emergency services 
and political authorities, then the 
scenario has to be designed in such a 
way as to create realistic crisis time-
lines. Individual crisis situations 
occur over different time frames. 
For example, during the Fukushima 
nuclear disaster of 2011 it took ap-
proximately 45 minutes between 
the initial earthquake near Honshu 
Island and the subsequent tsunami 
to strike the Fukushima Daiichi re-
actor. A further 30 minutes were re-
quired for the Nuclear and Industrial 
Safety Agency of Japan to establish 
a crisis headquarters.24 Accordingly, 
a simulation based on a similar nu-
clear disaster should not last more 
than two hours if the objective is 
to test the initial response time of 
crisis mechanisms. Likewise, if the 
objective is to stress test how an or-
ganisation or government would re-
spond to a pandemic then a full day’s 
simulation is needed to account for 
the fact that viruses can take any-
where between a few months and 
years to spread and lead to fatalities.

If institutional coherence or the 
generation of capability inventories 
are the key objectives, however, then 

it should be determined which organisation/s or actors 
this scenario would be most applicable to. Imagine, for 
example, that China begins dredging work to create an 
artificial island somewhere in the high north of Europe 
(e.g. near Jan Mayen island between Greenland and 

Earthquake (9.0 magnitude) hits off 
of eastern coast of Japan

Tsunami strikes the Fukushima reactors and
evacuation order is issued (3km range)

Hydrogen explosion occurs in reactor 1 and
evacuation order is issued (20km range)

Hydrogen explosion occurs 
in reactor 3

Fire breaks out in reactor 4 and 
hydrogen explosion occurs in reactor 2

Surrounding areas exceed 
safe levels of radiation

Earthquake (7.1 magnitude) occurs 
near Fukushima plant

11 Mar 2011

11 Mar 2011

12 Mar 2011

14 Mar 2011

15−18 March 2011

19 Mar 2011

07 Apr 2011

16 Dec 2011

Japanese PM announces that 
Fukushima is stable

crisis

response

Fukushima Daiichi disaster
crisis duration = 140 days
11 Mar 2011 16 Dec 2011
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Norway) to militarily support its access to trade open-
ings in the Arctic Ocean. If the task is to improve insti-
tutional coherence then when participants are brought 
together to address a particular crisis the focus should 
not be on solving the crisis situation per se, but rather 
walking through the response and mapping the politi-
cal chain of command. First and foremost, because a 
Chinese artificial island in the high north of Europe 
is likely to elicit a response at the United Nations it is 
perhaps not a scenario that would necessarily trigger 
traditional crisis response mechanisms such as aid re-
lief, civil protection, etc. 

Accordingly, if we wanted to stress test all three objec-
tives in an EU context then a cross-border scenario is 
perhaps better suited. We could, for example, design 
a scenario whereby a light aircraft crashes somewhere 
in the EU and a few days later an unknown contagious 
virus (let us call it ‘Virus Z’) emerges near the crash 
site with increasing numbers of people hospitalised 
as a result. Such a scenario gives us two avenues to 
pursue simultaneously. First, a pandemic is a good 
way to mobilise an EU-wide response because it has 
a trans-boundary element. By not specifying what vi-
rus it is, not only do we add an extra layer of urgency 
for participants but we can control the time period in 
which the scenario takes place. For example, the 2009 
‘(H1N1)pdm09’ influenza pandemic led to 274,304 
hospitalisations in the space of a single year.25 Here, 
we would also have to decide if the virus is transmit-
ted only by human-to-human contact or whether it 
is also zoonotic and spread by animals such as migra-
tory birds. Second, the fact that the virus is related to a 
plane crash in the same vicinity opens up the possibil-
ity that there was malicious intent behind the outbreak 
of the virus. For example, a terrorist group or hostile 
foreign power could have deliberately crashed the 
plane with infected people on board and thereby ex-
posing the emergency responders to the virus.

Given the political sensitivities that may surround this 
scenario, it is up to the simulation planner to decide 
whether to use real countries and actors or to use fic-
titious ones. Using real actors and countries has the 
benefit of enhancing the experience for participants 
because non-fiction focuses minds and emotions,26 
but using non-fictitious actors means that the scenar-
io planner does not have to spend too much time in-
venting names and actors. It is important to note that 
participants will have to expend more time and intel-
lectual energy on learning about fictitious entities than 
is the case with real actors and countries. Affording 
participants the time to learn about fictitious charac-
ters and countries is time they could be spending on 
the scenario itself. Of course, non-fictitious scenarios 
are best played behind closed doors, especially if the 
characters or countries used are a cause for concern 
in real life and there may be sensitive or classified as-
pects about the content used and shared. For our pur-
poses, we will assume that the light aircraft landed in 
a northern European country called Vallaland and that 
the craft bore the insignia of a non-EU country called 
Surik that is a security concern for the Union. For our 
scenario to work, it is best that Virus Z emerges in a 
geographical area that will allow for it to spread across 
borders (i.e. island states would not be particularly 
useful in this regard).

Once the basis of a crisis scenario is in place, the next 
step is to think about whether we want to play the 
scenario mainly at the strategic or the tactical level. 
Military exercises, for example, are usually played at 
the tactical level and this means thinking about capa-
bilities and crisis response entry points. Following the 

Onset of first cases 
in California, USA

First reported cases 
and fatalities in Mexico

First reported cases 
in Spain and the UK

First reported cases 
in Germany

First fatalities in Hungary, Belgium, France,
Netherlands, Ireland, Malta and Greece

First fatalities in Sweden, Norway, Luxembourg,
Germany, Bulgaria, Portugal and Italy

European Commission form 
ad hoc EU Vaccine Task Force

WHO declaration of 
2009 influenza pandemic

China, Oman, Australia, Hungary 
start vaccinations

European Commission authorises first two pandemic
vaccines (Focetria and Pandemrix)

Vaccination begins 
in the EU and world

WHO announce end to 
the H1N1 pandemic

25 Mar 2009

25 Apr 2009

27 Apr 2009

03 May 2009

05 May 2009

11 Jun 2009

Jul−Aug 2009

01 Sep 2009

01 Sep 2009

30 Sep 2009

Oct − Nov 2009

10 Jul 2010

crisis

response

H1N1 pandemic
crisis duration = 418 days
25 Mar 2009 10 Jul 2010
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scenario we have set, a tactical approach would focus 
on how Vallaland would deal with the crash site and 
whether transport nodes should be closed to stop the 
spread of the Virus Z into the neighbouring countries 
of Surima and Gorgulu. A tactical approach may also 
involve thinking about the capacity of hospitals in 
Vallaland and how national authorities could commu-
nicate their response to the general public and neigh-
bours. By way of a response, this more tactical ap-
proach may seek to limit the spread of Virus Z within 
Vallaland and thereby stress test its national crisis re-
sponse capacities. This is a beneficial aspect of think-
ing about tactical decisions because it helps us game 
which specific government ministries, agencies and 
services are involved in crisis response and what na-
tional response ‘playbooks’ look like. 

'Virus Z' scenario map

Data: gADm, 2019; natural Earth, 2019

In addition to this tactical focus, it is worth intro-
ducing elements in the scenario that will give way to 
strategic or more political responses. Remember, we 
are trying in this instance to test the EU’s crisis re-
sponse architecture. Therefore, let us picture a situ-
ation in our scenario where neighbouring countries 
Surima and Gorgulu report cases of Virus Z. Let us 
then assume that after escalating the situation to the 
national politico-strategic level and recognising its 
limited options, the government of Vallaland takes 
the decision to invoke the EU’s ‘solidarity clause’ 
(Article 222 TFEU), thereby triggering an EU-wide 
response steered in the Council of the EU and bring-
ing together the Commission and High Representative 
services, with the support of the IPCR arrangements. 
This would therefore also involve meetings of the 

Crisis Coordination Committee and the initiation of 
the Commission’s internal crisis coordination system 
ARGUS. Although CSDP capacities would not be appli-
cable to the scenario we have created, the EEAS Crisis 
Response Mechanism could nevertheless be used to 
deal with the hybrid threat element of the scenario (i.e. 
whether or not Surik was behind the deliberate crash 
of the light aircraft).

Evolving the scenario in this way would be particularly 
helpful in bringing together diverse EU institution-
al actors. It would allow crisis responders to develop 
networks that can better share knowledge, and, at a 
more basic level, even telephone numbers and email 
addresses. Do not, however, underestimate the diffi-
culties of bringing together these actors. In fact, one 
of the many conclusions that may emerge from our 
scenario is that it may be difficult to identify who takes 
the lead in responding to Virus Z (in terms of treatment 
and slowing contagion) and who deals with the hybrid 
threat aspect (in terms of intelligence gathering, pos-
sible attribution and punitive measures). When the 
Solidarity Clause is invoked it is relatively simple to 
identify who should take the lead – i.e. the Council of 
the EU ‘shall ensure the political and strategic direc-
tion of the Union response’.27 Outside of Article 222 
situations, however, the picture becomes more com-
plex: ultimately, authorities in Vallaland, Surima and 
Gorgulu may want to take the lead but EU institutions 
could be involved in coordinating Union-wide efforts. 
This is why a scenario session of this kind should focus 
on walking through political responsibility and EU co-
ordination mechanisms.

What may also likely emerge during any crisis simu-
lation is the role of information and/or intelligence. 
For example, we do not know if Vallaland, Surima or 
Gorgulu would be prepared to share their intelligence 
assessments of whether the plane crash and the out-
break of Virus Z are connected. These countries may 
also not be prepared to share information with the EU 
institutions, either because they do not actually have 
any credible intelligence, which would raise ques-
tions about their national preparedness, or because 
they want to politically control the crisis response 
by maintaining an information asymmetry between 
their capital and the EU. To probe such factors, such 
a scenario would have national and EU crisis planners 
present so that it is clear how national crisis response 
mechanisms connect (or not) with the EU crisis archi-
tecture. Of course, the inevitable risk with this theo-
retical assumption is that national authorities will be 
more eager to share information with each other and 
supporting EU actors during an exercise than they 
would be in a real life crisis. Information is central to 
any scenario and, like all non-fictitious crises, a lack of 
reliable information is to be expected. For the purposes 
of our scenario, it would not be necessary to provide 
information on every aspect of the crisis: for example, 
there is no need to describe Virus Z in too much detail 
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because the primary concern is not to create a vaccine 
for the virus in the early stages of the crisis. Much like 
real life, the element of surprise is useful in shocking 
participants into action, although we should not starve 
participants of the basic information they would have 
in real life so as to avoid disengagement.28

Crisis scenario planners have a lot of influence over the 
direction in which a simulation heads next. We could, 
for example, simply end the scenario with responses 
like the closure of airports in Vallaland, Surima and 
Gorgulu or the provision of quarantine equipment to 
the affected member states. However, we may also 
want to escalate the crisis – even though an excessive-
ly complex (or acute) simulation may result in a loss 
of attention or interest by participants. Nevertheless, 
let us add a few more rogue elements into our scenar-
io. For example, what if envelopes containing spoiled 
tissue paper and messages stating that the contents 
are infected with Virus Z start turning up at hospi-
tals, government buildings and schools in other parts 
of the EU. This evolution would immediately force us 
to think about whether the member states’ response 
and the EU’s supporting crisis mechanisms that have 
been triggered thus far need augmenting or bolstering. 
From a hybrid threat perspective, it would also mean 
a greater focus on whether a non-EU state or terror-
ist group is behind the posted envelopes and whether 
or not there is a link between this new threat and the 
initial aircraft crash. In any case, this additional stage 
in the crisis may force us to re-think about the crisis 
response interface between EU member states and the 
institutions.

Response typologies 

A MEANS TO AN END…
It should go without saying that the venue in which 
one holds a crisis simulation is important, and the 
techniques one can use to encourage participation are 
plentiful. However, we do not necessarily have to re-
sort to ‘dirty’ diplomatic negotiation strategies such 
as putting participants in a small room, removing their 
smart phones or depriving them of sleep until a con-
clusion is arrived at.29 Instead, one of the most impor-
tant objectives and conclusions of any crisis simulation 
is networking and generating a shared understanding 
of crisis response. In fact, one of the benefits of sce-
narios is that they often initiate a learning process that 
should take root after the simulation has ended. In an 
inter-organisational or intra-institutional setting, 
the aim is to ensure that a critical mass of individuals 
want to carry forward the conclusions of a simulation 
or exercise – either to change behaviours and psy-
chologies within their organisation or to improve the 
overall crisis response architecture. The whole point 
about simulations and exercises is that they lead to 
new knowledge. In this sense, it is vitally important to 
focus on both the successes and (perhaps even more 
so) the failures observed during a crisis simulation.30

Finally, it cannot be stressed enough that conduct-
ing simulations or exercises in isolation from broader 
efforts to enhance institutional coherence and cri-
sis response capacities is an error.31 Let us return to 
where we began this Brief with the example of General 
Schwarzkopf: his wargame alone did not prepare the 
US military for war against Iraq. The ideal situation is 
to organise crisis simulations and exercises alongside 
the development of institutional coherence and crisis 
response capacities. Yet, ultimately, the added-value 
of crisis scenarios rests on having political buy-in 
from leaders and senior officials. Without having a 
hierarchy that understands that simulations and ex-
ercises form part of wider crisis preparedness efforts, 
then it is questionable whether crisis scenario events 
will lead to a shift in an institution’s approach to cri-
ses. Fortunately for the EU, exercises and simulations 
are a feature of crisis preparedness even if more can be 
done to enhance the crisis response linkages between 
the EU member states and Brussels-based institutions. 

response times
institutional coherence
capabilities

minutes and hours
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