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The year 2024 was a year of critical elections 
and enduring international conflicts, which 
together shaped EU foreign policy. A new 
EU leadership took office after the European 
elections in June, while the US elections in 
November led to a return of Donald Trump to 
the White House. Throughout the year, the EU 
had to respond to two major wars on its door-
step: Russia’s continuing war of aggression 
against Ukraine plus the violence between 
Hamas and Israel. Inevitably, the political and 
media debates focused on the fallout of these 
wars, even as conflicts and developments in 
the rest of the world continued – all calling for 
EU answers and engagement.

In 2024, the EUISS continued its work on how 
the EU could best to respond to these security 

challenges. The purpose of the EUISS was and 
remains to combine rigorous research with 
policy-relevant conclusions, to help EU pol-
icymakers make sense of the world and think 
through their strategic options. As in previous 
years, the EUISS acted in 2024 as a trusted in-
terface between EU officials and Member State 
diplomats and Europe’s think tank and schol-
arly community.

In this annual report, you will see an over-
view of all EUISS activities in 2024. You will 
see the broad the scope of our work and the 
progress we made in linking it to the EU stra-
tegic agenda. Some of the highlights include 
our so-called ‘flagship’ projects. In particu-
lar, I want to mention three Chaillot Papers 
which generated a lot of debate and atten-
tion: ‘Türkiye’s cards in the world: Raising 
the stakes’ and ‘Contestation: The new 
dynamic driving global politics’, both 
published in May 2024, and ‘Ten ideas for 
the new team: How the EU can navigate 
a power political world’ which came out 
in September 2024. In between, we held 
the EUISS annual conference in June 



under the title: ‘Can Europe defend 
itself?’ with the participation of HR/
VP Josep Borrell and numerous senior 
policymakers and experts from Europe 
and beyond.

In 2024 we published more than ever 
before, in terms of Chaillot Papers, 
Briefs, Commentaries and other writ-
ten reports. We also did a record num-
ber of events, many of them in part-
nership with other think tanks and 
research institutes, as part of our effort 
to help build a common ‘EU strategic 
culture’ – and tried to use more inno-
vative, interactive formats.

In addition to our core work, the EUISS 
also implements various Commission-
funded projects. For several years, we 
have run a project on cyber diploma-
cy and another on countering for-
eign interference. In 2024, we start-
ed a new project on countering global 

security threats. These projects enable 
the Institute to draw on its intellec-
tual and networking strengths while 
expanding its operational support to 
EU policymakers in areas of strategic 
relevance.

Altogether 2024 was a year of success 
for the EUISS: we are capitalising on 
our specific role of being the EU’s think 
tank on security and defence. And in a 
demanding and fast-changing geo-po-
litical setting, we are constantly max-
imising the policy relevance and impact 
of our work. As the security landscape 
continues to evolve, we can conclude 
that, yes, there is a lot we have done 
in 2024; but equally that there is more 
work to do in 2025 and beyond.

Steven Everts
Director
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EUISS FLAGSHIP 
PROJECTS

A new feature for 2024 was a greater emphasis on 
Institute-wide, collaborative projects such as the 

following Chaillot Papers

TÜRKIYE’S CARDS IN THE W
ORLD | RAISING THE STAKES

CHAILLOT PAPER / 182

CHAILLOT PAPER / 182
May 2024

Raising the stakes
Edited by

With contributions from
 

TÜRKIYE’S CARDS 
IN THE WORLD

TEN IDEAS FOR THE NEW TEAM | HOW THE EU CAN NAVIGATE A POW
ER POLITICAL WORLD

CHAILLOT PAPER / 185

CHAILLOT PAPER / 185
September 2024

How the EU can navigate 
a power political world
Edited by

With contributions from
Jan Joel Andersson, Ondrej Ditrych,  
Alice Ekman, Steven Everts, Dalia Ghanem, 
Amaia Sánchez-Cacicedo, Giuseppe Spatafora, 

TEN IDEAS FOR 
THE NEW TEAM

CONTESTATION | THE NEW DYNAMIC DRIVING GLOBAL POLITICS
CHAILLOT PAPER / 183

CHAILLOT PAPER / 183
May 2024

The new dynamic 
driving global politics
Edited by

With contributions from
 

CONTESTATION

22 
EUISS BRIEFS
In total, the Institute published 22 Briefs over the course of 2024,  
covering a wide spectrum of strategic and geopolitical issues. 

27 
EUISS COMMENTARIES

3 
EUISS REPORTS

© European Union Institute for Security Studies, 2024.
The views expressed in this publication are solely those of the author(s)  
and do not necessarily reflect the views of the European Union.

BRIEF / 1
Jan 2024

THE POWER 
AND L IMITS 
OF DATA FOR 
PEACE

Improving the EU conflict 
early warning system for 
more e�ective prevention

by

Sarah Bressan
Research Fellow, Global Public 
Policy Institute (GPPi)

-
 (1)

 (2).

Summary 

 ›
-
-
-

 ›

-

 ›
-

-

 › -

-
-
-

© European Union Institute for Security Studies, 2024.
The views expressed in this publication are solely those of the author(s)  
and do not necessarily reflect the views of the European Union.

BRIEF / 2
Feb 2024SAHEL RESET

Time to reshape the 
EU's engagement

by

Rossella Marangio
Senior Analyst, EUISS

The coup of 26 July in Niger marked a turning point in 
the politics of the Sahel. Its timing surprised local and 
international observers alike because of the perceived 
relative stability of Niger in comparison to Mali and 
Burkina Faso. The wave of coups in these three coun-
tries starkly exposed the dilemma faced by the EU as 
it sought to simultaneously pursue its strategic inter-
ests while also upholding democratic values (1). Caught 

to confront the complexities of its role in a region 
where structural vulnerabilities hinder the emergence 
of sustainable institutions, economic development and 
security (2).

This Brief analyses the EU’s engagement in the Sahel 
region in light of the recent coups and the challenges 
the Union faces in balancing norms and interests. It 

-
ties of the EU’s initiatives in the Sahel and puts for-
ward recommendations for future engagement in a 
region that remains strategic for the EU’s security, the 
wider Western Africa region, and the Union’s relations 
with Africa more broadly. The extent to which the EU 
will be able to maintain its engagement in the Sahel 
while upholding its values will in the long term de-
pend on developments following the coups. However, 
to prepare for this far-reaching endeavour, the EU 
could foster diplomatic engagement to accompany 

Summary

 › The recent series of unconstitutional 
changes of government in the Sahel has 
highlighted the challenges that the EU fac-
es in balancing strategic interests with its 
commitment to democratic values. It now 
needs to reassess its strategy in the region.

 › The EU’s action in the Sahel has continued 
to be hampered by over-ambitious goals 
and failure to fully harness the potential 
of the integrated approach. This comes de-
spite positive developments introduced by 
the 2021 EU integrated strategy, and in-
creased coordination over time.

 › Solutions to key state-building issues 
will only emerge from national politi-
cal processes. The EU should prepare for 
this long-term endeavour by focusing on 
diplomacy, fewer domains of interven-
tion, community-based approaches and 
enhanced planning coordination, possibly 
also looking beyond the Sahel.

© European Union Institute for Security Studies, 2024.
The views expressed in this publication are solely those of the author(s)  
and do not necessarily reflect the views of the European Union.

BRIEF / 3
Mar 2024

INTO THE 
BREACH!

EU military CSDP missions 
and operations

by

Jan Joel Andersson
Senior Analyst, EUISS

On 19 February 2024, the European Union launched 
Operation Aspides, sending initially four frigates un-

northwest Indian Ocean in response to Houthi attacks 
from Yemen. The EU’s Common Security and Defence 
Policy (CSDP) has always been about capabilities but 
also missions and operations to project power and 
protect EU interests around the world. Currently, 
some 3 500 military personnel and 1 300 civilian ex-
perts are deployed by the EU in Europe, Africa and 
Asia (1). For more than 20 years, the EU has deployed 
troops beyond its borders. But what has been the im-
pact? And what is the future of the EU as a strategic 
actor? At a time when the use of military power is 
surging around the world, the EU is faced with chal-

how to act, as it takes on a larger role in security 
and defence. To help clarify these choices, this Brief 
presents three alternatives for future EU military 
CSDP missions and operations: 

1. 
2. 
3. Back to the future.

Summary

 ›
operations in 2003 and in preparation for 

2025, this Brief presents three alternatives 
for what future EU military missions and 
operations could look like.

 ›
support among EU Member States for mis-
sions and operations in and around Europe. 
The second focuses on protecting the glob-

dimension. The third alternative places the 
-

tions around the world.

 ›

and preferred option. But the EU’s reliance 
on seaborne trade means that it should also 
take on more responsibility for defending 
the global commons at sea.

© European Union Institute for Security Studies, 2024.
The views expressed in this publication are solely those of the author(s)  
and do not necessarily reflect the views of the European Union.

BRIEF / 4
Mar 2024

OF MYTHS AND 
MOLECULES

Getting real about green 
hydrogen diplomacy

by

Lukas Trakimavicius
Associate Analyst, EUISS

Green hydrogen has become one of the most hyped 
technologies of this decade, touted globally as a mag-
ic wand for near instantaneous decarbonisation. The 
media sometimes refer to it as a ‘miracle gas’ given its 
capacity to clean up transportation, heavy industries, 
heating, and everything in between (1). Meanwhile, in 
the EU and elsewhere, green hydrogen has also been 
increasingly seen as an instrument of diplomacy. 
Former EU Commissioner for the European Green 
Deal, Frans Timmermans, once quipped that ‘hydro-
gen is about to change the geopolitics of energy’ (2).

However, myths and misconceptions often cloud 
conversations about green hydrogen’s role in the 
energy transition, fostering unrealistic expectations 
and setting the stage for eventual disappointment 
and frustration. To build successful green hydrogen 
partnerships, a realistic approach is essential, start-

produce, transport and consume this fuel.

Summary 

 › In recent years, green hydrogen has 
emerged as one of the most promising 
clean technologies, often portrayed as the 
‘Swiss knife’ of the energy transition.

 › In the future green hydrogen will play an 
important albeit limited role in the ener-
gy transition. Because of high production 
costs and competition from other tech-
nologies, it will be used primarily in areas 
where better alternatives do not exist.

 › Due to transportation challenges, the EU 
should manage its expectations regarding 
the potential for international partner-
ships through green hydrogen trading. A 
more tech-savvy hydrogen diplomacy ap-
proach should focus on hydrogen deriva-
tives and collaboration across the green 
hydrogen economy.

© European Union Institute for Security Studies, 2024.
The views expressed in this publication are solely those of the author(s)  
and do not necessarily reflect the views of the European Union.

BRIEF / 5
Apr 2024

MADE IN 
UKRAINE

How the EU can 
support Ukrainian 
defence production

by

Jan Joel Andersson and Ondrej Ditrych
Senior Analysts, EUISS*

Ukraine is increasingly on the defensive as Russia’s 
war of aggression continues into its third year. Kyiv 
is struggling with a shortage of troops and equipment 
necessary to adequately defend the frontline and ma-
jor cities from aerial attacks (1). Meanwhile, Western 
support, which is crucial for Ukraine’s defence, is 
vulnerable to shifting domestic politics.

To turn the tide, Ukraine needs above all a lot of guns 
and ammunition. For now, it remains heavily reli-

of direct military aid remains essential – in particu-
lar, for advanced air defence systems, long-range 
missiles and NATO-standard artillery shells. In the 
medium term, the EU and Ukraine have a shared 
strategic interest in supporting the development of 
Ukraine’s rapidly expanding defence industry.

LOCALISING, INTEGRATING
Following the dissolution of the USSR in 1991, Ukraine 
inherited a major defence industry. At its peak, a 
workforce of one million contributed 30 % of Soviet 

Summary

 › The EU should expand its support to the 
development of Ukraine’s defence indus-

reduce its dependencies on Western aid 
and boost its domestic economy.

 › Two broad areas demand particular at-
tention. As a matter of urgency Ukraine 
needs investment in local production ca-
pacities and repair and maintenance fa-

same time, Ukraine’s defence industry 
should integrate into the European Defence 
Technological and Industrial Base (EDTIB). 

from immobilised Russian assets should be 
used to facilitate both tasks.

 › Several obstacles currently hinder progress 
in localising production and integrating 
Ukraine’s defence industry. The EU and 
Ukraine should work together to assess 
and address these head-on. This includes 

© European Union Institute for Security Studies, 2024.
The views expressed in this publication are solely those of the author(s)  
and do not necessarily reflect the views of the European Union.

BRIEF / 6
May 2024

GOING GREEN 
WITHOUT 
CHINA?

The EU's clean 
tech tightrope

by

Lukas Trakimavičius
Associate Analyst, EUISS

For years, the EU has played a prominent role in lead-
ing the world’s transition to clean energy through its 
robust backing for green technologies and a deter-
mined policy push to reach net zero. Initiatives such 
as the European Green Deal, ‘Fit for 55’ and the Net 
Zero Industry Act (NZIA) not only advance ambitious 
emissions reduction targets, but also promote clean 
tech that is made in Europe.

All the while, China has established itself as a clean 
energy juggernaut, increasingly dominating the sup-
ply chains of clean tech on which the EU relies (1). 
China’s meteoric rise in the clean tech sector has also 
coincided with an increasingly bellicose approach to 

critical mineral exports and the imposition of con-
trols on exports of certain materials (2). Going forward, 

its climate and energy goals, while also managing its 
dependencies on Chinese supply chains.

Summary

 › The EU has ambitious goals for acceler-
ating the energy transition through lo-
cally manufactured technologies. However, 
Beijing’s grip on the clean tech industry 

without Chinese equipment or its extensive 
supply chains.

 › China’s advantage lies in government in-
centives, access to critical materials, highly 

labour costs and less stringent environ-
mental regulations.

 › To advance its energy goals, the EU should 
pursue a multi-pronged strategy. It needs 

tech companies and prioritise innovative 
technologies that rely less on imported 
materials and Chinese supply chains. It 
also has to secure access to critical materi-
als through trade deals and consider estab-
lishing stockpiles of these.

© European Union Institute for Security Studies, 2024.
The views expressed in this publication are solely those of the author(s)  
and do not necessarily reflect the views of the European Union.

BRIEF / 7
May 2024

DELIVERING 
TOGETHER

Targeted partnerships 
for a secure world

by

Jan Joel Andersson
Senior Analyst, EUISS

Global peace and security are built on cooperation. At a 
time of increasing fragmentation and contestation, we 
need stronger partnerships in the security and defence 
realm. The EU has always sought partners around the 
world to support the rules-based multilateral order, 
but current grave challenges to our common security 

targeted partnerships that focus on delivering results.

This Brief proposes that to further enhance the ability 
of the EU and its partners to deliver on security togeth-

-
gagement in decision-shaping and capability devel-
opment initiatives. Given the many global security 
challenges, there is also a need for more tailored part-
nerships around the world on key issues of common 
concern such as: crisis management; protecting the 
global commons; and safeguarding critical resources 

on how targeted partnerships in these key areas can 
empower the EU and its partners to work together for 
peace and security.

Summary

 › The European Union has always sought 
partners to uphold the rules-based multi-
lateral order. But current challenges to our 

new forms of cooperation and targeted 
partnerships that deliver concrete results.

 › -
rity and defence partners could be further 

 ›
common security issues such as crisis 
management, protecting global commu-
nications and trade routes, and security of 
supply should be encouraged.

 › By forging targeted partnerships in these 
key areas, the EU and its partners can 
strengthen their collective capacity to con-

© European Union Institute for Security Studies, 2024.
The views expressed in this publication are solely those of the author(s)  
and do not necessarily reflect the views of the European Union.

Four innovative clean 
technologies for the EU

by

Lukas Trakimavičius
Associate Analyst, EUISS

TURBOCHARGING 
THE ENERGY 
TRANSITION

The EU’s commitment to the energy transition is un-
deniable, with policies like the European Green Deal 
and the Net-Zero Industry Act paving the way towards 
a climate-neutral Europe. As European Commission 
President Ursula von der Leyen clearly stated at the 
World Economic Forum in 2023, the plan is ‘to make 
Europe the home of clean tech and industrial innova-
tion on the road to net zero’ (1).

Ambitious rhetoric notwithstanding, the overall 
mood across EU capitals is rather muted. Expressions 
of concern about the erosion of the EU’s clean tech 
industry and the need to ‘catch up’ and ‘not fall be-
hind Beijing’ have dominated the political narrative (2). 

-

woes (3). While these policies can level the playing 

To be at the forefront of industrial innovation, the EU 
must focus on the technologies of tomorrow.

Summary

 › The EU has ambitious plans to become a 
hub of clean tech manufacturing. However, 
this is easier said than done, given China’s 
dominance over clean tech supply chains. 
To regain the crown of industrial innova-
tion, the EU must focus on the technologies 
of tomorrow.

 › Perovskite solar cells, next-generation 
geothermal, advanced biofuels and 
sodium-ion batteries are among the many 
emerging technologies that merit greater 
attention from Brussels. Not only could 
they help the EU achieve its climate and 
energy goals, but they could also reduce its 
reliance on China.

 › To step up its innovation game, the EU 
needs to speed up lab-to-market transi-
tions, mobilise institutional funding for 
scaling up new technologies, and foster in-
ternational partnerships with like-minded 
countries.

BRIEF / 9
Jun 2024

© European Union Institute for Security Studies, 2024.
The views expressed in this publication are solely those of the author(s)  
and do not necessarily reflect the views of the European Union.
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© European Union Institute for Security Studies, 2024.
The views expressed in this publication are solely those of the author(s)  
and do not necessarily reflect the views of the European Union.

FROM HYPE 
TO HORIZON

What the EU needs to 
know to bring IMEC to life

by

Dalia Ghanem
Senior Analyst, EUISS

Amaia Sánchez-Cacicedo
Associate Analyst, EUISS

The India-Middle East-Europe Economic Corridor 
(IMEC) emerged in September 2023 as a potential 
alternative to China’s Belt and Road Initiative (BRI). 
This ambitious project aims to boost connectivity and 
trade between Asia, the Gulf and Europe.

IMEC constitutes a strategic opportunity to diversify 
and develop new economic corridors between Europe 
and Asia. This involves transport, digital and tele-
communications connectivity via a high-speed data 
pipeline, as well as a common renewable electricity 
grid and a green hydrogen pipeline.

The project envisions a two-part shipping and rail 
route. Goods from India would travel by ship to the 
United Arab Emirates (UAE), then continue by rail 
through the Kingdom of Saudi Arabia (KSA) and 
Jordan to Israel’s Haifa port for onward shipment to 
destinations across the EU. Bypassing the Suez Canal 
could substantially reduce transport times by 40 % (1).

-

-

Summary 

 › The India-Middle East-Europe Economic 
Corridor (IMEC) is an ambitious propos-
al for a set of infrastructure projects that 
aims to connect Asia, the Middle East 
and Europe.

 › Realising IMEC’s full potential will take 

Regional instability and competing inter-
ests could hamper progress, while the ini-

hurdles in its early stages due to a lack of 

logistical challenges along the way.

 › The EU’s primary interest in IMEC hinges 
on tapping into the economic and green 

these ambitions will require substantial 
investment in green hydrogen infrastruc-
ture development and securing additional 

BRIEF / 10
Jul 2024

© European Union Institute for Security Studies, 2024.
The views expressed in this publication are solely those of the author(s)  
and do not necessarily reflect the views of the European Union.

BRIEF / 11
Jul 2024

REHEARSING 
FOR WAR

China and Russia’s 
military exercises

by

Ondrej Ditrych and Alice Ekman
Senior Analysts, EUISS*

China and Russia have a shared interest in revising the 
global political order, which they perceive as overly 
dominated by the United States and its allies. Their 
current rapprochement is primarily driven by this con-
cern, and facilitated by the absence of a perceived mu-
tual threat between the two countries (1).

Military cooperation is a cornerstone of the 
Sino-Russian partnership. This cooperation, which 

 (2), has rap-
idly consolidated over the past decade (3). It has entailed 
a limited number of mutual transfers of technology 
including, much to the concern of the EU, exports 
from China of dual-use technologies which indirectly 
support Moscow’s war against Ukraine (4). This Brief 
looks at yet another important aspect of Sino-Russian 
military cooperation – combined military exercises, 
often including air and naval patrols.

These exercises matter for three reasons. They signal 
to adversaries and partners alike the combined ability 
to defend, deter and project power at distance, and can 
also serve to express disapproval of actions or political 
initiatives undertaken by other parties. In this sense, 
the exercises serve as calculated displays of military 
power, functioning as a form of strategic communi-
cation. But they can also be more broadly revealing 
of capacities and intentions. Finally, these exercises 

Summary

 › China-Russia joint military exercises 
should be taken seriously, considering 
their frequency, complexity and global 
reach. Some are designed for communi-
cation and political messaging, signalling 
displeasure with the US military presence 
in various regions and defence coopera-
tion among Western allies. Others are more 
complex and challenging, and feature in-
tricate war games.

 › It is likely that China and Russia will con-
tinue to conduct such exercises, jointly 
but also increasingly with third countries, 
as part as their reinforced defence coop-
eration and joint endeavour to build an 
anti-Western coalition.

 › The EU should vigilantly monitor these ex-
ercises, and pay close attention to the lo-
cations, exact nature and objectives of the 
drills in order to improve strategic foresight 
capacities related to China and Russia’s ac-
tivities in contested regions.

© European Union Institute for Security Studies, 2024.
The views expressed in this publication are solely those of the author(s)  
and do not necessarily reflect the views of the European Union.

BRIEF / 12
Jul 2024SHIFTING TIDES

International engagement 
in the Horn of Africa 
and the Red Sea

by 

Rossella Marangio
Senior Analyst, EUISS*

In the Horn of Africa (HoA) (1) and the Red Sea mari-
time and onshore security challenges are inextrica-
bly interlinked, prompting international concern. 

More recently, attacks by Yemeni Houthis on ves-
sels in the Bab el-Mandeb Strait, which connects the 
Red Sea to the Gulf of Aden, have further threatened 
key trade routes accounting for about 15 % of global 
maritime trade (2). In March 2024, damage to three of 

 (3). Houthis have 
attacked vessels more than 40 times since November 
2023, while suspected pirate activity has also seen a 
rise, with 19 attacks carried out in 2024 compared 
to just 6 in 2023. Further complicating the situation, 
the Memorandum of Understanding (MoU) recently 
signed between Ethiopia and Somaliland has gener-
ated mounting tensions with Somalia, with adverse 

 (4). Amidst a climate 
of mounting insecurity, a number of European, Asian 
and Gulf countries are deploying militaries, navies 
and diplomats. Meanwhile, notably China and the 
United Arab Emirates (UAE) are expanding trade re-
lations and infrastructure projects in the region.

Summary

 › The Horn of Africa is attracting height-
ened interest from the United States, 
Türkiye, European and Gulf countries. 

of military bases, economic investments, 
infrastructure projects and maritime secu-
rity initiatives in the region. Political re-

competition.

 ›
from its location near the Red Sea, a vi-
tal artery for global maritime trade. Some 
countries, especially in the Gulf, view the 
Horn as an extension of their security pe-
rimeter, while others see it as a battle-
ground for regional rivalries, particularly 
between Ethiopia and Somalia, as well as 
between Gulf states and Iran.

 › Faced with this increasingly crowded are-
na, the EU has to decide how to navigate 
this complex interplay of international, 
regional and national interests. Three po-
tential postures emerge: damage control, 

cooperation.

© European Union Institute for Security Studies, 2024.
The views expressed in this publication are solely those of the author(s)  
and do not necessarily reflect the views of the European Union.

BRIEF / 13
Jul 2024

FOUR SWANS OF 
THE BLACK SEA

Security scenarios for 
a contested region

by

Ondrej Ditrych
Senior Analyst, EUISS

The Black Sea, nestled between the EU, Ukraine, 
Russia, Türkiye and the Caucasus, has become a major 
geopolitical hotspot. It is a key arena in Russia’s war 
on Ukraine, but also a contested space where broader 
geopolitical dynamics play out, with implications for 
maritime, energy, infrastructure and global food se-
curity. The EU has a strategic interest in investing in 
the security of the sea and the surrounding littoral. 
Its forthcoming Black Sea strategy (1) needs to be an-
chored in strategic foresight that anticipates various 
security scenarios for the region.

SET TING THE SCENE
The course of Russia’s war on Ukraine as well as the 
evolving interplay between littoral states and key ex-
ternal actors including NATO (which now considers 
the region to be strategically important) (2), the United 
States and China will shape the security dynamics of 
the Black Sea in the mid-term perspective.

Russia is poised to remain a key driver of regional 

-
vere damage due to Ukraine’s successful campaign 

Summary

 › The EU needs to invest more in safeguard-
ing the Black Sea region. Its forthcoming 
Black Sea strategy must therefore have a 
strong security component.

 › The Union’s responses to Russia’s aggres-
sive behaviour will be crucial in shaping 
the region’s future security. Four potential 
scenarios may be envisaged for the next 
decade: ‘Lake Interregnum’, ‘European 
Lake’, ‘Russian Lake’, and ‘Frozen Lake’.

 › To enhance regional security, the EU should 
continue to show strong support to Ukraine 
and deny further Russian advances. It needs 
to bolster situational awareness and early 
action capabilities, build resilience against 

-
tect critical maritime infrastructure in-
cluding through a potential CSDP operation 
or a strengthened Coordinated Maritime 
Presence (CMP). Swift progress in the EU’s 
enlargement process is essential.
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PLAYING GOD 
WITH CLIMATE

The EU’s geoengineering 
conundrum

by

Lukas Trakimavičius
Associate Analyst, EUISS

The Earth is heating up – and fast. This year is set to be-
come the warmest on record, with global surface tem-
peratures exceeding 1.5°C each of the past 12 months (1). 
In fact, the United Nations Secretary-General Antonio 
Guterres recently warned that the world is on track to 
reach a ‘hellish’ 3°C of global warming by the end of 
the century (2).

While CO2 emissions reductions are well underway as 
part of the energy transition process this may prove in-

warming. Therefore, geoengineering – a deliberate, 
large-scale intervention in the Earth’s natural systems 

to the climate crisis. So far, the EU has excluded certain 
geoengineering approaches from its climate agenda due 
to their controversial nature. However, as global tem-
peratures continue to rise and societies become pain-
fully aware of the sweltering future that awaits, the EU 
must take a more active role in the debate over wheth-
er geoengineering could provide deliverance from our 
climate woes.

Summary

 › Despite accelerating energy transition ef-
forts, the world is well on track to over-
shoot the warming targets of the Paris 
Agreement. This could potentially lead to 
cascading and irreversible climate impacts.

 ›
one of the solutions that could forestall the 

 › While in recent years carbon dioxide re-
moval (CDR) technologies have gone 

-
cial support, solar radiation management 
(SRM) approaches such as stratospheric 
aerosol injection, marine cloud bright-
ening, and cirrus cloud thinning remain 
highly controversial.

 › To prevent rogue SRM deployment and 
evaluate the potential of this technology as 

establish a code of practice for solar geoen-
gineering experiments, support solar geo-
engineering research, and initiate interna-
tional talks on solar radiation management 
governance.
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STRENGTHENING 
RESIL IENCE 
IN THE EAST

How the EU can empower 
countries against 
foreign interference

by

Nad’a Kovalčíková
Senior Analyst and CFI Project Director, EUISS

Leonardo De Agostini

Beatrice Catena

Hybrid threats in the Eastern Neighbourhood have 
contributed to the EU adopting a coordinated ap-
proach to foreign information manipulation and in-
terference (FIMI) with its strategic partners. This has 
led to two key developments. 

First, the FIMI concept has facilitated the creation 
and development of partnerships and the initiation of 

of foreign interference. The United States Department 
of State has embraced the concept which was ini-
tially spearheaded by the EU (1). It has been discussed 
at various international forums, for example at last 
year’s European Political Community (EPC) meeting 
in Granada and the 2024 G7 Foreign Ministers’ meet-
ings in Capri. The Capri Communiqué underscores 
the urgency of addressing FIMI not just due to its po-
tential to undermine democratic processes but also to 

and security policy’. FIMI has emerged as a pivotal 

Summary

 › Foreign information manipulation and in-
terference (FIMI) challenges EU strategic 
interests in the Eastern Neighbourhood, 
impacting not just communication and 
democratic processes but also partner 
countries’ security. 

 › In the ‘Eastern trio’ of Georgia, Moldova, 
and Ukraine, FIMI risks have escalated, 
threatening both candidate countries and 
the EU’s Common Security and Defence 
Policy (CSDP). 

 › The EU should consider adapting its CSDP 
to address these rising threats, as high-
lighted in the new Civilian Compact, and 
prioritise integrating FIMI countermeas-

-
cially in regions of strategic interest. 

 › EUPM Moldova demonstrates how CSDP 
can strengthen resilience across multi-
ple domains. The mission could serve as a 

missions to respond to this challenge. 
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« JE T’AIME,  
MOI NON PLUS »

Cognitive biases in the 
AU-EU partnership

by

Rossella Marangio
Senior Analyst, EUISS

Frank Mattheis
Cluster Coordinator, United Nations 
University–Institute on Comparative 
Regional Integration Studies (UNU-CRIS)*

The relationship between the African Union (AU) and 
the European Union (EU) has hit some rough patches 
in recent years. Key events like the AU-EU Summit and 
ministerial meetings have been delayed or concluded 

-
resolved tensions rather than isolated disagreements. 
Divergences over the Covid-19 pandemic, Russia’s 
aggression against Ukraine and the Israeli invasion 
of Gaza highlight these tensions. Internal crises and 
the growing availability of alternative partners further 
complicate cooperation between the two organisations.

Nevertheless, the partnership remains vital for ad-
dressing transregional challenges. It involves a wide 

disagreements and misunderstandings persist among 
decision-makers. This Brief argues that ongoing 
strains in the AU-EU partnership result from cogni-
tive biases, where each side (mis)interprets events, 
facts and people through the lens of its own beliefs and 

-
ing the partnership, we propose concrete ways to ad-
dress them.

Summary 

 › The AU-EU relationship is experienc-
-

litical priorities. Cognitive biases are a 
major factor contributing to persistent 
misunderstandings.

 › Stereotyping, egocentrism, and an over-
emphasis on single-issue concerns are 
deeply ingrained biases that continue to 

the partnership.

 › While the EU has a recognised wealth of 
experience in regional integration, the 
AU’s capacity to inspire policies and prac-
tices elsewhere is often overlooked.

 › This Brief examines the biases that af-
fect AU-EU relations and suggests ways to 
overcome them. Investing in mutual un-
derstanding is a prerequisite for strength-
ening the partnership.

© European Union Institute for Security Studies, 2024.
The views expressed in this publication are solely those of the author(s)  
and do not necessarily reflect the views of the European Union.

BRIEF / 17
Oct 2024

MINDING THE 
DRONE GAP

Drone warfare and the EU

by

Jan Joel Andersson
Senior Analyst, EUISS

Sascha Simon
Security and Defence Analyst

Artillery dominates the war in Ukraine, but is 
the drone fast replacing it as the ‘King of Battle’? 
Ukraine’s military leadership suggested as much in 
May 2024, stating that ‘drones kill more soldiers on 
both sides than anything else’ (1). Drones have become 

wars in Ukraine and Gaza/Israel/Lebanon to the civil 
wars in Sudan, Syria and Myanmar. They are also in-
creasingly deployed by non-state actors across the 
Middle East and Africa. While some argue that this 
represents a revolutionary shift in warfare, others see 
it as more of an evolutionary development. However, 
the broader implications and conclusions to be drawn 
remain a subject of debate (2). So, what is the impact 
of drones on modern warfare? And how should the 
EU respond?

DEFINING DRONES
In the military, ‘drone’ used to be a term for remote-
ly controlled aircraft utilised for gunnery practice. 
Today, the term ‘drone’ encompasses a wide range 
of devices, from inexpensive weaponised recreational 
multicopters to uncrewed jet-sized aircraft used for 
intelligence, surveillance and reconnaissance (ISR) 

Summary 

 › As the EU Member States ramp up arms 
production in support of Ukraine and for 
their own defence, the proliferation of 
armed drones and countermeasures is a 
growing concern. This poses important 
questions for the future of warfare and the 
European defence industry.

 ›
however depending on their type, high-

the extent to which drones can impact mil-
itary operations and civilian infrastructure.

 › The EU can support Ukraine's drone war-

counter-drone capabilities by leveraging 
the Union’s strengths: a strong and in-
novative industrial base, close cooperation 
with Ukraine, and a burgeoning EU defence 
industry policy. 
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DECONSTRUCTING 
RUSSIA’S 
BRICOLAGE 
TACTICS

Strategic insights for 
defeating the Kremlin

by

Ondrej Ditrych
Senior Analyst, EUISS*

Russia deploys a variety of hybrid tactics to reshape 
the current global political landscape. It does so in a 
post-unipolar and post-hegemonic world. However, 
this is also a world where the Russian state has to 
contend with both the strengths of other powers and 

How can we better understand the hybrid nature of 
this state, which seeks to compensate for its relative 
weaknesses while adjusting to the shifting dynamics 
of great power rivalry? A helpful metaphor for un-
derstanding how the regime challenges the existing 
global order while also adapting to it is that of the 
bricoleur (‘tinkerer’). Both Russia’s culture of mili-

-
ful illustrations of how this concept, borrowed from 
French social theory (1), can enhance our understand-
ing of what kind of adversary Russia is.

MOSCOW’S MACHINATIONS
Rather than a traditional, bureaucratic entity weighed 
down by inertia, the Russian regime operates as an 
opportunistic, improvisational purveyor of ad hoc 
‘assemblages’ pieced together from a diverse but 

Summary

 › Russia employs ‘bricolage
its structural weaknesses and adjust to the 
evolving nature of great power competi-
tion. Examples include its culture of mili-
tary innovation or the operations of the 
Wagner Group and its successors.

 › The metaphor of the bricoleur, or tinker-
er, aptly conveys Russia’s resourcefulness 
and its frequent use of improvisational 
tactics that disrupt the established global 
order. This image complements and con-
trasts with more conventional depictions 

Viewing Russia from this perspective high-
lights its capacity for innovation and adap-
tation while shedding light on the regime’s 
intrinsic weaknesses.

 › To counter Russia’s hybrid tactics, the 
EU should expose the regime’s internal 
contradictions, restrict access to sensi-
tive technology used in its improvisational 
warfare in Ukraine, and bolster democratic 
resilience against the Kremlin’s malign 
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THE CHANGING 
SUBMARINE 
CABLES 
LANDSCAPE

Expanding the EU’s role 
in the Indo-Pacific

by

Yuka Koshino
Associate Fellow, The International 
Institute for Strategic Studies (IISS)

The rapid development of digital technologies has 
dramatically increased global internet bandwidth de-
mand, with submarine cables today accounting for 

undersea cables are the backbone of global commu-

critical importance, these cables remain inadequately 

Globally, approximately 100-200 cases of damage 
to undersea cables are reported annually accord-
ing to the International Cable Protection Committee 

-
-

tion measures, such as burial in shallow waters and 
electronic monitoring of anomalies, along with legal 

much of the responsibility for protecting these cables 
lies with operators, limiting private-public coop-
eration and creating vulnerabilities, whether during 
times of peace, ‘grey zone’ situations or at moments 

from peacetime to periods of potential volatility re-

-
politics and rising tensions, faces unique challenges 

Summary 

 › Advances in digital technologies are driv-
ing a dramatic increase in the demand for 

-
-

 ›
economic interests, as outlined in its 

 › -
sume a broader role in protecting sub-

include: enhancing public-private part-
nerships; collaborating with the Quad; de-
veloping legal and regulatory frameworks; 
investing in seabed monitoring technolo-
gies; and coordinating strategic infrastruc-
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TROUBLE IN 
TBIL IS I

How the EU should 
respond to Georgia's drift 
towards authoritarianism

by

Ondrej Ditrych
Senior Analyst, EUISS*

The EU needs a playbook to protect civil societies un-

a credible way to champion liberty and the rule of law 
while confronting the rise of authoritarian strong-
men. These leaders, seeing the liberal order under 

-
ing with illiberal powers like Russia and China – of-
ten to the detriment of their own societies. Georgia, a 
membership candidate state where the consolidation 
of authoritarian rule looks likely to intensify follow-
ing a contested parliamentary election last month, 
provides a critical testing ground for developing such 
a strategy.

Failure to act will cost the Georgian people their lib-

competing third powers. It will also represent a ma-
jor failure of the EU’s Eastern policy, which aims to 
expand the area of democracy, security and pros-

developments, before listing the options that the EU 
should consider to avert such an outcome.

Summary 

 › The parliamentary election in Georgia on 
26 October marked another milestone in 
the process of democratic backsliding in 
the country. Vote tampering likely played 
a key role in securing a majority of seats 
for the ruling Georgian Dream party in the 
new parliament.

 › A crackdown on the opposition and civil 
society involving mass repression, in-
carceration and intimidation is now one 
scenario. A more probable outcome, how-
ever, is the gradual deepening of illiberal 
authoritarianism.

 › The EU must respond decisively. Its ap-
proach should combine the ‘3Ps’ of punitive, 
protective and progressive countermeasures. 
The EU should prioritise support for the 
social forces and independent media that 
advocate for Georgia’s European future.
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CURBING 
CHINA’S LEGACY 
CHIP CLOUT

Reevaluating EU strategy

by

Tim Nicholas Rühlig
Senior Analyst, EUISS

The European Union is increasingly concerned about 
strategic dependencies on Chinese technology (1). 
Central to this discussion, and closely linked to the 
geopolitical rivalry between the United States and the 
People’s Republic of China (PRC), are semiconductors. 
This competition over semiconductors is entering a 

-
siderably restricted Chinese access to and ability to 
develop advanced semiconductors, particularly those 

second phase focuses on mature node semiconduc-
tors, also known as ‘legacy chips’ (2). These chips are 
technologically inferior but no less critical. Legacy 
chips are widely used across a range of industries in-
cluding automotive, medical devices, drones, robot-
ics, aerospace and defence to name just a few. In the 
coming years, legacy chips will continue to account 
for around three quarters of global semiconductor de-
mand (3). Legacy chip shortages during the pandemic 
highlighted how the scarcity of even a single chip can 
disrupt entire manufacturing lines.

In contrast to advanced semiconductors, China already 
possesses the technological capability to produce leg-
acy chips and holds around 30% global market share 
(compared to the EU’s 13%) (4)

legacy chip dependencies on China?

Summary 

 › The EU is concerned that it could soon be-
come overly reliant on legacy chips from 
China. Legacy chips are of strategic im-
portance as they are irreplaceable in a wide 
range of critical industrial sectors.

 › The challenge poses a threat to the EU’s 

-
mestic conditions and localisation trends 

 › This has concrete policy consequences. In 
line with the three-pillar approach outlined 
in the 2023 Economic Security Strategy, the 
EU’s focus should shift from predominant-
ly protective measures towards promoting 
the bloc’s competitiveness and partnering 
with a diverse range of countries to build 
resilience against economic security risks.
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THE FUTURE OF 
DEMOCRACY

Lessons from the US fight 
against foreign electoral 
interference in 2024

by

Nad’a Kovalčíková
Senior Analyst, EUISS

Giuseppe Spatafora
Research Analyst, EUISS

In early September 2024, the US Department of 
Justice announced a set of measures to curb electoral 
interference in the upcoming presidential election, 
scheduled to take place two months later (1). This was 

actors were seeking to meddle with the election. In a 
deeply polarised environment and with the outcome 
appearing to be on a knife’s edge, there was wide-

-

In the end, Donald Trump’s resounding victory – and 
the swift acceptance of the result by the Democratic 
Party – dispelled those concerns. However, this 
should not serve as an excuse to overlook the sig-

democratic process. Strategic rivals are becoming 
bolder and more astute in their information manipu-
lation and other interference activities.

US agencies implemented several measures to re-
spond to these malign actions and prevent disrup-
tions. To counter future interference, the EU should 

Summary 

 › The US’s three main strategic adversaries 
– Russia, China and Iran – actively sought 

-
tion. They deployed a variety of interfer-
ence tactics, including the misuse of AI, 
disinformation campaigns, recruitment of 

 › Other elections, including in Europe, have 
experienced forms of foreign interference 
similar to those deployed during the US 
presidential election campaign.

 › To safeguard elections from future inter-
-

tiveness of US counter-interference ef-
forts, identifying both successful strategies 
and areas for improvement.
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PUBLICATIONS
The breakdown of EUISS publications in 2024 was as follows: 

 5 
CHAILLOT PAPERS
In 2024 the Institute published 5 
Chaillot Papers:

   > CP 181, ‘EU-India relations: Gaining stra-
tegic traction’, edited by Amaia Sánchez-
Cacicedo (February)

   > CP 182, ‘Türkiye’s cards in the world: 
Raising the stakes’, edited by Dalia 
Ghanem (May)

   > CP 183, ‘Contestation: The new dynam-
ic driving global politics’, edited by Alice 
Ekman and Steven Everts (May)

   > CP 184, ‘Hacking minds and machines: 
Foreign interference in the digital era’, ed-
ited by Nad’a Kovalčíková (August)

   > CP 185, ‘Ten ideas for the new team: How 
the EU can navigate a power political 
world’, edited by Steven Everts and Bojana 
Zorić (September)

EUINDIA RELATIONS | GAINING STRATEGIC TRACTION?
CHAILLOT PAPER / 181

CHAILLOT PAPER / 181
February 2024

Gaining strategic traction?
Edited by
Amaia Sánchez-Cacicedo

With contributions from
Kanti Bajpai, Olivier Blarel, Amit Garg, 

Jagannath Panda, Marta Torres Gunfaus 

EUINDIA 
RELATIONS

TÜRKIYE’S CARDS IN THE W
ORLD | RAISING THE STAKES

CHAILLOT PAPER / 182

CHAILLOT PAPER / 182
May 2024

Raising the stakes
Edited by

With contributions from
 

TÜRKIYE’S CARDS 
IN THE WORLD

CONTESTATION | THE NEW DYNAMIC DRIVING GLOBAL POLITICS
CHAILLOT PAPER / 183

CHAILLOT PAPER / 183
May 2024

The new dynamic 
driving global politics
Edited by

With contributions from
 

CONTESTATION HACKING M
INDS AND M

ACHINES | FOREIGN INTERFERENCE IN THE DIGITAL ERA
CHAILLOT PAPER / 184

CHAILLOT PAPER / 184
August 2024

Foreign interference 
in the digital era
Edited by

With contributions from
Rumena Filipova, Bart Hogeveen,  

 
Andrea Salvi

HACKING MINDS 
AND MACHINES

TEN IDEAS FOR THE NEW TEAM | HOW THE EU CAN NAVIGATE A POW
ER POLITICAL WORLD

CHAILLOT PAPER / 185

CHAILLOT PAPER / 185
September 2024

How the EU can navigate 
a power political world
Edited by

With contributions from
Jan Joel Andersson, Ondrej Ditrych,  
Alice Ekman, Steven Everts, Dalia Ghanem, 
Amaia Sánchez-Cacicedo, Giuseppe Spatafora, 

TEN IDEAS FOR 
THE NEW TEAM

22 
EUISS BRIEFS
In total, the Institute published 22 Briefs over the course of 2024,  
covering a wide spectrum of strategic and geopolitical issues. 

27 
EUISS COMMENTARIES

3 
EUISS REPORTS
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THE POWER 
AND L IMITS 
OF DATA FOR 
PEACE

Improving the EU conflict 
early warning system for 
more e�ective prevention

by

Sarah Bressan
Research Fellow, Global Public 
Policy Institute (GPPi)

-
 (1)

 (2).

Summary 

 ›
-
-
-

 ›

-

 ›
-

-

 › -

-
-
-

© European Union Institute for Security Studies, 2024.
The views expressed in this publication are solely those of the author(s)  
and do not necessarily reflect the views of the European Union.

BRIEF / 2
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Time to reshape the 
EU's engagement

by

Rossella Marangio
Senior Analyst, EUISS

The coup of 26 July in Niger marked a turning point in 
the politics of the Sahel. Its timing surprised local and 
international observers alike because of the perceived 
relative stability of Niger in comparison to Mali and 
Burkina Faso. The wave of coups in these three coun-
tries starkly exposed the dilemma faced by the EU as 
it sought to simultaneously pursue its strategic inter-
ests while also upholding democratic values (1). Caught 

to confront the complexities of its role in a region 
where structural vulnerabilities hinder the emergence 
of sustainable institutions, economic development and 
security (2).

This Brief analyses the EU’s engagement in the Sahel 
region in light of the recent coups and the challenges 
the Union faces in balancing norms and interests. It 

-
ties of the EU’s initiatives in the Sahel and puts for-
ward recommendations for future engagement in a 
region that remains strategic for the EU’s security, the 
wider Western Africa region, and the Union’s relations 
with Africa more broadly. The extent to which the EU 
will be able to maintain its engagement in the Sahel 
while upholding its values will in the long term de-
pend on developments following the coups. However, 
to prepare for this far-reaching endeavour, the EU 
could foster diplomatic engagement to accompany 

Summary

 › The recent series of unconstitutional 
changes of government in the Sahel has 
highlighted the challenges that the EU fac-
es in balancing strategic interests with its 
commitment to democratic values. It now 
needs to reassess its strategy in the region.

 › The EU’s action in the Sahel has continued 
to be hampered by over-ambitious goals 
and failure to fully harness the potential 
of the integrated approach. This comes de-
spite positive developments introduced by 
the 2021 EU integrated strategy, and in-
creased coordination over time.

 › Solutions to key state-building issues 
will only emerge from national politi-
cal processes. The EU should prepare for 
this long-term endeavour by focusing on 
diplomacy, fewer domains of interven-
tion, community-based approaches and 
enhanced planning coordination, possibly 
also looking beyond the Sahel.
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INTO THE 
BREACH!

EU military CSDP missions 
and operations

by

Jan Joel Andersson
Senior Analyst, EUISS

On 19 February 2024, the European Union launched 
Operation Aspides, sending initially four frigates un-

northwest Indian Ocean in response to Houthi attacks 
from Yemen. The EU’s Common Security and Defence 
Policy (CSDP) has always been about capabilities but 
also missions and operations to project power and 
protect EU interests around the world. Currently, 
some 3 500 military personnel and 1 300 civilian ex-
perts are deployed by the EU in Europe, Africa and 
Asia (1). For more than 20 years, the EU has deployed 
troops beyond its borders. But what has been the im-
pact? And what is the future of the EU as a strategic 
actor? At a time when the use of military power is 
surging around the world, the EU is faced with chal-

how to act, as it takes on a larger role in security 
and defence. To help clarify these choices, this Brief 
presents three alternatives for future EU military 
CSDP missions and operations: 

1. 
2. 
3. Back to the future.

Summary

 ›
operations in 2003 and in preparation for 

2025, this Brief presents three alternatives 
for what future EU military missions and 
operations could look like.

 ›
support among EU Member States for mis-
sions and operations in and around Europe. 
The second focuses on protecting the glob-

dimension. The third alternative places the 
-

tions around the world.

 ›

and preferred option. But the EU’s reliance 
on seaborne trade means that it should also 
take on more responsibility for defending 
the global commons at sea.
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OF MYTHS AND 
MOLECULES

Getting real about green 
hydrogen diplomacy

by

Lukas Trakimavicius
Associate Analyst, EUISS

Green hydrogen has become one of the most hyped 
technologies of this decade, touted globally as a mag-
ic wand for near instantaneous decarbonisation. The 
media sometimes refer to it as a ‘miracle gas’ given its 
capacity to clean up transportation, heavy industries, 
heating, and everything in between (1). Meanwhile, in 
the EU and elsewhere, green hydrogen has also been 
increasingly seen as an instrument of diplomacy. 
Former EU Commissioner for the European Green 
Deal, Frans Timmermans, once quipped that ‘hydro-
gen is about to change the geopolitics of energy’ (2).

However, myths and misconceptions often cloud 
conversations about green hydrogen’s role in the 
energy transition, fostering unrealistic expectations 
and setting the stage for eventual disappointment 
and frustration. To build successful green hydrogen 
partnerships, a realistic approach is essential, start-

produce, transport and consume this fuel.

Summary 

 › In recent years, green hydrogen has 
emerged as one of the most promising 
clean technologies, often portrayed as the 
‘Swiss knife’ of the energy transition.

 › In the future green hydrogen will play an 
important albeit limited role in the ener-
gy transition. Because of high production 
costs and competition from other tech-
nologies, it will be used primarily in areas 
where better alternatives do not exist.

 › Due to transportation challenges, the EU 
should manage its expectations regarding 
the potential for international partner-
ships through green hydrogen trading. A 
more tech-savvy hydrogen diplomacy ap-
proach should focus on hydrogen deriva-
tives and collaboration across the green 
hydrogen economy.
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MADE IN 
UKRAINE

How the EU can 
support Ukrainian 
defence production

by

Jan Joel Andersson and Ondrej Ditrych
Senior Analysts, EUISS*

Ukraine is increasingly on the defensive as Russia’s 
war of aggression continues into its third year. Kyiv 
is struggling with a shortage of troops and equipment 
necessary to adequately defend the frontline and ma-
jor cities from aerial attacks (1). Meanwhile, Western 
support, which is crucial for Ukraine’s defence, is 
vulnerable to shifting domestic politics.

To turn the tide, Ukraine needs above all a lot of guns 
and ammunition. For now, it remains heavily reli-

of direct military aid remains essential – in particu-
lar, for advanced air defence systems, long-range 
missiles and NATO-standard artillery shells. In the 
medium term, the EU and Ukraine have a shared 
strategic interest in supporting the development of 
Ukraine’s rapidly expanding defence industry.

LOCALISING, INTEGRATING
Following the dissolution of the USSR in 1991, Ukraine 
inherited a major defence industry. At its peak, a 
workforce of one million contributed 30 % of Soviet 

Summary

 › The EU should expand its support to the 
development of Ukraine’s defence indus-

reduce its dependencies on Western aid 
and boost its domestic economy.

 › Two broad areas demand particular at-
tention. As a matter of urgency Ukraine 
needs investment in local production ca-
pacities and repair and maintenance fa-

same time, Ukraine’s defence industry 
should integrate into the European Defence 
Technological and Industrial Base (EDTIB). 

from immobilised Russian assets should be 
used to facilitate both tasks.

 › Several obstacles currently hinder progress 
in localising production and integrating 
Ukraine’s defence industry. The EU and 
Ukraine should work together to assess 
and address these head-on. This includes 
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GOING GREEN 
WITHOUT 
CHINA?

The EU's clean 
tech tightrope

by

Lukas Trakimavičius
Associate Analyst, EUISS

For years, the EU has played a prominent role in lead-
ing the world’s transition to clean energy through its 
robust backing for green technologies and a deter-
mined policy push to reach net zero. Initiatives such 
as the European Green Deal, ‘Fit for 55’ and the Net 
Zero Industry Act (NZIA) not only advance ambitious 
emissions reduction targets, but also promote clean 
tech that is made in Europe.

All the while, China has established itself as a clean 
energy juggernaut, increasingly dominating the sup-
ply chains of clean tech on which the EU relies (1). 
China’s meteoric rise in the clean tech sector has also 
coincided with an increasingly bellicose approach to 

critical mineral exports and the imposition of con-
trols on exports of certain materials (2). Going forward, 

its climate and energy goals, while also managing its 
dependencies on Chinese supply chains.

Summary

 › The EU has ambitious goals for acceler-
ating the energy transition through lo-
cally manufactured technologies. However, 
Beijing’s grip on the clean tech industry 

without Chinese equipment or its extensive 
supply chains.

 › China’s advantage lies in government in-
centives, access to critical materials, highly 

labour costs and less stringent environ-
mental regulations.

 › To advance its energy goals, the EU should 
pursue a multi-pronged strategy. It needs 

tech companies and prioritise innovative 
technologies that rely less on imported 
materials and Chinese supply chains. It 
also has to secure access to critical materi-
als through trade deals and consider estab-
lishing stockpiles of these.
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DELIVERING 
TOGETHER

Targeted partnerships 
for a secure world

by

Jan Joel Andersson
Senior Analyst, EUISS

Global peace and security are built on cooperation. At a 
time of increasing fragmentation and contestation, we 
need stronger partnerships in the security and defence 
realm. The EU has always sought partners around the 
world to support the rules-based multilateral order, 
but current grave challenges to our common security 

targeted partnerships that focus on delivering results.

This Brief proposes that to further enhance the ability 
of the EU and its partners to deliver on security togeth-

-
gagement in decision-shaping and capability devel-
opment initiatives. Given the many global security 
challenges, there is also a need for more tailored part-
nerships around the world on key issues of common 
concern such as: crisis management; protecting the 
global commons; and safeguarding critical resources 

on how targeted partnerships in these key areas can 
empower the EU and its partners to work together for 
peace and security.

Summary

 › The European Union has always sought 
partners to uphold the rules-based multi-
lateral order. But current challenges to our 

new forms of cooperation and targeted 
partnerships that deliver concrete results.

 › -
rity and defence partners could be further 

 ›
common security issues such as crisis 
management, protecting global commu-
nications and trade routes, and security of 
supply should be encouraged.

 › By forging targeted partnerships in these 
key areas, the EU and its partners can 
strengthen their collective capacity to con-
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Four innovative clean 
technologies for the EU

by

Lukas Trakimavičius
Associate Analyst, EUISS

TURBOCHARGING 
THE ENERGY 
TRANSITION

The EU’s commitment to the energy transition is un-
deniable, with policies like the European Green Deal 
and the Net-Zero Industry Act paving the way towards 
a climate-neutral Europe. As European Commission 
President Ursula von der Leyen clearly stated at the 
World Economic Forum in 2023, the plan is ‘to make 
Europe the home of clean tech and industrial innova-
tion on the road to net zero’ (1).

Ambitious rhetoric notwithstanding, the overall 
mood across EU capitals is rather muted. Expressions 
of concern about the erosion of the EU’s clean tech 
industry and the need to ‘catch up’ and ‘not fall be-
hind Beijing’ have dominated the political narrative (2). 

-

woes (3). While these policies can level the playing 

To be at the forefront of industrial innovation, the EU 
must focus on the technologies of tomorrow.

Summary

 › The EU has ambitious plans to become a 
hub of clean tech manufacturing. However, 
this is easier said than done, given China’s 
dominance over clean tech supply chains. 
To regain the crown of industrial innova-
tion, the EU must focus on the technologies 
of tomorrow.

 › Perovskite solar cells, next-generation 
geothermal, advanced biofuels and 
sodium-ion batteries are among the many 
emerging technologies that merit greater 
attention from Brussels. Not only could 
they help the EU achieve its climate and 
energy goals, but they could also reduce its 
reliance on China.

 › To step up its innovation game, the EU 
needs to speed up lab-to-market transi-
tions, mobilise institutional funding for 
scaling up new technologies, and foster in-
ternational partnerships with like-minded 
countries.
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FROM HYPE 
TO HORIZON

What the EU needs to 
know to bring IMEC to life

by

Dalia Ghanem
Senior Analyst, EUISS

Amaia Sánchez-Cacicedo
Associate Analyst, EUISS

The India-Middle East-Europe Economic Corridor 
(IMEC) emerged in September 2023 as a potential 
alternative to China’s Belt and Road Initiative (BRI). 
This ambitious project aims to boost connectivity and 
trade between Asia, the Gulf and Europe.

IMEC constitutes a strategic opportunity to diversify 
and develop new economic corridors between Europe 
and Asia. This involves transport, digital and tele-
communications connectivity via a high-speed data 
pipeline, as well as a common renewable electricity 
grid and a green hydrogen pipeline.

The project envisions a two-part shipping and rail 
route. Goods from India would travel by ship to the 
United Arab Emirates (UAE), then continue by rail 
through the Kingdom of Saudi Arabia (KSA) and 
Jordan to Israel’s Haifa port for onward shipment to 
destinations across the EU. Bypassing the Suez Canal 
could substantially reduce transport times by 40 % (1).

-

-

Summary 

 › The India-Middle East-Europe Economic 
Corridor (IMEC) is an ambitious propos-
al for a set of infrastructure projects that 
aims to connect Asia, the Middle East 
and Europe.

 › Realising IMEC’s full potential will take 

Regional instability and competing inter-
ests could hamper progress, while the ini-

hurdles in its early stages due to a lack of 

logistical challenges along the way.

 › The EU’s primary interest in IMEC hinges 
on tapping into the economic and green 

these ambitions will require substantial 
investment in green hydrogen infrastruc-
ture development and securing additional 
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REHEARSING 
FOR WAR

China and Russia’s 
military exercises

by

Ondrej Ditrych and Alice Ekman
Senior Analysts, EUISS*

China and Russia have a shared interest in revising the 
global political order, which they perceive as overly 
dominated by the United States and its allies. Their 
current rapprochement is primarily driven by this con-
cern, and facilitated by the absence of a perceived mu-
tual threat between the two countries (1).

Military cooperation is a cornerstone of the 
Sino-Russian partnership. This cooperation, which 

 (2), has rap-
idly consolidated over the past decade (3). It has entailed 
a limited number of mutual transfers of technology 
including, much to the concern of the EU, exports 
from China of dual-use technologies which indirectly 
support Moscow’s war against Ukraine (4). This Brief 
looks at yet another important aspect of Sino-Russian 
military cooperation – combined military exercises, 
often including air and naval patrols.

These exercises matter for three reasons. They signal 
to adversaries and partners alike the combined ability 
to defend, deter and project power at distance, and can 
also serve to express disapproval of actions or political 
initiatives undertaken by other parties. In this sense, 
the exercises serve as calculated displays of military 
power, functioning as a form of strategic communi-
cation. But they can also be more broadly revealing 
of capacities and intentions. Finally, these exercises 

Summary

 › China-Russia joint military exercises 
should be taken seriously, considering 
their frequency, complexity and global 
reach. Some are designed for communi-
cation and political messaging, signalling 
displeasure with the US military presence 
in various regions and defence coopera-
tion among Western allies. Others are more 
complex and challenging, and feature in-
tricate war games.

 › It is likely that China and Russia will con-
tinue to conduct such exercises, jointly 
but also increasingly with third countries, 
as part as their reinforced defence coop-
eration and joint endeavour to build an 
anti-Western coalition.

 › The EU should vigilantly monitor these ex-
ercises, and pay close attention to the lo-
cations, exact nature and objectives of the 
drills in order to improve strategic foresight 
capacities related to China and Russia’s ac-
tivities in contested regions.
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International engagement 
in the Horn of Africa 
and the Red Sea

by 

Rossella Marangio
Senior Analyst, EUISS*

In the Horn of Africa (HoA) (1) and the Red Sea mari-
time and onshore security challenges are inextrica-
bly interlinked, prompting international concern. 

More recently, attacks by Yemeni Houthis on ves-
sels in the Bab el-Mandeb Strait, which connects the 
Red Sea to the Gulf of Aden, have further threatened 
key trade routes accounting for about 15 % of global 
maritime trade (2). In March 2024, damage to three of 

 (3). Houthis have 
attacked vessels more than 40 times since November 
2023, while suspected pirate activity has also seen a 
rise, with 19 attacks carried out in 2024 compared 
to just 6 in 2023. Further complicating the situation, 
the Memorandum of Understanding (MoU) recently 
signed between Ethiopia and Somaliland has gener-
ated mounting tensions with Somalia, with adverse 

 (4). Amidst a climate 
of mounting insecurity, a number of European, Asian 
and Gulf countries are deploying militaries, navies 
and diplomats. Meanwhile, notably China and the 
United Arab Emirates (UAE) are expanding trade re-
lations and infrastructure projects in the region.

Summary

 › The Horn of Africa is attracting height-
ened interest from the United States, 
Türkiye, European and Gulf countries. 

of military bases, economic investments, 
infrastructure projects and maritime secu-
rity initiatives in the region. Political re-

competition.

 ›
from its location near the Red Sea, a vi-
tal artery for global maritime trade. Some 
countries, especially in the Gulf, view the 
Horn as an extension of their security pe-
rimeter, while others see it as a battle-
ground for regional rivalries, particularly 
between Ethiopia and Somalia, as well as 
between Gulf states and Iran.

 › Faced with this increasingly crowded are-
na, the EU has to decide how to navigate 
this complex interplay of international, 
regional and national interests. Three po-
tential postures emerge: damage control, 

cooperation.
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FOUR SWANS OF 
THE BLACK SEA

Security scenarios for 
a contested region

by

Ondrej Ditrych
Senior Analyst, EUISS

The Black Sea, nestled between the EU, Ukraine, 
Russia, Türkiye and the Caucasus, has become a major 
geopolitical hotspot. It is a key arena in Russia’s war 
on Ukraine, but also a contested space where broader 
geopolitical dynamics play out, with implications for 
maritime, energy, infrastructure and global food se-
curity. The EU has a strategic interest in investing in 
the security of the sea and the surrounding littoral. 
Its forthcoming Black Sea strategy (1) needs to be an-
chored in strategic foresight that anticipates various 
security scenarios for the region.

SET TING THE SCENE
The course of Russia’s war on Ukraine as well as the 
evolving interplay between littoral states and key ex-
ternal actors including NATO (which now considers 
the region to be strategically important) (2), the United 
States and China will shape the security dynamics of 
the Black Sea in the mid-term perspective.

Russia is poised to remain a key driver of regional 

-
vere damage due to Ukraine’s successful campaign 

Summary

 › The EU needs to invest more in safeguard-
ing the Black Sea region. Its forthcoming 
Black Sea strategy must therefore have a 
strong security component.

 › The Union’s responses to Russia’s aggres-
sive behaviour will be crucial in shaping 
the region’s future security. Four potential 
scenarios may be envisaged for the next 
decade: ‘Lake Interregnum’, ‘European 
Lake’, ‘Russian Lake’, and ‘Frozen Lake’.

 › To enhance regional security, the EU should 
continue to show strong support to Ukraine 
and deny further Russian advances. It needs 
to bolster situational awareness and early 
action capabilities, build resilience against 

-
tect critical maritime infrastructure in-
cluding through a potential CSDP operation 
or a strengthened Coordinated Maritime 
Presence (CMP). Swift progress in the EU’s 
enlargement process is essential.
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PLAYING GOD 
WITH CLIMATE

The EU’s geoengineering 
conundrum

by

Lukas Trakimavičius
Associate Analyst, EUISS

The Earth is heating up – and fast. This year is set to be-
come the warmest on record, with global surface tem-
peratures exceeding 1.5°C each of the past 12 months (1). 
In fact, the United Nations Secretary-General Antonio 
Guterres recently warned that the world is on track to 
reach a ‘hellish’ 3°C of global warming by the end of 
the century (2).

While CO2 emissions reductions are well underway as 
part of the energy transition process this may prove in-

warming. Therefore, geoengineering – a deliberate, 
large-scale intervention in the Earth’s natural systems 

to the climate crisis. So far, the EU has excluded certain 
geoengineering approaches from its climate agenda due 
to their controversial nature. However, as global tem-
peratures continue to rise and societies become pain-
fully aware of the sweltering future that awaits, the EU 
must take a more active role in the debate over wheth-
er geoengineering could provide deliverance from our 
climate woes.

Summary

 › Despite accelerating energy transition ef-
forts, the world is well on track to over-
shoot the warming targets of the Paris 
Agreement. This could potentially lead to 
cascading and irreversible climate impacts.

 ›
one of the solutions that could forestall the 

 › While in recent years carbon dioxide re-
moval (CDR) technologies have gone 

-
cial support, solar radiation management 
(SRM) approaches such as stratospheric 
aerosol injection, marine cloud bright-
ening, and cirrus cloud thinning remain 
highly controversial.

 › To prevent rogue SRM deployment and 
evaluate the potential of this technology as 

establish a code of practice for solar geoen-
gineering experiments, support solar geo-
engineering research, and initiate interna-
tional talks on solar radiation management 
governance.
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STRENGTHENING 
RESIL IENCE 
IN THE EAST

How the EU can empower 
countries against 
foreign interference

by

Nad’a Kovalčíková
Senior Analyst and CFI Project Director, EUISS

Leonardo De Agostini

Beatrice Catena

Hybrid threats in the Eastern Neighbourhood have 
contributed to the EU adopting a coordinated ap-
proach to foreign information manipulation and in-
terference (FIMI) with its strategic partners. This has 
led to two key developments. 

First, the FIMI concept has facilitated the creation 
and development of partnerships and the initiation of 

of foreign interference. The United States Department 
of State has embraced the concept which was ini-
tially spearheaded by the EU (1). It has been discussed 
at various international forums, for example at last 
year’s European Political Community (EPC) meeting 
in Granada and the 2024 G7 Foreign Ministers’ meet-
ings in Capri. The Capri Communiqué underscores 
the urgency of addressing FIMI not just due to its po-
tential to undermine democratic processes but also to 

and security policy’. FIMI has emerged as a pivotal 

Summary

 › Foreign information manipulation and in-
terference (FIMI) challenges EU strategic 
interests in the Eastern Neighbourhood, 
impacting not just communication and 
democratic processes but also partner 
countries’ security. 

 › In the ‘Eastern trio’ of Georgia, Moldova, 
and Ukraine, FIMI risks have escalated, 
threatening both candidate countries and 
the EU’s Common Security and Defence 
Policy (CSDP). 

 › The EU should consider adapting its CSDP 
to address these rising threats, as high-
lighted in the new Civilian Compact, and 
prioritise integrating FIMI countermeas-

-
cially in regions of strategic interest. 

 › EUPM Moldova demonstrates how CSDP 
can strengthen resilience across multi-
ple domains. The mission could serve as a 

missions to respond to this challenge. 
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« JE T’AIME,  
MOI NON PLUS »

Cognitive biases in the 
AU-EU partnership

by

Rossella Marangio
Senior Analyst, EUISS

Frank Mattheis
Cluster Coordinator, United Nations 
University–Institute on Comparative 
Regional Integration Studies (UNU-CRIS)*

The relationship between the African Union (AU) and 
the European Union (EU) has hit some rough patches 
in recent years. Key events like the AU-EU Summit and 
ministerial meetings have been delayed or concluded 

-
resolved tensions rather than isolated disagreements. 
Divergences over the Covid-19 pandemic, Russia’s 
aggression against Ukraine and the Israeli invasion 
of Gaza highlight these tensions. Internal crises and 
the growing availability of alternative partners further 
complicate cooperation between the two organisations.

Nevertheless, the partnership remains vital for ad-
dressing transregional challenges. It involves a wide 

disagreements and misunderstandings persist among 
decision-makers. This Brief argues that ongoing 
strains in the AU-EU partnership result from cogni-
tive biases, where each side (mis)interprets events, 
facts and people through the lens of its own beliefs and 

-
ing the partnership, we propose concrete ways to ad-
dress them.

Summary 

 › The AU-EU relationship is experienc-
-

litical priorities. Cognitive biases are a 
major factor contributing to persistent 
misunderstandings.

 › Stereotyping, egocentrism, and an over-
emphasis on single-issue concerns are 
deeply ingrained biases that continue to 

the partnership.

 › While the EU has a recognised wealth of 
experience in regional integration, the 
AU’s capacity to inspire policies and prac-
tices elsewhere is often overlooked.

 › This Brief examines the biases that af-
fect AU-EU relations and suggests ways to 
overcome them. Investing in mutual un-
derstanding is a prerequisite for strength-
ening the partnership.
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MINDING THE 
DRONE GAP

Drone warfare and the EU

by

Jan Joel Andersson
Senior Analyst, EUISS

Sascha Simon
Security and Defence Analyst

Artillery dominates the war in Ukraine, but is 
the drone fast replacing it as the ‘King of Battle’? 
Ukraine’s military leadership suggested as much in 
May 2024, stating that ‘drones kill more soldiers on 
both sides than anything else’ (1). Drones have become 

wars in Ukraine and Gaza/Israel/Lebanon to the civil 
wars in Sudan, Syria and Myanmar. They are also in-
creasingly deployed by non-state actors across the 
Middle East and Africa. While some argue that this 
represents a revolutionary shift in warfare, others see 
it as more of an evolutionary development. However, 
the broader implications and conclusions to be drawn 
remain a subject of debate (2). So, what is the impact 
of drones on modern warfare? And how should the 
EU respond?

DEFINING DRONES
In the military, ‘drone’ used to be a term for remote-
ly controlled aircraft utilised for gunnery practice. 
Today, the term ‘drone’ encompasses a wide range 
of devices, from inexpensive weaponised recreational 
multicopters to uncrewed jet-sized aircraft used for 
intelligence, surveillance and reconnaissance (ISR) 

Summary 

 › As the EU Member States ramp up arms 
production in support of Ukraine and for 
their own defence, the proliferation of 
armed drones and countermeasures is a 
growing concern. This poses important 
questions for the future of warfare and the 
European defence industry.

 ›
however depending on their type, high-

the extent to which drones can impact mil-
itary operations and civilian infrastructure.

 › The EU can support Ukraine's drone war-

counter-drone capabilities by leveraging 
the Union’s strengths: a strong and in-
novative industrial base, close cooperation 
with Ukraine, and a burgeoning EU defence 
industry policy. 
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DECONSTRUCTING 
RUSSIA’S 
BRICOLAGE 
TACTICS

Strategic insights for 
defeating the Kremlin

by

Ondrej Ditrych
Senior Analyst, EUISS*

Russia deploys a variety of hybrid tactics to reshape 
the current global political landscape. It does so in a 
post-unipolar and post-hegemonic world. However, 
this is also a world where the Russian state has to 
contend with both the strengths of other powers and 

How can we better understand the hybrid nature of 
this state, which seeks to compensate for its relative 
weaknesses while adjusting to the shifting dynamics 
of great power rivalry? A helpful metaphor for un-
derstanding how the regime challenges the existing 
global order while also adapting to it is that of the 
bricoleur (‘tinkerer’). Both Russia’s culture of mili-

-
ful illustrations of how this concept, borrowed from 
French social theory (1), can enhance our understand-
ing of what kind of adversary Russia is.

MOSCOW’S MACHINATIONS
Rather than a traditional, bureaucratic entity weighed 
down by inertia, the Russian regime operates as an 
opportunistic, improvisational purveyor of ad hoc 
‘assemblages’ pieced together from a diverse but 

Summary

 › Russia employs ‘bricolage
its structural weaknesses and adjust to the 
evolving nature of great power competi-
tion. Examples include its culture of mili-
tary innovation or the operations of the 
Wagner Group and its successors.

 › The metaphor of the bricoleur, or tinker-
er, aptly conveys Russia’s resourcefulness 
and its frequent use of improvisational 
tactics that disrupt the established global 
order. This image complements and con-
trasts with more conventional depictions 

Viewing Russia from this perspective high-
lights its capacity for innovation and adap-
tation while shedding light on the regime’s 
intrinsic weaknesses.

 › To counter Russia’s hybrid tactics, the 
EU should expose the regime’s internal 
contradictions, restrict access to sensi-
tive technology used in its improvisational 
warfare in Ukraine, and bolster democratic 
resilience against the Kremlin’s malign 
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THE CHANGING 
SUBMARINE 
CABLES 
LANDSCAPE

Expanding the EU’s role 
in the Indo-Pacific

by

Yuka Koshino
Associate Fellow, The International 
Institute for Strategic Studies (IISS)

The rapid development of digital technologies has 
dramatically increased global internet bandwidth de-
mand, with submarine cables today accounting for 

undersea cables are the backbone of global commu-

critical importance, these cables remain inadequately 

Globally, approximately 100-200 cases of damage 
to undersea cables are reported annually accord-
ing to the International Cable Protection Committee 

-
-

tion measures, such as burial in shallow waters and 
electronic monitoring of anomalies, along with legal 

much of the responsibility for protecting these cables 
lies with operators, limiting private-public coop-
eration and creating vulnerabilities, whether during 
times of peace, ‘grey zone’ situations or at moments 

from peacetime to periods of potential volatility re-

-
politics and rising tensions, faces unique challenges 

Summary 

 › Advances in digital technologies are driv-
ing a dramatic increase in the demand for 

-
-

 ›
economic interests, as outlined in its 

 › -
sume a broader role in protecting sub-

include: enhancing public-private part-
nerships; collaborating with the Quad; de-
veloping legal and regulatory frameworks; 
investing in seabed monitoring technolo-
gies; and coordinating strategic infrastruc-
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TROUBLE IN 
TBIL IS I

How the EU should 
respond to Georgia's drift 
towards authoritarianism

by

Ondrej Ditrych
Senior Analyst, EUISS*

The EU needs a playbook to protect civil societies un-

a credible way to champion liberty and the rule of law 
while confronting the rise of authoritarian strong-
men. These leaders, seeing the liberal order under 

-
ing with illiberal powers like Russia and China – of-
ten to the detriment of their own societies. Georgia, a 
membership candidate state where the consolidation 
of authoritarian rule looks likely to intensify follow-
ing a contested parliamentary election last month, 
provides a critical testing ground for developing such 
a strategy.

Failure to act will cost the Georgian people their lib-

competing third powers. It will also represent a ma-
jor failure of the EU’s Eastern policy, which aims to 
expand the area of democracy, security and pros-

developments, before listing the options that the EU 
should consider to avert such an outcome.

Summary 

 › The parliamentary election in Georgia on 
26 October marked another milestone in 
the process of democratic backsliding in 
the country. Vote tampering likely played 
a key role in securing a majority of seats 
for the ruling Georgian Dream party in the 
new parliament.

 › A crackdown on the opposition and civil 
society involving mass repression, in-
carceration and intimidation is now one 
scenario. A more probable outcome, how-
ever, is the gradual deepening of illiberal 
authoritarianism.

 › The EU must respond decisively. Its ap-
proach should combine the ‘3Ps’ of punitive, 
protective and progressive countermeasures. 
The EU should prioritise support for the 
social forces and independent media that 
advocate for Georgia’s European future.
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CURBING 
CHINA’S LEGACY 
CHIP CLOUT

Reevaluating EU strategy

by

Tim Nicholas Rühlig
Senior Analyst, EUISS

The European Union is increasingly concerned about 
strategic dependencies on Chinese technology (1). 
Central to this discussion, and closely linked to the 
geopolitical rivalry between the United States and the 
People’s Republic of China (PRC), are semiconductors. 
This competition over semiconductors is entering a 

-
siderably restricted Chinese access to and ability to 
develop advanced semiconductors, particularly those 

second phase focuses on mature node semiconduc-
tors, also known as ‘legacy chips’ (2). These chips are 
technologically inferior but no less critical. Legacy 
chips are widely used across a range of industries in-
cluding automotive, medical devices, drones, robot-
ics, aerospace and defence to name just a few. In the 
coming years, legacy chips will continue to account 
for around three quarters of global semiconductor de-
mand (3). Legacy chip shortages during the pandemic 
highlighted how the scarcity of even a single chip can 
disrupt entire manufacturing lines.

In contrast to advanced semiconductors, China already 
possesses the technological capability to produce leg-
acy chips and holds around 30% global market share 
(compared to the EU’s 13%) (4)

legacy chip dependencies on China?

Summary 

 › The EU is concerned that it could soon be-
come overly reliant on legacy chips from 
China. Legacy chips are of strategic im-
portance as they are irreplaceable in a wide 
range of critical industrial sectors.

 › The challenge poses a threat to the EU’s 

-
mestic conditions and localisation trends 

 › This has concrete policy consequences. In 
line with the three-pillar approach outlined 
in the 2023 Economic Security Strategy, the 
EU’s focus should shift from predominant-
ly protective measures towards promoting 
the bloc’s competitiveness and partnering 
with a diverse range of countries to build 
resilience against economic security risks.
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THE FUTURE OF 
DEMOCRACY

Lessons from the US fight 
against foreign electoral 
interference in 2024

by

Nad’a Kovalčíková
Senior Analyst, EUISS

Giuseppe Spatafora
Research Analyst, EUISS

In early September 2024, the US Department of 
Justice announced a set of measures to curb electoral 
interference in the upcoming presidential election, 
scheduled to take place two months later (1). This was 

actors were seeking to meddle with the election. In a 
deeply polarised environment and with the outcome 
appearing to be on a knife’s edge, there was wide-

-

In the end, Donald Trump’s resounding victory – and 
the swift acceptance of the result by the Democratic 
Party – dispelled those concerns. However, this 
should not serve as an excuse to overlook the sig-

democratic process. Strategic rivals are becoming 
bolder and more astute in their information manipu-
lation and other interference activities.

US agencies implemented several measures to re-
spond to these malign actions and prevent disrup-
tions. To counter future interference, the EU should 

Summary 

 › The US’s three main strategic adversaries 
– Russia, China and Iran – actively sought 

-
tion. They deployed a variety of interfer-
ence tactics, including the misuse of AI, 
disinformation campaigns, recruitment of 

 › Other elections, including in Europe, have 
experienced forms of foreign interference 
similar to those deployed during the US 
presidential election campaign.

 › To safeguard elections from future inter-
-

tiveness of US counter-interference ef-
forts, identifying both successful strategies 
and areas for improvement.
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CHAILLOT PAPERS

   > EU-INDIA RELATIONS: GAINING 
STRATEGIC TRACTION? (N° 181)

Edited by Amaia Sánchez-Cacicedo, with contributions 
from Kanti Bajpai, Olivier Blarel, Amit Garg, Rohan 
Mukherjee, Karthik Nachiappan, Jagannath Panda, Marta 
Torres-Gunfaus [February 2024]

In this Chaillot Paper, both European and 
Indian experts explore how the EU and India 
might seize new opportunities for strategic 
partnership while highlighting underlying 
differences in outlook across critical is-
sue areas.

   > TÜRKIYE’S CARDS IN THE WORLD: 
RAISING THE STAKES (N° 182)

Edited by Dalia Ghanem, with contributions from Pinar 
Akpinar, Ondrej Ditrych, Rossella Marangio, Bojana Zorić 
[May 2024]

This volume focuses on Türkiye’s presence 
in and interaction with four regions: the 
Western Balkans; the South Caucasus; the 
MENA and Africa. This engagement serves 
a dual purpose for Türkiye: diversifying 
partnerships to counter isolation and assert-
ing strategic autonomy by distancing itself 
from the West.

   > CONTESTATION: THE NEW DYNAMIC 
DRIVING GLOBAL POLITICS (N° 183)

Edited by Alice Ekman and Steven Everts, with contri-
butions from Jan Joel Andersson, Ondrej Ditrych, Dalia 
Ghanem, Nad’a Kovalčíková, Rossella Marangio, Andrea 
Salvi, Amaia Sánchez-Cacicedo, Lukas Trakimavičius, 
Bojana Zorić [May 2024]

Contestation dynamics have intensified in 
recent years, to the point they are now 
driving global politics. This Chaillot Paper 
explores the convergence of diverse challeng-
es to the current international order and how 
European leaders and policymakers should 
navigate this new reality. 

   > HACKING MINDS AND MACHINES: 
FOREIGN INTERFERENCE IN THE 
DIGITAL ERA (N° 184)

Edited by Nad’a Kovalčíková, with contributions from 
Rumena Filipova, Bart Hogeveen, Ivana Karásová, Patryk 
Pawlak, Andrea Salvi [August 2024]

This Chaillot Paper delves into foreign inter-
ference and the risk it poses to democratic 
societies. It explores the interplay between 
information manipulation and disruptive 
cyber operations, revealing their role as 
complementary components within a broad-
er strategy.
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   > 10 IDEAS FOR THE NEW TEAM: HOW THE 
EU CAN NAVIGATE A POWER POLITICAL 
WORLD (N° 185)

Edited by Steven Everts and Bojana Zorić, with con-
tributions from Jan Joel Andersson, Ondrej Ditrych, 
Alice Ekman, Steven Everts, Dalia Ghanem, Amaia 
Sánchez-Cacicedo, Giuseppe Spatafora, Joris Teer, Lukas 
Trakimavičius, Bojana Zorić [September 2024]

The EU’s foreign and security policy is in ur-
gent need of a reboot. As a new EU leadership 
takes the helm, we propose 10 ambitious yet 
actionable ideas to propel EU foreign poli-
cy forward.

BRIEFS
   > THE POWER AND LIMITS OF DATA 

FOR PEACE 

By Sarah Bressan 

This Brief analyses the EU’s conflict early 
warning and analysis system and its role in 
conflict prevention, and examines how it can 
be further strengthened to support the EU’s 
preventive action. 

   > SAHEL RESET: TIME TO RESHAPE THE 
EU’S ENGAGEMENT 

By Rossella Marangio

The recent series of military coups in the 
Sahel has led the EU to reassess its posture in 
the region. This Brief explores the challenges 
the EU faces in balancing strategic interests 
with its commitment to democratic values, 
and puts forward recommendations for future 
engagement in a region that remains critical 
for European security interests. 

 

   > INTO THE BREACH! EU MILITARY CSDP 
MISSIONS AND OPERATIONS

By Jan Joel Andersson

For more than 20 years, the EU has deployed 
troops beyond its borders. But what has been 
the impact? At a time when the EU is faced 
with the challenge of taking on a larger role 
in security and defence, this Brief presents 
three alternatives for future EU military CSDP 
missions and operations.

   > OF MYTHS AND MOLECULES: 
GETTING REAL ABOUT GREEN 
HYDROGEN DIPLOMACY

By Lukas Trakimavičius

Myths and misconceptions often cloud con-
versations about green hydrogen’s role in 
the energy transition. A realistic approach is 
essential to build successful green hydrogen 
partnerships, starting with a firm grasp of 
the fundamentals of how we produce, trans-
port and consume this fuel.

   > MADE IN UKRAINE: HOW THE EU 
CAN SUPPORT UKRAINIAN DEFENCE 
PRODUCTION

By Jan Joel Andersson, Ondrej Ditrych

Ukraine urgently needs investment in local 
production capacities and repair and main-
tenance facilities. The EU and Ukraine have 
a shared strategic interest in supporting the 
reform and development of Ukraine’s rapidly 
expanding defence industry.

   > GOING GREEN WITHOUT CHINA?

By Lukas Trakimavičius

Beijing’s grip on the clean tech industry 
makes it difficult for the EU to go green 
without access to Chinese supply chains. 
Lukas Trakimavičius explores the strategies 
available to the EU to reduce its dependency 
on China while pursuing its energy transi-
tion goals.
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   > DELIVERING TOGETHER: TARGETED 
PARTNERSHIPS FOR A SECURE WORLD

By Jan Joel Andersson

At a time of increasing fragmentation, Europe 
needs stronger security and defence part-
nerships. We argue that the EU should forge 
closer ties with countries around the world on 
key issues of common security. But for part-
nerships to deliver on security and defence, 
they must be targeted, squarely focused on 
output and flexible.

   > QUO VADIS KOSOVO? HIGH TIME TO 
REALIGN WITH THE WEST

By Bojana Zorić, Ilir Deda

To restore its credibility, particularly in its 
pursuit of EU and NATO membership, Kosovo  
needs to demonstrate full alignment with 
Western policies. Sustained Western dip-
lomatic engagement with both Kosovo and 
Serbia is essential in the coming months to 
prevent the already precarious security situa-
tion from deteriorating further.

   > TURBOCHARGING THE ENERGY 
TRANSITION

By Lukas Trakimavičius

In its ambition to become a green energy 
and technology hub, the EU has to reck-
on with China’s dominance over clean tech 
supply chains. For the EU to achieve its 
goals, it must embrace emerging innovative 
technologies.

   > FROM HYPE TO HORIZON: WHAT 
THE EU NEEDS TO KNOW TO BRING 
IMEC TO LIFE

By Dalia Ghanem, Amaia Sánchez-Cacicedo

The ambitious India-Middle East-Europe 
Economic Corridor project aims to boost trade 
and connectivity between Asia and Europe. 
But the initiative faces geopolitical, financial 
and logistical challenges. How can the EU tap 
into the project’s economic and geostrategic 
opportunities?

   > REHEARSING FOR WAR: CHINA AND 
RUSSIA’S MILITARY EXERCISES

By Ondrej Ditrych, Alice Ekman

China and Russia have increased their mili-
tary cooperation, regularly conducting joint 
exercises in or near disputed areas or adver-
saries’ waters. The EU must closely monitor 
the locations, nature and objectives of these 
exercises to gain insight into Moscow and 
Beijing’s capacities, intentions and broader 
visions of future conflicts.

   > SHIFTING TIDES: INTERNATIONAL 
ENGAGEMENT IN THE HORN OF AFRICA 
AND THE RED SEA

By Rossella Marangio

Amidst a climate of mounting insecurity, 
it is vital for the EU to define its role in the 
increasingly complex political landscape 
emerging in the Horn of Africa and the Red 
Sea. We examine what strategic posture the 
EU should adopt vis-à-vis the region.

   > FOUR SWANS OF THE BLACK 
SEA: SECURITY SCENARIOS FOR A 
CONTESTED REGION

By Ondrej Ditrych

Russia’s full-scale invasion of Ukraine has 
significantly altered regional security dynam-
ics in the Black Sea. We explore four potential 
scenarios for the next decade and argue that 
the EU needs to invest more in the security of 
the region.

   > PLAYING GOD WITH CLIMATE: THE EU’S 
GEOENGINEERING CONUNDRUM

By Lukas Trakimavičius

Although increasingly touted as offering a 
solution to the worst effects of global warm-
ing, geoengineering technologies are contro-
versial. But as the planet’s temperatures con-
tinue to rise, the EU must consider whether 
geoengineering could provide deliverance 
from our climate woes.

   > STRENGTHENING RESILIENCE IN THE 
EAST - HOW THE EU CAN EMPOWER 
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COUNTRIES AGAINST FOREIGN 
INTERFERENCE

By Nad’a Kovalčíková, Leonardo De Agostini, 
Beatrice Catena

In the wake of Russia’s war of aggression 
against Ukraine, Eastern countries have been 
increasingly exposed to foreign informa-
tion manipulation and interference (FIMI) 
tactics. We explore how the EU’s enlargement 
policy has been targeted by FIMI operations 
and argue that the EUPM Moldova mission 
could serve as a blueprint for a renewed EU 
approach to CSDP.

   > ‘JE T’AIME, MOI NON PLUS’: COGNITIVE 
BIASES IN THE AU-EU RELATIONSHIP

By Rossella Marangio, Frank Mattheis

The AU-EU partnership, although vital for 
addressing transregional challenges, contin-
ues to be subject to tensions. We argue that 
cognitive biases play a significant role in 
perpetuating misunderstandings within the 
partnership and offer suggestions on how to 
move past them.

   > MINDING THE DRONE GAP: DRONE 
WARFARE AND THE EU

By Jan Joel Andersson, Sascha Simon

Drones have become ubiquitous in conflicts, 
from the wars in Ukraine and Gaza/Israel/
Lebanon to the civil wars in Sudan, Syria and 
Myanmar. We explore the impact of drones 
on modern warfare and how the EU should 
respond to their growing prominence on the 
battlefield.

   > DECONSTRUCTING RUSSIA’S BRICOLAGE 
TACTICS: STRATEGIC INSIGHTS FOR 
DEFEATING THE KREMLIN

By Ondrej Ditrych

Using the concept of the bricoleur, drawn 
from French social theory, we explore how 
Russia deploys a range of improvisational 
tactics to disrupt the existing global polit-
ical order.

   > THE CHANGING SUBMARINE CABLES 
LANDSCAPE: EXPANDING THE EU’S ROLE 
IN THE INDO-PACIFIC

By Yuka Koshino

The Indo-Pacific, a region marked by com-
plex geopolitics, faces unique challenges in 
ensuring the security of its submarine cables. 
For the EU, the vulnerability of undersea 
communications cables poses a strategic risk, 
calling for more proactive measures to protect 
this critical infrastructure.

   > TROUBLE IN TBILISI: HOW THE EU 
SHOULD RESPOND TO GEORGIA’S DRIFT 
TOWARDS AUTHORITARIANISM

By Ondrej Ditrych

Russia’s full-scale invasion of Ukraine has 
significantly altered regional security dynam-
ics in the Black Sea.  This Brief explores four 
potential scenarios for the next decade and 
argues that the EU needs to invest more in 
the security of the region.

   > CURBING CHINA’S LEGACY CHIP CLOUT - 
REEVALUATING EU STRATEGY

By Tim Rühlig

The EU is increasingly concerned about 
strategic dependencies on Chinese tech-
nology, particularly with regard to China’s 
output of legacy semiconductor chips. We 
examine what steps the EU can take to build 
resilience against economic security risks in 
this domain. 

   > THE FUTURE OF DEMOCRACY: LESSONS 
FROM THE US FIGHT AGAINST FOREIGN 
ELECTORAL INTERFERENCE IN 2024

By Nad’a Kovalčíková, Giuseppe Spatafora

The US’s three main adversaries – Russia, 
China and Iran – actively sought to influence 
the outcome of the 2024 presidential elec-
tion. This Brief examines the various tactics 
that they employed, arguing that the EU can 
learn from innovative strategies put in place 
by the US.
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ONLINE 
COMMENTARIES
January

Guns. Lots of guns - EU strategic responsi-
bility and the European defence industry

By: Jan Joel Andersson

Amid wars and elections: Getting the EU po-
litical transition right

By: Steven Everts

The US pause on LNG terminals will not put 
Europe at risk

By: Lukas Trakimavičius

February

India’s moment: Narrative vs. reality?

By: Amaia Sánchez-Cacicedo

Navalny’s two legacies

By: Ondrej Ditrych

March 

Doubling down on desperation: The impli-
cations of defunding UNRWA for Palestinian 
refugees and Lebanon’s security

By: Dalia Ghanem

Preparing for a possible Trump 2.0: What 
Europe needs to do now

By: Steven Everts

April

Ukraine: Torn between grit and bitterness

By: Steven Everts

India’s 2024 election outcome: Old wine in 
old bottles?

By: Amaia Sánchez-Cacicedo

June

Here is how to protect the EU against Chinese 
electric vehicles and wind energy

By: Joris Teer, Lukas Trakimavičius

NATO’s Washington Summit: Between expec-
tations and reality

By: Giuseppe Spatafora

September

What the EU should do for Ukraine now

By: Ondrej Ditrych

The US elections: What choices for Europe?

By: Giuseppe Spatafora, Christian Dietrich

October

Georgia: Frontline in the fight for democracy

By: Steven Everts 

November

Back with a vengeance? Trump, Brussels and 
the world 

By: Giuseppe Spatafora 

From Washington to Brussels: The US elec-
tion and EU foreign policy 

By: EUISS (Commentary mini-series)

The chips are down: Trump 2.0, the EU 
and Ukraine 

By: Ondrej Ditrych, Giuseppe Spatafora 

Europe’s Indo-Pacific rebalancing under 
Trump 2.0: Beyond ‘business as usual’ 

By: Lizza Bomassi
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CONFERENCES 
AND SEMINARS

EUISS ANNUAL CONFERENCE
   > Europe’s strategic choices in a world of 

contestation

On 11 June, In the wake of the European par-
liamentary elections, the conference discussed 
the strategic options and choices facing the 
EU. How should it navigate a world of grow-
ing geopolitical contestation and intensifying 
security threats? Amid talk of Europe being 
‘mortal’ and in peril, what steps are needed 
to protect European citizens, interests, and 
values? What is the right balance between 
‘defending Europe’ and winning the ‘battle 
of offers’? 

We took stock of the achievements of the cur-
rent mandate and explored ideas for the new 
EU leadership to take forward, as fostering 
security across all dimensions is becoming a 
central priority for the future of the EU project. 

The event was organised in partnership with 
the Belgian Presidency of the Council of the EU 
and Egmont Royal Institute for International 
Relations.

AFRICA

Seminar on the future 
of African-Europe 
relations with LUISS
On 8 February, our seminar took the form of a 
therapy session for the Africa-EU couple and 
offered some fresh perspective on the future 
of their relationship.

COAFR briefings: the Horn 
of Africa and the Red Sea
On 26 June, the EUISS and the Africa Working 
Party of the Council of the EU (COAFR) held 
a new session of the EUISS-COAFR meetings. 
They discussed the EU’s aspirations and role 
in the region amid competing influences, and 
how to better shape and coordinate EU policies 
and actions.

West Africa and the Sahel: 
Better understanding, for 
appropriate EU engagement
On 26 September, we hosted a closed-door 
roundtable discussion in Paris bringing to-
gether independent experts and EU policy-
makers for an assessment of the situation 
in West Africa and the Sahel. Moderated by 
Rossella Marangio, the roundtable aimed at 
assessing the current understanding of dy-
namics in the region and exploring policy op-
tions for a renewed approach.

EUISS analysts presenting their 
contributions to the ‘Ten ideas 
for the new team’ flagship.  →
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Workshop on the 
Humanitarian-Development-
Peace Nexus approach
On 26 November, in partnership with the 
Hungarian Presidency of the Council, the 
workshop brought together experts and prac-
titioners to discuss how to improve coopera-
tion between humanitarian, development and 
peacebuilding efforts.

COAFR Briefings: Insecurity 
Dynamics in West Africa 
and the Sahel
On 27 November, the EUISS and the Africa 
Working Party of the Council of the EU (COAFR) 
held a new session of the EUISS-COAFR meet-
ings. They discussed ongoing challenges in 
West Africa and the Sahel including organised 
crime, terrorism, governance and regional 
integration (ECOWAS). The meeting provid-
ed recommendations on how to engage with 
the region and what trends the EU should 
watch out for.

Africa’s perspectives: 
Unpacking the AU-
EU partnership
On 28 November, the EUISS and the United 
Nations University Institute on

Comparative Regional Integration Studies 
(UNU-CRIS) gathered EU and AU practition-
ers and experts to discuss the state of the 
relationship between the two organisations 
and how to forge a stronger partnership on 
the road towards the AU-EU summit in 2025. 
The seminar also addressed the opportunities 
for the partnership to deliver on multilater-
alism in a world characterised by increased 
competition.

ASIA

EU-India relations: How to 
gain strategic traction?
On 14 March, building upon the recently pub-
lished EUISS Chaillot Paper ‘EU-India rela-
tions: Gaining strategic traction?’, the sem-
inar delved into key dimensions of EU-India 
cooperation, bringing together European and 
Indian experts.

EU-India relations: Decoding 
worldviews & norms
On 18 April, building on the Chaillot Paper 
‘EU-India relations: Gaining strategic trac-
tion?’ the webinar explored a critical yet often 
overlooked aspect of EU-India relations: the 
normative dimension.

EU contributions to avoiding 
military conflict in East Asia
On 21 June, the Institute hosted a closed-
door roundtable focused on the EU’s role in 
preventing military conflict in East Asia. A 
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potential conflict in this region would severe-
ly impact European prosperity and security, 
disrupting the supply of critical goods such as 
semiconductors, raw materials, and medicine.

EUISS-CSDS Korea 
Dialogue 2024
On 10 October, the Centre for Security, 
Diplomacy and Strategy (CSDS) and the EUISS 
hosted Korean think tank and industry repre-
sentatives and former policymakers to Paris. 
During this closed-door dialogue, European 
and Korean participants proposed solutions 
to shared security challenges and strategies to 
strengthen economic resilience. Key discus-
sions included enhancing defence collabora-
tion, particularly in cybersecurity and defence 
industry integration, and de-risking economic 
ties with China by diversifying supply chains 
and boosting domestic production.

EU-India 1.5 Track Dialogue 
(EUISS-Ananta Aspen Centre-
Institute Montaigne)
On 21-22 October the Institute organised the 
2024 EU-India Strategic Dialogue in Delhi in 
collaboration with the Ananta Aspen Centre 
and Institute Montaigne.

This closed-door gathering brought togeth-
er officials, experts and policymakers for two 
days of frank discussions on shared security, 
economic and technological challenges, ex-
ploring opportunities for deeper collabora-
tion. To strengthen cooperation, issues such 
as tech leakage, regulatory barriers and sup-
ply chain diversification need to be addressed, 
potentially through a sectoral approach un-
der the TTC.

EU-Indonesia Track 
1.5 Dialogue
On 3-4 December alongside the European 
University Institute (EUI) and the EU 
Delegation in Jakarta, the Institute co-hosted 

the first EU-Indonesia Track 1.5 Dialogue in 
Florence. Experts and policymakers from the 
EU and Indonesia came together to address 
trade, environmental policy and geopolitics. 
Despite acknowledged differences, both sides 
explored potential collaboration on critical raw 
materials, green tech and multilateral reform.

RUSSIA AND 
THE EASTERN 
NEIGHBOURHOOD

Russia’s domestic 
politics: stasis, crisis or 
Putinism reloaded?
On 7 February, the EUISS organised a closed-
door event convening EU policymakers and 
Russia experts to explore the undercurrents 
within the Russian governing elite and society.

Strengthening resilience in 
the eastern neighbourhood
On 25 April, the Institute convened a closed-
door event in Brussels, bringing together in-
dependent experts and EU policymakers to 
engage in a strategic discussion on how the EU 
can further support resilience in three partner 
countries: Moldova, Georgia and Armenia.

COEST informal retreat: 
Resilience challenges in the 
Eastern neighbourhood
On 17 May, the EUISS hosted a second informal 
retreat of COEST. Its aim, against the back-
drop of Russia’s war on Ukraine and its re-
gional impacts as well as other adverse devel-
opments in the neighbourhood, was to explore 
the evolving nature of resilience challenges, 
and to engage in a discussion about how the 
EU can help the partners to face them better.



The Black Sea: 
Security scenarios
On 26 May, the EUISS convened a closed-door 
collaborative scenario-building exercise fo-
cused on Black Sea Security in Brussels.

Scripting the future of Belarus
On 25 June, the Institute convened a closed-
door meeting in Brussels, bringing together 
independent experts and EU policymakers to 
engage in a collective assessment of trends 
determining Belarus’ future.

Russia in Africa: Competing 
for strategic influence in 
the post-Wagner world
On 4 July, the EUISS brought together EU pol-
icymakers and independent experts for a col-
lective assessment of Russia’s policy in Africa.

The North Caucasus: 
Resting or restive?
On 19 September the EUISS convened a closed-
door event in Brussels, bringing together in-
dependent experts and EU policymakers for a 
collective assessment of current developments 
in the North Caucasus. The roundtable, mod-
erated by Ondrej Ditrych, featured introducto-
ry briefings by Emil Aslan (Charles University) 
and Harold Chambers (Indiana University).

Russia’s war economy: 
Resilient or reckless?
On 13 November the EUISS convened a closed-
door event in Brussels, bringing together in-
dependent experts and EU policymakers for a 
collective assessment of the current state and 
future outlook of Russia’s economy, as well as 
the EU’s sanctions efforts.

THE MIDDLE EAST 
AND NORTH AFRICA

Open Virtual events: on 
Chaillot Paper: ‘Türkiye’s cards 
in the world: Raising the 
stakes’ and Unveiling Türkiye’s 
strategy in MENA & Africa
On 13 and 28 June, we hosted a live discussion 
on Linkedin to analyse this interesting trend, 
focusing on Türkiye’s strategic partnerships 
with the Middle East, North Africa and the 
Gulf region, and Africa.

EUISS event on ‘Russia’s 
war economy: Resilient or 

reckless?’ held in Brussels.
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Decoding Türkiye’s role 
in the Western Balkans 
& South Caucasus
On 28 June, we hosted a webinar to explore 
Türkiye’s aspirations and influence in the 
Western Balkans and South Caucasus.

WESTERN BALKANS

Building cyber and 
FIMI resilience in the 
Western Balkans amidst 
continuous threats
On 13 February, the EUISS, in cooperation with 
the EU Cyber Direct and the Countering Foreign 
Interference project, organised a workshop 
aimed at addressing the challenges that the 
Western Balkans face in cybersecurity, foreign 
information manipulation and interference 
(FIMI), and hybrid threats. The workshop was 
convened with diplomats and cybersecurity 
experts from the Western Balkans.

COWEB working session: 
Security challenges in the 
Western Balkans in the 
current geopolitical context
On 5 March, the Institute organised a closed-
door roundtable for a delegation of the 
European Council’s Working Party on the 
Western Balkans Region (COWEB), on security 
challenges in the Western Balkans.

Unpacking bilateral disputes 
in the Western Balkans
On 4 July, the EUISS hosted a closed-door 
roundtable discussion to address bilateral dis-
putes in the Western Balkans and how the EU 
should handle them.

EUISS seminar on Religion, 
conflict prevention and 
countering radicalisation 
in Western Balkans
On 15 October, we convened a closed-door 
seminar in Sarajevo on ‘Religion, conflict pre-
vention and countering radicalisation in the 
Western Balkans’. The seminar brought to-
gether experts, including journalists and aca-
demics from think tanks, universities and me-
dia organisations across the Western Balkans.

Reshuffling the cards after 
the 2024 US elections: 
Implications for the 
Western Balkans
On 3 December, we convened a roundtable dis-
cussion in Brussels on ‘Reshuffling the cards 
after the 2024 US elections: Implications for the 
Western Balkans’. The event brought together 
independent experts and EU policymakers for 
a collective assessment of the impact of the US 
elections on the Western Balkans.

TRANSATLANTIC 
RELATIONS 
INCLUDING LATIN 
AMERICA

Briefing for COTRA delegates 
ahead of the US election
On 1 October, the EUISS briefed the Working 
Group on Transatlantic Relations (COTRA) on 
the EUISS report ‘Trump, Harris and transat-
lantic uncertainties’, ahead of the US elections 
in November.
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COTRA Away Day
On 8 November, the EUISS hosted the Working 
Group on Transatlantic Relations (COTRA) in 
Paris for an Away Day, focusing on the results 
of the US presidential election. Member State 
delegates engaged in a closed-door, scenar-
io-based exercise on the consequences of the 
electoral outcome for the EU.

From Washington to Brussels: 
Trump’s victory and the future 
of US and EU foreign policy
On 21 November, the EUISS hosted a live 
discussion on LinkedIn drawing from the 
EUISS commentary series ‘From Washington 
to Brussels: the US election and EU for-
eign policy’.

Cross-regional ripple effects:  
EU-Latin America relations 
in the wake of the U.S. 
presidential election (EUISS 
Latin America Day – part 1)
On 2 December, the EUISS organised a closed-
door ‘Latin America Day’ to discuss revitalis-
ing EU-Latin America cooperation. The first 
session focused on analysing large-scale ge-
opolitical shifts (the effects of the US presi-
dential elections on Latin America). The event 
was attended by EU policymakers and region-
al experts.

ECONOMIC SECURITY 
AND TECHNOLOGY

Starting with the end in 
mind: Fully de-risked gallium, 
germanium, and rare earth 
value chains by 2030
On 9 December, the EUISS was pleased 
to welcome representatives from the EU 
Commission, Member State governments, 
industry, research technology organisations, 
think tanks and universities to a closed-door 

↑  EUISS event ‘To deter, coerce, or 
corrode: What goals can EU sanctions 
efforts achieve?’ held in Brussels.
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scenario workshop: ‘Starting with the end in-
mind: de-risked gallium, germanium, rare 
earth value chains by 2030’.

To deter, coerce, or corrode: 
What goals can EU sanctions 
efforts achieve?
On 18 November, an EUISS closed-door work-
shop examined the effectiveness of EU sanc-
tions as a tool of foreign policy, focusing on 
their capacity to deter, compel or corrode the 
(military) capabilities of rival states and oth-
er regimes.

ENERGY

EU energy diplomacy: 
Lessons learned from COP28 
(with EU climate envoys)
On 18 January, the EUISS organised a fireside 
chat with Tony Agotha, the EU Special Envoy 
for Climate and Environment Diplomacy.

EU FOREIGN POLICY

Webinar on Contestation: 
the new dynamic driving 
global politics.
On 30 May, a EUISS webinar discussed the 
Chaillot Paper ‘Contestation: The new dynam-
ic driving global politics’.

Launch event: 10 ideas 
for the new team
On 17 September, the EUISS launched its new 
Chaillot Paper, ‘10 ideas for the new team: 
How the EU can navigate a power political 

world’. The event, held in Brussels, convened-
EU officials, experts, and journalists.

CYBER

The future of responsible state 
behaviour in a fragmented 
cyber capacity ecosystem
On 13 May, in light of the United Nations 
Open-Ended Working Group (OEWG) on se-
curity of and in the use of information and 
communication technologies intersessional 
meetings, the EUISS organised an event ti-
tled ‘The future of responsible state behaviour 
in a fragmented cyber capacity ecosystem’ 
in New York.

EUISS event ‘Launch event: 10 ideas 
for the new team’ held in Brussels.  ↓
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An action-oriented approach 
to cyber threats: How to tackle 
emerging threats within 
the future UN mechanism
On 14 May, during the OEWG intersessional 
meetings,  the EUISS  organised a cross-re-
gional event on ‘An action-oriented approach 
to cyber threats: How to tackle emerging 
threats within the future UN mechanism’, the 
event aimed at deepening understanding and 
fostering collaborative approaches to combat 
evolving threats.

Action-oriented approach 
to the protection of critical 
infrastructure — Lessons 
learnt in preparedness from 
major international events
On 2 December 2024, the EUISS, as part of the 
Advancing the Cyber Programme of Action 
(PoA) project, hosted a side-event during the 
9th substantive session of the Open-ended 

Working Group (OEWG) on security of and in 
the use of information and communications 
technologies 2021–2025 at the United Nations 
Headquarters in New York. Titled ‘Action-
oriented approach to the protection of critical in-
frastructure — Lessons learnt in preparedness from 
major international events’, the event aimed to 
explore how exchanges at the UN level can 
help share lessons from these high-profile 
events, promote the global adoption of best 
practices, and translate them into actionable 
strategies for strengthening cyber resilience 
worldwide. 

Declaration by the EU and 
its Member States on a 
Common Understanding of the 
Application of International 
Law to Cyberspace 
On 5 December 2024, the EUISS, as part 
of the Advancing the Cyber Programme of 
Action (PoA) project, hosted a reception at 
the Delegation of the European Union to the 
United Nations in New York to present the 
‘Declaration by the EU and its Member States 
on a Common Understanding of the Application 
of International Law to Cyberspace’. The re-
ception was organised on the sidelines of the 
9th substantive session of the Open-ended 
Working Group (OEWG) on security of and in 
the use of information and communications 
technologies 2021–2025.

TRANSNATIONAL 
SECURITY

EU Council table-top 
exercise on hybrid threats
On 5 March, the EUISS facilitated a one-
day table-top exercise in cooperation with 
the European Hybrid Centre of Excellence 
in Helsinki, within the framework of the 
EU Council’s Horizonal Working Party on 

https://data.consilium.europa.eu/doc/document/ST-15833-2024-INIT/en/pdf
https://data.consilium.europa.eu/doc/document/ST-15833-2024-INIT/en/pdf
https://data.consilium.europa.eu/doc/document/ST-15833-2024-INIT/en/pdf
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Enhancing Resilience and Countering Hybrid 
Threats, chaired by the Belgian Presidency.

EU-NATO foresight 
seminar on resilience of 
critical infrastructure
On 18 April, the EUISS contributed to the EU-
NATO joint seminar focused on the issue of 
‘Resilience of critical infrastructure in an age 
of strategic competition’.

Hybrid threats’ nexuses: 
Taking EU-NATO cooperation 
to the next level
On 31 August 2024, the EUISS hosted a side 
session as part of the GLOBSEC Forum in 
Prague to discuss the evolving nature of hy-
brid threats, and particularly the growing cy-
ber-FIMI nexus, as well as the institutional 
responses by the EU and NATO to these evolv-
ing threats.

Hacking Minds and Machines
On 10 October, the EUISS held an online event 
to discuss foreign interference in the digi-
tal era building upon the recently published 
EUISS Chaillot Paper titled ‘Hacking Minds and 
Machines’. This event examined the linkag-
es between foreign information manipulation 
interference (FIMI) and cyberattacks focusing 
on three specific case studies.

Role of women in enhancing 
peace and security in 
Colombia (EUISS Latin 
America Day – part 2)
On 2 December, this closed-door roundtable 
focused on the security challenges of commu-
nities in Colombia, highlighting the leading 
role of women in contributing to peacebuild-
ing efforts. The event brought together EU 

policymakers, regional experts and represent-
atives from local NGOs.

SECURITY AND 
DEFENCE

EU CSDP military missions 
and operations
The EU’s role in global security took centre 
stage on 13 March 2024, as the EUISS co-host-
ed a dynamic discussion with the Egmont 
Institute and the Belgian Presidency of the 
Council of the European Union.

Schuman Security and 
Defence Forum 2024
On 28 May, the EUISS organised a closed-door 
meeting with the participation of peace, se-
curity and defence policy experts from think 
tanks and academia from around the world. 
The event provided experts with an opportu-
nity to preview the key issues on the agenda of 
the main event of the Forum.

UNDER THE EU 
CYBER DIPLOMACY 
INITIATIVE – EU 
CYBER DIRECT 
PROJECT

EU informal meetings of 
Cyber Ambassadors and 
Cyber Commanders
EU Cyber Direct contributed to the EU Informal 
Meetings of Cyber Ambassadors and Cyber 
Commanders that took place on 17 January 



2024 in Brussels and was organised by the 
Belgian Presidency. EU Cyber Direct co-organ-
ised the session on the UN processes: ‘Taking 
stock. Anticipating the Future’.

Building resilience in and 
with the Western Balkans: 
Converging approaches and 
divisive external threats
On 13 February, the EU Cyber Direct pro-
ject hosted a workshop in collaboration with 
the EUISS titled ‘Strengthening resilience 
to cyber-enabled hybrid operations in the 
Western Balkans.’

OEWG Side Event: Hacking 
the boundaries of trust
On the margins of the seventh substan-
tive session of the UN Open-Ended Working 
Group on ICTs, EU Cyber Direct, together with 
the European External Action Service, held a 
hackathon on 6 March 2024. The event aimed 
to critically examine and identify avenues for 
enhancing the effectiveness of multistake-
holder involvement in cyber diplomacy.

International Law in 
Cyberspace: Taking 
stock, comparisons and 
the way forward
EU Cyber Direct, the EUISS, and the European 
External Action Service, with the support of 
the Belgian Presidency of the Council, or-
ganised a workshop on 12 March 2024 titled 
‘International Law in Cyberspace: Taking 
stock, comparisons, and the way forward’.

European Cyber Agora 2024
On 23-24 April, high-level panel discussions 
took place featuring representatives from EU 
institutions, national governments, cyberse-
curity agencies, civil society, academia, and 
industry. Participants also engaged in work-
shops led by the Agora expert community, ex-
ploring topics such as cybersecurity policy, the 
future of cyber diplomacy, the geopolitics of 
AI, the role of the private sector in hybrid con-
flict, election security, influence operations, 
cyber mercenaries, cyber skills, and more.

OEWG Speed Dating 
Event: Bridging the 
boundaries of trust
On 15 May, in light of the United Nations 
Open-Ended Working Group intersessional 
meeting, EU Cyber Direct, together with the 
European External Action Service, organised a 
side-event titled ‘Bridging the boundaries of 

EUISS event ‘To deter, coerce, or 
corrode: What goals can EU sanctions 

efforts achieve?’ held in Paris. 
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trust – Deciphering the full potential of multi-
stakeholder involvement in cyber diplomacy’.

Misunderstandings and 
Mythmaking: Demystifying 
narratives of AI and conflict
On 28 May 2024, EU Cyber Direct hosted its 
eighth research seminar, where participants 
were invited to discuss narratives of AI and 
conflict in relation to three myths currently 
dominating mainstream discourse.

Belgian Presidency event 
with cyber ambassadors on 
20-21 June 2024 (Leiden)
Roundtable: Bridging the Silos–Leveraging 
cyber within the foreign, security and defence 
policy of the EU

On 26 June 2024, the EU Cyber Direct – EU 
Cyber Diplomacy Initiative organised a 
high-level roundtable in collaboration with 
the European External Action Service and 
the EUISS.

EU:CD Fellows at the eighth 
session of the Open-Ended 
Working Group on ICTs
As part of the EU:CD Fellowship programme, 
we welcomed the cohort of 2024 to New York 
to participate in the 8th substantive session of 
the Open-Ended Working Group (OEWG) on 
security of and in the use of information and 
communications technologies 2021-2025 be-
tween 8-12 July 2024.

Sino-European Expert Working 
Group on the Application 
of International Law in 
Cyberspace, fourth meeting
The European Union Institute for Security 
Studies – implementor of the EU Cyber 
Diplomacy Initiative – the Geneva Centre for 
Security Policy, Luiss Guido Carli University, 
The China Institutes of Contemporary 
International Relations (CICIR) and Xiamen 
University convened a joint Sino-European 
Expert Working Group on the Application of 
International Law in Cyberspace (EWG-IL).

On 19–20 September 2024, they held their 
fourth meeting at LUISS Guido Carli University 
in Rome, Italy.

European Cyber Diplomacy 
Dialogue 2024
On 4-5 November 2024, the EU Cyber Direct 
– EU Cyber Diplomacy Initiative and the 
European University Institute (EUI) organised 
the annual retreat at the EUI in Florence, Italy.

Book launch: ‘Emerging 
and Disruptive Digital 
Technologies: National, 
regional and global 
perspectives’
On 13 November, EU Cyber Direct launched 
its most recent edited volume at The Hague 
Program on International Cyber Security’s 
Annual Conference.
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THE COUNTERING 
FOREIGN 
INTERFERENCE 
(CFI) PROJECT

FIMI CSDP Network 
Inception Meeting:
On 15 January, the CFI project held a session to 
discuss challenges and needs to address for-
eign information manipulation and interfer-
ence in the CSDP missions.

Workshop with CSDP missions
On 30 January, the CFI project contributed to a 
seminar for Press and Public information of-
ficers from CSDP missions with an interactive 
training session on raising situational aware-
ness and building resilience to foreign infor-
mation manipulation and interference.

Demo Workshop on Resilience 
and Vulnerability to FIMI
On 22 March, the CFI project, jointly with its 
co-applicants, introduced work on digital tools 
to assess threats in the information environ-
ment. The workshop was held for the staff 
members from CSDP missions and operations.

Addressing foreign 
information manipulation 
and interference in crisis
On 24 April, the CFI project organised a CSDP 
Network Inception training session for the 
Mission Analytical Capability analysts jointly 
with the EEAS.

Countering Foreign 
Interference Network 
Meeting: Strengthening EU 
security and resilience
On 17 May, the CFI project brought together 
the Brussels-based Community of Practice 
focused on  tackling foreign information and 
manipulation interference (FIMI) within the 
EU’s Common Security and Defence Policy 
(CSDP) to discuss foreign interference chal-
lenges and ways to assess them.

The CFI at the State 
of the Union 2024
On 24 May, the CFI project co-organised a 
panel with the European Media & Information 
Fund (EMIF) at the State of the Union con-
ference, hosted by the European University 
Institute in Florence. The discussion delved 
into the critical issue of FIMI targeting EU 
states and partners, including through local 
proxies. The panel acknowledged that the de-
velopment of the FIMI concept by the EEAS 
addressed a critical gap in a common under-
standing of the evolving threat landscape in 
the information domain. FIMI has evolved 
beyond a communications challenge and is 
increasingly recognised as a full-fledged se-
curity threat, particularly relevant also in 
the context of CSDP missions in EU partner 
countries.   

Western Balkans 
diplomats training
On 7 June 2024, the CFI project delivered 
a second training course within a capacity 
building programme for junior diplomats of 
the Western Balkans. A group of junior dip-
lomats from the Western Balkans engaged in 
insightful discussions on their countries’ var-
ied experiences with foreign interference, ex-
amining diverse policy responses and explor-
ing potential solutions that can be developed 
to counter this threat more effectively. 88% of 
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the survey respondents acknowledged having 
benefited from the training. 

Interference’s Many Faces 
in Times of Hybridity–
Countering Foreign 
Interference Dialogues 2024
On 24 and 25 June, the EUISS together with 
the European University Institute–School of 
Transnational Governance held the second 
edition of the Countering Foreign Interference 
(CFI) Dialogues, the flagship event of the pro-
ject. The event explored FIMI within the wid-
er spectrum of foreign interference, including 
technological and psychological aspects of in-
terference operations.

FIMI as a Global Threat in 
a Year of Elections–2024 
London FIMI Forum
On 14 October, the CFI Project contributed to 
the annual London FIMI forum, organised by 
the EU Delegation to the United Kingdom of 
Great Britain and Northern Ireland. The CFI 
project hosted a panel titled Security impli-
cations from the evolving threat of FIMI. The 
panel triggered a discussion on FIMI with-
in the traditionally conceived security and 
defence landscape. FIMI poses a significant 
threat to democracies worldwide and its global 
impact undermines public trust and influenc-
es political outcomes of democratic processes. 
FIMI is a security threat, not limited to the in-
formation space. 

Cognitive security kick-
off workshop, London
On 14 October, this hybrid interactive work-
shop focused on cognitive security, addressing 
new strategies to counter cognitive manipu-
lation. The roundtable brought together UK-
based experts on cognitive and behavioural 
science, security experts, communication spe-
cialists, academics and think tank researchers.

Countering Foreign 
Interference CSDP network 
meeting: bringing together 
EU actors for enhanced 
situational awareness
On 25 November, the CFI project organised a 
meeting that, for the first time, brought to-
gether CSDP Missions and Operations as well 
as EU Delegations from host countries to 
exchange insights on the reality of FIMI in 
the field.  

NETWORKS
   > The EUISS is a member of the Steering 

Committee of the European Strategy and 
Policy Analysis System (ESPAS) network.

ESPAS is an inter-institutional EU process 
promoting foresight and anticipatory govern-
ance. It brings together nine EU institutions 
and bodies who are committed to thinking 
longer term about the challenges and oppor-
tunities facing Europe and, through foresight, 
to support policymakers to make the right 
policy choices. In 2024, the EUISS actively 
participated in the ESPAS Steering Committee 
meetings and working groups, spoke at the 
ESPAS annual conference and was an active 
contributor to the Global Trends 2040 report 
published in April 2024.

   > The EUISS is also a member of The 
Council for Security Cooperation in the 
Asia-Pacific (CSCAP)

which is a non-governmental (track two) 
process for dialogue on security issues in 
the Asia Pacific. CSCAP provides an informal 
mechanism for scholars, officials and others 
in their private capacities to discuss political 
and security issues and challenges facing the 
region. It also provides policy recommenda-
tions to various inter-governmental bodies, 
convenes regional and international meet-
ings, and establishes linkages with institu-
tions and organisations in other parts of the 
world to exchange information, insights and 
experiences around regional political-security 
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cooperation. The CSCAP Steering Committee 
meets twice a year.

The role of CSCAP EU, under the leadership of 
the EUISS, is to contribute actively to CSCAP 
activities by providing the best European ex-
pertise on key regional security issues.

In its capacity as the coordinator of CSCAP EU, 
the EUISS ensured the participation of EU ex-
perts in various CSCAP events (including the 
biennial General Conference in the region), 
provided European perspectives to CSCAP’s 
annual publication (the CSCAP Regional 
Outlook), and organised the annual thematic 
seminar gathering European experts on Asia.

   > The EUISS runs two major EU-funded 
projects, on cyber and countering foreign 
interference:

The EU Cyber Diplomacy Initiative – EU 
Cyber Direct.

Funded by the European Commission’s Service 
for Foreign Policy Instruments, EU Cyber 
Direct provides policy support, research, out-
reach and capacity building in the field of cy-
ber diplomacy.

Implemented by the EUISS, Carnegie Europe 
and Leiden University’s Institute of Security 
and Global Affairs, its objective is to identify 
opportunities for increased convergence be-
tween the EU and other stakeholders on the 
application of existing international law in 
cyberspace and development of cyber norms 
and confidence-building measures. The pro-
ject looks at the ongoing cyber-related process 
at the global, regional and national levels with 
the aim of increasing participation of different 
stakeholder groups in regional and global de-
bates on responsible behaviour and resilience 
in cyberspace, particularly through building 
capacities and sharing knowledge about the 
EU’s standards, policies and good practices.

The EU Cyber Direct project focuses on four 
key themes:

1.	 conflict prevention and advancing re-
sponsible behaviour in cyberspace through 

international law, norms, and confi-
dence-building measures (CBMs);

2.	 cyber resilience and critical infrastructure 
protection;

3.	 cybercrime and criminal justice in cy-
berspace; and

4.	 new and emerging technologies with a po-
tential disruptive effect.

EU Cyber Direct supports EU cyber diplomacy 
efforts and consequently contributes to the de-
velopment of a secure, stable and rights-based 
international order in cyberspace through ex-
tensive dialogues with strategic partners all 
over the world. The project is a continuation 
of the work launched by the EUISS in 2018.

Detailed information about project activities 
and research can be found on the project web-
site: www.eucyberdirect.eu

Advancing the Cyber Programme of 
Action (PoA)

The EUISS is spearheading the ‘Advancing the 
Cyber Programme of Action (PoA)’ project. 
The project aims to strengthen the EU’s dip-
lomatic efforts leading up to the conclusion of 
the UN Open-ended Working Group (OEWG) 
on security of and in the use of information 
and communications technologies in July 
2025. The project supports this goal through 
in-depth research, analysis, outreach, and 
public engagement.

In doing so, the project bolsters the EU’s 
commitment to promoting an open, free and 
secure cyberspace, while fostering resilient 
societies.

It is funded by the Directorate-General for 
International Partnerships (DG INTPA) at the 
European Commission.

Countering Foreign Interference (CFI) project

The EUISS is leading the Countering Foreign 
Interference (CFI) project. Launched on 1 
January 2023, this 3-year, multi-million 
euro EU-funded project focuses on enhancing 

http://www.eucyberdirect.eu
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knowledge and developing EU methodolo-
gies and tools to detect, analyse, assess and 
prevent, deter and counter threats emerging 
in the information space. Through the fund-
ing from the European Commission’s Service 
for Foreign Policy Instruments and close co-
operation with the European External Action 
Service, the project’s goal is to enable the EU 
to address foreign policy needs and forge new 
partnerships to counter foreign information 
manipulation and interference (FIMI). By 
doing so, it will contribute to strengthening 
the resilience and responses against FIMI, 
reinforcing the EU’s role as a global security 
provider and defender of democratic values. 
Implementing partners include: the University 
of Antwerp, the University of Milano-Bicocca, 
the European University Institute and School 
of Transnational Governance.

Detailed information about project activi-
ties and research can be found on the project 
webpage: https://www.iss.europa.eu/projects/
countering-foreign-interference

Security Cooperation and Programme 
Enhancement–SCOPE

The SCOPE (Security Cooperation and 
Programme Enhancement) project – for-
merly MASA (Monitoring and Support Action) 
– started in September 2024. It will be im-
plemented over four years, by a consortium 
led by the EUISS, in partnership with DGAP, 
IAI, ICCT and SIPRI. The project aims to en-
sure the coherence and visibility and enhance 
the efficiency and effectiveness of the actions 
under the EU’s Global Threats Programme 
by improving effectiveness, coordination and 
complementarity among its components and 
with other relevant initiatives (EU or non-EU). 
Funded by FPI, the project covers five threat 
areas: (i) countering terrorism, including pre-
vention of violent extremism; (ii) mitigating 
threats posed by intentional, accidental or 
naturally occurring release of chemical, bio-
logical, radiological and nuclear (CBRN) mate-
rials; (iii) fighting organised crime, illicit traf-
ficking and smuggling; (iv) addressing threats 
to critical infrastructure; and (v) threats re-
lated to the global and trans-regional effects 
of climate change and environmental factors 
having a potentially destabilising impact on 

peace and security. The outputs of the pro-
jects are organised around five key result are-
as: 1. Monitoring and evaluation; 2. Coherence 
and Coordination; 3. Context Analysis; 4. 
Expert Analysis; and 5. Visibility, Liaison and 
Information Sharing. SCOPE is supporting the 
organisation of the Brussels Climate Security 
Dialogue (February 2025) and a side-event to 
COTER: Technologies and the fight against global 
threats (March 2025). 
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DIRECTOR

Steven Everts
Start with Steven Everts joined the EU Institute for Security Studies (EUISS) 
as Director in September 2023. Prior to joining the EUISS, Dr Everts worked 
at the European External Action Service (EEAS) where he served as Senior 
Advisor to the HR/VP on Strategy and Communications. Previously, he was a 
Senior Advisor in the Asia-Pacific Department of the EEAS. From 2009-2012 
he was a Member of the Cabinet of HR/VP Catherine Ashton with responsi-
bility for Asia and the Pacific, Turkey, and the general issue of how to frame 
and strengthen the EU’s relations with its strategic partners. Between 2005 
and 2009, Steven Everts worked for SG/HR Javier Solana, both as his Personal 
Representative for Energy and Foreign Policy and as a Member of his Cabinet.

Before his time at the EU, he was a Senior Research Fellow at the London-
based Centre for European Reform and Director of the CER’s transatlantic 
programme, which covered the full range of US-European relations.

He holds a DPhil in International Relations from the University of Oxford and 
an MA in Political Science from Leiden University in the Netherlands.

SENIOR ANALYSTS

Jan Joel Andersson
Jan Joel Andersson is Senior Analyst at the EUISS, where he heads the analy-
sis of security and defence, including CSDP, Capability Development, Defence 
Industry and Technology & Innovation issues.

Between 2017-2022, he was a member of the Chief Executive’s Policy Office 
(cabinet) at the European Defence Agency, advising the EDA Chief Executive 
on strategy and policy, specifically on the EU defence initiatives (CARD, 
PESCO, EDF), relations with the European Commission and the defence and 
high-tech industries.

He was Senior Analyst for Transatlantic Security, NATO and US Politics at 
the EUISS from 2014 to 2017, during which time he supported the consul-
tation and drafting process of the EU Global Strategy and was a member of 
the secretariat assisting the ‘Group of Personalities’ in the drafting of their 
proposal for a Preparatory Action for defence-related research, presented to 
the Commission in 2016.

He has also worked in the private sector for a world-leading crisis manage-
ment consultancy and has held faculty appointments at universities and in 
think tanks in the United States, Sweden and France. He has published widely 
on European and transatlantic security and defence, capability development, 
and defence industry issues.
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He was educated at the United World College of the Adriatic in Italy, graduated 
from Uppsala University in Sweden, and received his MA and PhD in political 
science from the University of California at Berkeley.

Ondrej Ditrych
Ondrej Ditrych is a Senior Analyst at the EUISS where he is in charge of the 
Russia and the Eastern Neighbourhood portfolio.

His professional career has been dedicated to research and strategic advice, 
foresight, and analysis on international security matters for civilian and mil-
itary decision-makers, bridging the worlds of policy and expertise.

He was previously the head of and senior researcher at the Institute of 
International Relations Prague, a public research institute established by the 
Ministry of Foreign Affairs of the Czech Republic, and was a visiting scholar 
at CERI, Sciences Po Paris, a visiting researcher at Stiftung Wissenschaft und 
Politik, and a Fulbright research fellow at Belfer Center, Harvard University. 
He held the position of assistant/associate professor of international rela-
tions at Charles University in Prague (2013-2023) and was a visiting lecturer 
at the University of Copenhagen (2019) and the VU Amsterdam (2023). He 
is the author of a number of policy publications on politics and security in 
Eastern Europe and the Caucasus, hybrid threats, ethnopolitical conflict and 
revolutionary violence, and foresight and global risks, as well as more than 
20 scholarly articles including in journals such as Cooperation and Conflict, 
Security Dialogue, Bulletin of the Atomic Scientists or International Relations and 
four books, most recently the edited volume Revolutionaries and Global Politics: 
War machines from the Bolsheviks to ISIS (Edinburgh University Press).

He received his MA in Political Science and PhD in International Relations 
from Charles University, Prague, and an MPhil in International Relations from 
the University of Cambridge.

Alice Ekman 
   > until September 2024

Alice Ekman is the Senior Analyst in charge of the Asia portfolio at the EUISS. 
She covers foreign policy and security developments in the Asian/Indo-Pacific 
region – including in China, the Korean Peninsula, Japan, India and ASEAN. 
At the Institute, she also manages regular ‘Track 1.5’ dialogues with the EU’s 
partners in Asia and coordinates the EU member committee of the Council 
for Security Cooperation in the Asia-Pacific (CSCAP EU). Alice Ekman was 
formerly Head of China Research at the French Institute of International 
Relations (Ifri) in Paris. She has also been Visiting Scholar at Tsinghua 
University (Beijing), at National Taiwan Normal University (Taipei) and at the 
Asan Institute for Policy Studies (Seoul). She is a co-founder of the European 
Think Tank Network on China (ETNC).

She holds a master’s degree in International Relations, Economics, and 
Anthropology (China focus) from the London School of Economics and a 
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PhD in International Relations from the Institut d’études politiques de Paris 
(Sciences Po). She is fluent in Mandarin Chinese. She is the author of Rouge Vif 
– L’idéal communiste chinois (L’Observatoire, 2020), which received the prize of 
the French Ministry of Foreign Affairs for best geopolitical book of the year.

Dalia Ghanem 
   > until August 2024

Dalia Ghanem joined the EUISS in May 2022. She is responsible for analysis 
and research on the Middle East and North Africa region. Her research inter-
ests focus on EU-MENA relations.

Before joining the EUISS, she was a senior resident scholar at the Carnegie 
Middle East Center in Beirut, where her research focused on Algeria’s politi-
cal, economic, social and security developments. Her research also examined 
political violence, radicalisation, civil-military relationships, transborder dy-
namics and gender.

Dr. Ghanem has been a guest speaker on these issues in various conferences 
and a regular commentator in different Arab and international print and au-
dio-visual media.

Prior to joining Carnegie in 2013, she was a teaching associate at Williams 
College in Massachusetts, and she also served as a research assistant at the 
Center for Political Analysis and Regulation at the University of Versailles. She 
holds a PhD from the University of Versailles-Saint-Quentin-en-Yvelines.

Nad’a Kovalčíková
Nad’a Kovalčíková is the Senior Analyst in charge of the transnational security 
portfolio at the EUISS and a project director of the multi-million euro, EU-
funded initiative ‘Countering Foreign Interference: A project to strengthen 
EU CSDP capacities against foreign information manipulation and interfer-
ence (FIMI)’. In particular, her research focuses on hybrid threats, foreign 
interference, disinformation, resilience and democracy, election security, and 
transatlantic cooperation. She is a member of the ESPAS strategic foresight 
Steering Group; a mentor within the innovative network of Harvard Women 
in Defense, Diplomacy, and Development; an expert collaborator for Minsait’s 
Ideas for Democracy; and a 2019 awardee and currently also a member of the 
Steering Committee of Women In International Security. She was formerly a 
Programme Manager and Fellow at the Alliance for Securing Democracy in 
the German Marshall Fund of the United States. She also worked at NATO, the 
European Parliament, the French and Canadian embassies, and several NGO 
and think tank projects.

She obtained her PhD in international economic relations with a focus on glo-
balisation and security threats from the University of Economics in Bratislava 
(EUBA), and master’s degrees in politics and government from the London 
School of Economics and Political Science (LSE), in European Affairs from 
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the Institut d’études politiques de Paris (Sciences Po), and in international 
relations from EUBA.

Rossella Marangio
Rossella Marangio joined the EUISS as a Senior Analyst in September 2023. Her 
research focuses on EU-Africa relations, including relations with regional and 
sub-regional organisations, EU strategic engagement towards Africa, the hu-
manitarian-development-peace nexus and the role of civilian CSDP missions.

Before joining the EUISS, she worked as a civil servant in several postings in 
Africa, including EU Delegations, CSDP and UN missions. Before these civil 
servant roles, she conducted extensive research in the Horn of Africa, and co-
operated with several think tanks and international institutions, particularly 
concerning the role of international and regional organisations in peacebuild-
ing, and cooperation between the EU, the AU and the UN.

Dr Marangio holds a PhD from the Sant’Anna School of Advanced Studies in 
Pisa and MA degrees from the College of Europe and the University of Trieste.

Andrea Salvi 
   > until November 2024

Andrea Salvi is a Senior Analyst at the EUISS. He leads the analysis of cyber 
and digital issues, and he is the project director of the multi-million euro EU 
Cyber Direct project.

Before joining the EUISS he worked as a project officer responsible for the 
scientific direction and development of the DRMKC Risk Data Hub at the Joint 
Research Centre of the European Commission.

He also served as a human rights statistics consultant for the United Nations 
Missions in South Sudan. Previously, he worked as a postdoctoral research 
fellow at Luiss University (Rome) and as a research affiliate at the Center 
for Research in Leadership, Innovation and Organization researching cyber-
security, cyber-physical critical infrastructures, and high-reliability organ-
isations. He specialises in quantitative methods and computational social 
sciences, making use of cutting-edge data technologies to answer security 
and political questions.

He holds a PhD in Political Science from Trinity College Dublin with a thesis 
on reactive violence in civil conflict and counterinsurgency practices as an 
Andrew Grene Scholar in Conflict Resolution. He holds master’s degrees in 
International Relations, Law and Government of the EU and Cybersecurity.

His work has been published in peer-reviewed journals such as International 
Studies Quarterly and Computers & Security. He has also contributed to several 
edited volumes. He has extensive lecturing experience in quantitative meth-
ods for security and intelligence, political risk and conflict studies.
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Tim Rühlig
Tim Rühlig joined the Institute in September 2024 as the Senior Analyst for 
Global China.

Dr Rühlig’s research focuses on China’s foreign, economic and technology 
policy, EU-China relations, economic security, German-China policy, and 
Hong Kong affairs. He is also working on the politicisation of technical stand-
ard-setting and China’s role as a security actor in the Pacific and beyond.

Before joining the EUISS, Tim worked at the European Commission for DG 
I.D.E.A., the in-house advisory hub of President Ursula von der Leyen, with 
a focus on China’s technology policy. Previously, he was a Senior Research 
Fellow at the German Council on Foreign Relations (DGAP) and a Research 
Fellow at the Swedish Institute of International Affairs (UI).

He is the founder of the Digital Power China (DPC) research consortium that 
brings together European engineers, computer scientists as well as China 
scholars and economists. He is the chairman of the Working Group on ‘high 
technology and innovation’ of the China in Europe Research Network’s 
(CHERN), an EU Cost Action. He is a participant of the European Think-tank 
Network on China (ETNC), which he coordinated in 2018.

Among his publications is the monograph ‘China’s Foreign Policy 
Contradictions’ which was published in 2022 by Oxford University Press.

Dr Rühlig received a BA in Political Science and Cultural Anthropology from 
the University of Tübingen, an MA in International Relations and Peace and 
Conflict Research from the Goethe University of Frankfurt and the Technical 
University of Darmstadt as well as a PhD from the University of Frankfurt.

SENIOR POLICY ANALYST

Katarzyna Sidło
Katarzyna Sidło joined the EUISS as a Senior Policy Analyst for the Middle East 
and North Africa in December 2024.

Previously, she was Director of the Middle East and North Africa Department 
at CASE—Center for Social and Economic Research, Poland. During her eleven 
years at CASE, she conducted policy-oriented and academic research, the for-
mer commissioned by clients such as the European Parliament, the European 
Commission, the European Space Agency, the European Committee of the 
Regions, and the Polish and British governments.

In the past, Dr Sidło was a Visiting Scholar at G. Tsereteli Institute of Oriental 
Studies of Ilia State University, Tbilisi (2019/2020) and at the Centre of Islamic 
Studies at the University of Cambridge (2015), as well as a SHARIAsource 
Editor for Islamic Finance at the Islamic Legal Studies Program at Harvard 
Law School. Currently, she holds the position of a recurring visiting professor 
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at ASERI–Graduate School of Economics and International Relations at the 
Università Cattolica del Sacro Cuore in Milan, Italy.

Dr Sidło holds a PhD (summa cum laude) and an MA (five-year programme 
in Arabic and Islamic Studies) from the Faculty of Oriental Studies, University 
of Warsaw. She also holds a BSc from the Faculty of Economic Studies from 
the same university. Within the Erasmus programme, she also studied at 
the School of Oriental and African Studies in London and at the University 
of Jordan.

Clotilde Bômont
Clotilde Bômont is a Senior Policy Analyst in charge of the Cyber and Digital 
technologies portfolio at the EUISS. In this capacity, she also supports the im-
plementation of the ‘EU Cyber Direct–EU Cyber Diplomacy Initiative’ (EUCD) 
and the ‘Advancing the Cyber Programme of Action Initiative’ (PoA), two EU-
funded projects led by the EUISS.

Her research mainly focuses on the EU’s digital policies and initiatives and on 
emerging and disruptive technologies.

Prior to joining the EUISS, Clotilde Bômont was a research fellow at the 
Institute for Strategic Studies (IRSEM) in Paris, a public research agency of 
the French Ministry of the Armed forces, and was affiliated with the academic 
research and training centre GEODE at Paris 8 University.

She was also a visiting scholar at Columbia University in New York and an 
associate research fellow at the Saint-Cyr Coëtquidan military academy’s re-
search centre, and she cooperated with the French Ministry of the Armed 
forces on the organisation’s digital transformation and industrial policy.

Dr Bômont holds a PhD in Political Geography with a focus on cloud comput-
ing and military information and communication systems from Panthéon-
Sorbonne University. She obtained a MA in Geopolitics from the Ecole Normale 
Supérieure (ENS) and Panthéon-Sorbonne University.

RESEARCH ANALYSTS

Lizza Bomassi
Lizza Bomassi joined the EUISS in October 2024 as the Research Analyst for 
the Indo-Pacific. Her research focuses on European foreign policy towards the 
Indo-Pacific with a particular interest in regional geopolitical developments.

She brings extensive experience from over a decade working at Carnegie 
Europe, where she held a senior role overseeing strategic initiatives across 
multiple areas and conducting research on Europe-Asia relations.
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Prior to working at Carnegie, she contributed to founding an International 
Task Force on Preventive Diplomacy and establishing a global network of par-
liamentarians on conflict prevention. In the 2000s, she worked for Save the 
Children in Afghanistan and Pakistan, contributing to health and education 
projects for displaced children and their families.

She is the editor of the report Reimagining EU-ASEAN Relations: Challenges and 
Opportunities (Carnegie, 2023) and co-author of The Southern Mirror: Reflections 
on Europe from the Global South (Carnegie, 2022). She has been featured in var-
ious media outlets and journals in the Asia Pacific and has addressed the ac-
ademic, policy, and think-tank communities on Europe-Asia relations. She is 
an alumnus of the Asian Forum on Global Governance, a United People Global 
board member, and is fluent in English, French and Tagalog (Filipino).

Lizza Bomassi double-majored in Communications and Psychology at Simon 
Fraser University (Canada) and holds a master’s degree in Development from 
the London School of Economics and Political Science (LSE).

Caspar Hobhouse
Caspar Hobhouse is a Research Analyst at the EUISS. He is in charge of the 
portfolio on climate and energy security and is based at the institute’s head-
quarters in Paris.

His research is focused on securing Europe’s energy and climate security over 
the course of the global energy transition. On energy, he examines both the 
challenges to Europe’s energy security and the opportunities presented by the 
energy transition to build a resilient, cheap, secure and interconnected energy 
system that benefits not only Europeans but also neighbouring regions. On 
climate, his works addresses the risks that climate change poses to global 
security, identifies future global challenges resulting from changing weather 
patterns, and supports efforts to prepare Europe and its partners for more 
hostile environmental conditions.

Prior to joining the EUISS, he held positions in several think tanks and gov-
ernment institutions with a focus on energy, climate and European for-
eign policy. Most recently he was a Policy Analyst at E3G working to secure 
Europe’s energy system with a focus on energy infrastructure.

He has previously conducted research on spatial planning of energy infra-
structure, climate mitigation efforts in the GCC and Iraq, strategic communi-
cations between the EU and its partners, and global climate diplomacy.

He holds an MPhil in Regional Studies and History from the University of 
Oxford with a focus on the Southern Neighbourhood and the Middle East, as 
well as a BA with honours in International History from the London School of 
Economics (LSE).
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Giuseppe Spatafora
Giuseppe Spatafora is a Research Analyst at the EUISS, where his research 
focuses on transatlantic and EU-NATO relations. In this capacity, he monitors 
trends and policy developments related to EU-US and NATO-EU relations, as 
well as the broader transatlantic relationship (North and South), covering the 
full range of security challenges.

Before joining the EUISS, Dr Spatafora worked at NATO’s Policy Planning Unit, 
in the Office of the Secretary General. He provided policy advice on strategic 
issues such as support to Ukraine, strengthening transatlantic ties, strategic 
foresight and emerging threats. He served in the EU-NATO Task force on 
the resilience of critical infrastructure, coordinated the Secretary General’s 
Annual Report for 2022 and 2023, and supported NATO’s reflection process on 
the Southern Neighbourhood.

He obtained his PhD (DPhil) at the University of Oxford with a dissertation on 
external support and foreign intervention. He has authored articles and book 
chapters on proxy wars, NATO and European security. He holds an MPhil from 
Oxford and a BA from John Cabot University in Rome.

Joris Teer
Joris Teer is a Research Analyst at the EUISS. He leads the portfolio on eco-
nomic security and technology and is based at the Brussels Liaison Office.

Prior to joining the EUISS, he was a strategic foresight and China analyst at 
the Hague Centre for Strategic Studies (HCSS), focusing on the dilemmas of 
deep economic interdependence at a time of great power rivalry.

Together with Director of Political Affairs Han ten Broeke, he initiated HCSS 
Boardroom, an initiative to make the strategies of Dutch and European indus-
try and investors more geopolitically shock-resistant. His contributions to the 
Strategic Monitor, a multi-annual strategic foresight project that HCSS to-
gether with the Clingendael Institute executes for the Netherlands Ministry of 
Foreign Affairs and Defence, focused on trends in geoeconomics and strategic 
technologies. He was also the Project Coordinator of the Europe in the Indo-
Pacific Hub. Finally, he was a member of the Peace and Security Committee of 
the Advisory Council on International Affairs of the Netherlands.

He has conducted research on great power competition, strategic technolo-
gies (including semiconductors), critical raw materials, defence issues in the 
Indo-Pacific and strategic foresight methods.

Joris Teer holds a dual M.Sc. Degree in International Affairs focusing 
on China’s politics and foreign policy from Peking University and on the in-
ternational relations of the Middle East, crisis-decision making and political 
Islam from the London School of Economics. He received an honours BA from 
Amsterdam University College.
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He is also a PhD candidate at the Centre for Security, Diplomacy and Strategy at 
the Free University of Brussels, focusing on the implications for the EU of the 
growing use by China and the US of weaponised interdependence-strategies.

Bojana Zorić
Bojana Zorić joined the Institute in September 2023 as a Research Analyst for 
the Western Balkans. 

In this capacity, she covers the analysis of policy and security developments in 
the Western Balkans, particularly in the context of enlargement, transatlantic 
relations, third-party influence, as well as other day-to-day developments 
that affect the Euro-Atlantic security infrastructure.  

Previously, she held the position of Senior Policy Analyst at the Regional 
Cooperation Council in Sarajevo, where she, among others, led the analysis 
of the Balkan Barometer, including in security and (geo)political domains. 
Before that, she was stationed in Brussels with the European Committee 
of the Regions and in Stockholm with the Swedish International Liberal 
Centre, where she worked on democracy building and promotion in Eastern 
Partnership countries.

Dr Zorić contributed to book volumes published by Routledge and Springer 
Handbook of Political Science and International Relations and has published 
in several peer-reviewed journals focusing on security developments in the 
Western Balkans, including in Bosnia and Herzegovina, Kosovo*, and North 
Macedonia. 

She holds a PhD in Political Science with a specialisation in Security Studies 
from Masaryk University. She also completed an MA in European Union-
Russia Studies at the Johan Skytte Institute of Political Studies (University 
of Tartu) and an MA in Russian Philology and Pedagogy at the Faculty of 
Humanities and Social Sciences (University of Zagreb). During her academic 
pursuits, she also studied at KU Leuven, Saint Petersburg State University, and 
Tallinn University.

*	 This designation is without prejudice to positions on status,and is in line with UNSCR 1244 (1999) and the ICJ 
Opinion on the Kosovo declaration of independence.

ASSOCIATE ANALYSTS

Amaia Sánchez-Cacicedo 
   > until June 2024

Amaia Sánchez-Cacicedo is the Non-resident Associate Analyst in charge of 
the South Asia portfolio at the EUISS. She contributes to the analysis of South 
Asian security and foreign policy, focusing especially on India, Afghanistan 
and Pakistan. She monitors ongoing security developments in South Asia and 
relations with the EU.
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She is a graduate of Georgetown University and completed her PhD at the 
Politics and International Studies Department of the School of Oriental & 
African Studies (SOAS), University of London. Her PhD research culminated in 
her first book Building States, Building Peace: Global and Regional Involvement in 
Sri Lanka and Myanmar (Palgrave Macmillan, 2014).

Prior to joining the EUISS, she was an adjunct professor at IE University in 
Madrid where she taught courses on peace and conflict resolution, as well as 
on Asian international relations. She also taught at SOAS and at the University 
of Zurich and worked for the UN Refugee Agency (UNHCR) in Costa Rica, 
Kenya and Sri Lanka.

Lukas Trakimavičius 
   > until August 2024

Lukas Trakimavičius is an Associate Analyst at the EUISS, where he is in 
charge of the portfolio on energy and environmental security. He is also a 
Non-Resident Fellow at the Center for European Policy Analysis (CEPA), 
based in Washington D.C. He also supports the World Energy Council’s efforts 
on the energy transition. Before joining the EUISS, he worked at the NATO 
Energy Security Centre of Excellence, focusing on clean technologies, the en-
ergy transition, and the geopolitics of energy. He also served in the Economic 
Security Policy Division of the Lithuanian Ministry of Foreign Affairs, working 
on energy security, energy diplomacy, and broader economic security issues 
in the Central and Eastern Europe region. Before that, he held several po-
sitions at the Emerging Security Challenges (ESC) and Political Affairs and 
Security Policy (PASP) divisions at NATO HQ, where he worked on energy 
security, arms control, disarmament, and WMD non-proliferation matters. 
Lukas Trakimavičius holds a postgraduate degree from the London School of 
Economics (LSE).
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TRAINEES

January-July 2024:
   > Adam Eskang
   > Alexander Royall
   > Fee-Marie von der Brelie
   > Lily Grumbach
   > Pelle Smits
   > Sascha Simon
   > Simmi Saini
   > Smaranda Olariu

September-December 2024
   > Alessia Caruso
   > Calvin Nixon
   > Carole-Louise Ashby
   > Ioana Trifoi
   > Lisa Hartmann González
   > Marlene Marx
   > Martins Gelazis
   > Tamara Noueir



ANNEX
OVERVIEW OF EUISS 
ACTIVITIES IN 2024
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January  

18 EU energy diplomacy: lessons learned from COP28 (with EU climate envoys)

February  

7 Russia’s domestic politics: stasis, crisis or Putinism reloaded?

8 Seminar on the future of African-Europe relations with LUISS

13 Building cyber and FIMI resilience in the Western Balkans amidst continuous threats

March  

5 COWEB working session: Security challenges in the Western Balkans in the current geopoliti-
cal context

5 EU Council table-top exercise on hybrid threats

13 EU CSDP military missions and operations

14 EU-India relations: How to gain strategic traction?

April  

18 EU-India relations: Decoding worldviews & norms

18 EU-NATO foresight seminar on resilience of critical infrastructure

25 Strengthening resilience in the eastern neighbourhood

May  

13 The future of responsible state behaviour in a fragmented cyber capacity ecosystem

14 An action-oriented approach to cyber threats: How to tackle emerging threats within the future 
UN mechanism

17 COEST informal retreat: Resilience challenges in the Eastern neighbourhood

26 The Black Sea: Security scenarios

28 Schuman Security and Defence Forum 2024

30 Webinar on Contestation: The new dynamic driving global politics.

June  

11 Europe’s strategic choices in a world of contestation

13 and 28 Open Virtual events: on Chaillot Paper: ‘Türkiye’s cards in the world: Raising the stakes’ and 
Unveiling Türkiye’s strategy in MENA & Africa

21 EU contributions to avoiding military conflict in East Asia

25 Scripting the future of Belarus

26 COAFR briefings: the Horn of Africa and the Red Sea

28 Decoding Türkiye’s role in the Western Balkans & South Caucasus

August

31 Hybrid threats’ nexuses: Taking EU-NATO cooperation to the next level
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July  

4 Russia in Africa: Competing for strategic influence in the post-Wagner world

4 Unpacking bilateral disputes in the Western Balkans

September  

26 West Africa and the Sahel: Better understanding, for appropriate EU engagement

17 Launch event: ‘10 ideas for the new team’

19 The North Caucasus: resting or restive?

October  

1 Briefing for COTRA delegates ahead of the US election

10 EUISS-CSDS Korea Dialogue 2024	

10 Hacking Minds and Machines

15 EUISS seminar on religion, conflict prevention and countering radicalisation in Western Balkans

21-22 EU-India 1.5 Track Dialogue (EUISS-Ananta Aspen Centre-Institute Montaigne)

November

8 COTRA Away Day

13 Russia’s war economy: Resilient or reckless?

18 To deter, coerce, or corrode: What goals can EU sanctions efforts achieve?

21 From Washington to Brussels: Trump’s victory and the future of US and EU foreign policy

26 Workshop on the Humanitarian-Development-Peace Nexus approach

27 COAFR Briefings: Insecurity dynamics in West Africa and the Sahel

28 Africa’s perspectives: unpacking the AU-EU partnership

December  

2 Cross-regional ripple effects: EU-Latin America relations in the wake of the US presidential elec-
tion (EUISS Latin America Day – part 1)

2 Role of women in enhancing peace and security in Colombia (EUISS Latin America Day – part 2)

2 Action-oriented approach to the protection of critical infrastructure — Lessons learnt in prepared-
ness from major international events

3 Reshuffling the cards after the 2024 US elections: Implications for the Western Balkans

3-4 EU-Indonesia Track 1.5 Dialogue

5 Declaration by the EU and its Member States on a Common Understanding of the Application of 
International Law to Cyberspace

9 Starting with the end in mind: Fully de-risked gallium, germanium, and rare earth value 
chains by 2030


